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ABSTRACT

This qualitative and comparative study examines the technological systems
for evidence storage within the justice process in Thailand against those in select
foreign nations, to propose development guidelines for Thailand's justice data
management. The research utilized the principles of Records Management (RM) and
Digital Government, emphasizing data integration, transparency, and auditability. The
analysis focused on countries with advanced digital justice systems, specifically the
United States, the European Union, Singapore, and Estonia, chosen for their
adherence to international standards (e.g., NIST, ISO/IEC) and their application of
cutting-edge technologies like blockchain, artificial intelligence (Al), and cloud
computing.

Key findings recommend four measures to modernize Thailand’s justice
system, enhance transparency, efficiency, and international credibility: (1) establishing
a centralized data standard; (2) amending legal frameworks to formally accommodate
digital evidence; (3) developing technological infrastructure; and (4) enhancing the
digital forensic capabilities of justice sector personnel. Limitations of this study
include its reliance on document analysis and systemic comparison, which may not
fully reflect operational realities across all local jurisdictions. The proposed policy
recommendations must also be considered within the specific constraints of
Thailand’s budget, human resource capacity, and legal context. Future field-based
and quantitative studies are recommended to increase the comprehensiveness and
applicability of these findings.

Keywords: Records management, Evidence management system, Justice process,

Technology, Policy recommendations

N

L% a1

lunssuiunisgfisssy nsdnnisienaisuazneuranguiuilunalnddgfivae

<

o = a g V& 1 1 1 I A A 1%
Juimdaunszuunsisanafidulusgignees Tsdla uazilusssy wwnansinedtes



Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

LU 9183°UN15TUNYN ANENIS werundngu Ales wazAinne Suduseddasunis
v & ' < a o a = Yy a | 3 v &

Jativegrauduszuu weldlunisanduafuarensdluswian egralsinuszuudaiy
wanguvadlnedassaudamaneysens sg1atu msviastuuteyananaiienleddoyasening
wignuane) Mliiiaaud1deuvesdoya n1saglunsidfmangIu neunangu

U9gilnenallianudeaiszayie vsednisidenanin silvuiadadelunisusenaunis

v a

andula nsvihane waziUfguwlasvangiuiddny viensdnnisteyadiuyanalunsdl
Mduneunangiu Jeddamanivilinsldndnguadvalunszuiunisefsssulnedssio
a1dunaidavasrawaziini1iilundn dee1anelininaulyuiueulunisialig

wardinasnomudusssulunisnatsanad lagnnizluusunimaluladiunuiminuay

1 <

961959057 119N1355UN1STIAAY MSAUIIY N19IATIE9 LagnsUaueneUaNg 1Y

aa o [y

AIvalunszuIunIInungruisyaanstulssinelvelagianizeg g deduldngvane

Y

lenszuinuazlinudidgduneundngunavialunisduaivdeuaiuluegrsmnn (1edae
ANFS LAZLURINT, 2566) A931897U “Artificial Intelligence and Criminal Justice, Final
Report” ¥84n5ensgAsssuansgaiusnidnisszudansiidaynivseivglunssuiunis
gfisTT 19U MIUsziuaudes Mafindulny wasmnevindngiu Tnewfunnudhidy

YaansinuguakazNIsAuasasaninallaslunstdinaluladvanil (U.S. Department of

aa o

Justice, 2024) wena1nfunAmN Elliott (2024) nandfiesnisiauendngiuadvaluea

a

911929l sEIe lagldunaniasufdvianwauinmdnassaudfvesanuniiniie

q

Y
=

lupfovgynssuasnsy selviginnwuazanzgnyuilavsunvesmnnsallangadu
LazdUNIUANENTTUNITAMLITTUUTIVNIS (2562) naIfan1sUTulTelnIsuImsdanis
fogamaiguaznisliinaluladAivialunsauayussuussnisuasssuugissay ity
A3 YefnvnuTeufisununu AT udsUssma W efaszuudaii undngu

a a U 0% ¥

Tyfiusednsnn viuade wavaenaasIuuInsgIuaINg

=

gafivayadidnnsetindiiunuimedsnsenisduaiu dauaiu uazn1sNATUAR
lunsguIunsy s Ty mif&’mmi‘wmuwé’ﬂgmﬁ%ﬁaashaQﬂﬁaamwé’ﬂﬁ@’?wmmam%
= [~ a o 1 [ gj = 3 dy
Janaredunisfaddyveamiisnusglunalelsemasuialsemalng n1sAnyingadl
Fayadunisuszgnalduuamiswazuinsgiuainalun1sdnmiu Un1s waznsi9ae
WIUNANFIUATIS eNmu LIz auivuTunvedlne lagdedaunsgiudfgy
JzAUAING LU “ISO 15489 Records Management” awdunanaaiidetie amuauysal
LA¥N1IATIVEBUEDUNTUVRLLENATTaYA “NIST SP 800-86” @4l1luININITYIUINIT

WATANNERAINEIMEanTATINALUNITABUANBBMANITA! Wae “ISO/IEC 270377 ity

183



184

Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

aa o

NITUIUNMTILUMAU NMITIVTI wazmanuinwmangiufdvialaelinsenusieaiugneies
vostoya uonnissinsannseungunedunisduasestoyadiuyana wu seidsudn
shensduasesteyadiuyananiluvesannmylsy (General Data Protection Regulation
3 GDPR) vesannmylsuiiugaziigauiundnlunsunesaniveadvestoya uras
unumddgrensimuanunUURlussuvgAsssy afuansnisdndedeya uazan
Tsalalunsdaivuarlddaya Tuvuzifvrfuszuunisdanisenaisdidnnsednd

Y] o w

(Electronic Records Management System 138 ERMS) 8slasunisinauaidunuinisdiasy

'
aa v A a

lun1seenkuusruuIANIsToyananguAdvianduseaniainas Taeufunisnuaudns
nsfamun1siday waensdniuiianunsansiaaeudeundsls

Fafu nsfnenisensedlsdlaudidonisasuadeanud efulunszuau
nsgissauvedlng lnefinsdaunAnlosssanavalunszviunsyfsssuiiduindou

A a LY

AuwmAlulad LarranNNISYRIRIANISIABAIUTINL ONILASYTAALAZNITWAUT (OECD)

<3

a ¢ a a

1191855U18A3%1a (Digital sovernment principles) Lita3tAs1eRUsEANS AN AUlUs el
LazeNYRsIINTBITTUUT unanguluusunadva wasyslmseidaniuazeUasse
vosszuunsiafundngulutiagtu wouindisudisuuimensldinaluladadsa
TumsdniAvnazdnnisudngiulunszuiunsyfsssuvesinsseme Wewduunseu
dwfumsianndeszuuluuiunvessemalne Ssazdidudislunisenssdulssansam

aa o

aulusila wazenudusssuvesnszuiunsyisssulvelugafdvialdededsdu

UIZHIAVINITIVY
1. WednwilSeudisusnnumsldmalulagdmsunisdanumangiulunszuiunis
gRsTINveIUTTIWAlNg UagdnsUseina

2. WiswswuzkmMIMsiansIanuranglunssuunsyRsssusemnalulad



Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

[

NSDULUIAA LAY

[

N9398ATH TnTOULLIRALAENTEUINNNTIATIZYITOUA Al

WIANSITTINAUIaTRYA wann13 “OECD” FEUUIANITLONANT
ITATTA Sidnvselindvetosins (ERMS)

| NILUIUNMTIATIEN 3 Tuneu |

4

a ¢ v & @ o ¢ v a
nAsIEisEUUIaiv Wiguieuiussuy nsdaaszideiaueduleuy
vangulunssuiuns > gesszmefillinmsgiuge > nskimalulagdmsunisdauiv

gfissIUlneg (SWOT) nangulunsEUIUNTERTITY

AN 1 NIDULLIAANITIVY

3/AnluN1IY

n9ieadsilidumaidadinmnmlagl$38n153dei0na1s (Documentary research)
LarN15IATIETUTeuLiBy (Comparative analysis) Augfiun1sdansiziidsuleuiey
(Policy synthesis) Lﬁaﬁﬂmmm'ﬁgm wwnnsidwalulaglunsdaiiusazdnniswangiu
Tunszvaumsyfsssuvesdszmalng WisuisuiussUssmaifssuuinmin Toun
andgeluinn avnmglsy dealud waziealade Wulumaumdninasinnaisanainniss
1mIgIuaIna (NIST, ISO/IEC) LAENITUSWISIANISBNEIS (Records management) LLazLﬁa
EUBRUELININM TR TEUURINa N IUUSUNURsUsenAlng g e iU seansnm

1. 3esileldlunside

nsAinwafetl 3deldiTosdlondn 3 Uszian 1dud 1) wuutudindeyaain

1ana1s (Document analysis form) Tdlun1ssiuTInuazIavLIAngToyaanienalsiIvInig
umsgruanamamnalulagifeaiu“seuudansienansdidnnseinduetesdns” (Electronic
Records Management Systems: ERMS) tagan@5g1u 1SO 15489 Lagngviang ﬁLﬁlaﬁaﬂﬁgﬂ
TudsswanagsineUseme 2) maadSeuiigunnnsgiuseninuseme fidglaeaniuunisng
dmsuTuiiisussrinunmatazanasguiltlulssimesng Wy anigewsnn anniw
glsU Useimadanlus wazdssimeealaile duaniunisaliasuwivualudsemelng
IngNTUUTERUNEN WAy 3) NSBUASALATIZITeulaune (Policy synthesis framework)
laun nMslnzdigauta gegeu Tenta uavguassn (SWOT Analysis) AumanN133guIanisia

VYDIDIAM TN DAL UL DUALNIINUINIATYENA (Oreanisation for Economic Co-operation

185



186

Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

and Development %38 OECD) WazkiIAnSIsINAUIadaya naanlun1seenkuulalaue
Weuleurefiasoumauialfnumnalulag nguune 1AseEs gy uaen1siRiuIyAaINg
< ¥
2. MsinusIUTWdeYa

va v

ARdelanunsTIuTINteyannualayaiuntetio Niluseduniglulseme

Y
(%

wagsaUsEme fadl

2.1 uvaslayaseuang Usenaumelenansnisizinig M1eauive insguana
LazuuIINIsUURMUINDIANTIEnI el 1y ssuudnnisienasdanvseing
Y9383AN5” (ERMS) 11915574 1SO 15489 wazs1nsgu NIST (National Institute of Standards
and Technology) ¥84am3§omi3nT 11msg1U ISO/IEC 27037 Wagtonansan European Union
Agency for Cybersecurity (ENISA) d@1tinsrutesnueanfiaiazysnulsiue1vginssuy
uwsanuses191@ (United Nations Office on Drugs and Crime %38 UNODC) Wag
su1A1slan (World Bank) wuiuleuteuaznisussynaldimalulaglunssuiunisefisssy
NnnUsEmatidszuuAmin Toun avssewini annwelsy Uszimedealds wazuseine
woalaiily

v |

2.2 wnastayanigludsvne laun wszs1vdyafgsnssumedidnnselingd

[ Ag] 9

va ¥ 4

W.A. 2544 uazAudluiiaiy wsesvdyaiauasestoyadiuunna w.A. 2562 Ussuiq

DA |

a

NOYANEITARITUIAIINDIYT UTLUIANMUIETINNTUIAUUNS UM 95 wag 95 N3
BNUAMNGIUTIVNG VAN uazsaniseiiAeidesiunssuiunisyfisssu
waztnaluladgnava

2.3 msfadenienans §3deldldinaminisdmdenionansiuausiuae
aundede wazanaivitostulssfuide Ameouwnslugie 5 Ufkiumn (ne. 2561-
2566) Hundn lunsdienarsneundidumniauddysenisinseuuuafaviedy
wmsg1u fisasialiusznounsinnedfienisifeduiuulugasd wa. 2566-2568
MainsAnuaseiifudiunidsvonisideiildnunsruiunsiiansanwarSunissuses
fussosssumTidelusywe 1avil HE6720051

3. M3wAszidaya

n9ideedsmuiunslagldisn1sieszsiidenmnin (Qualitative analysis)
FUNTEUIUNT 3 TunouMan el

3.1 NTIATIENENA1S (Document analysis) §3381959UTUToYAINLENANS
N1939IN1T NQVNY TIIUNTIBNNT LazaasgIuaInaiiieadestuszuunsdaiv

nangulunsEUIUNTEAsIIN MNTUTBIINITAATIEALLENT (Content analysis) Tngly



Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

wuurlesutuindoyafieonuuutuany tieduunviany Wy Yssanveamaluladild
wUFURMUNg MY ToRkazdodninvaIudazuLINIg kazmuwtzauluuTuning

3.2 MIIATIRMUTULTIEY {I38laas19msuUTeuigugaseuuTendig
1nsgIuuaziImeildluiaUszina ldun NIST 1ISO/IEC GDPR AuuTunvesuseinelne

Y]

Tugusnag wu tassasenguune MsdaiuwazUszsaananangIufdia ssuun1siigal

EN

fnu NssnwauUasndedeya wazauniouvetunaIng
3.3 A1sduaTditBeuleuny #aannsIAsIElud unaun ouni1uilug

v 1 v o 6

N133angu TeAuny uasduaseidaauadulouislaglinsauwuianainuannisiguia
A3vtavensAnsiiionusindeniaasesAauazniswau (OECD Digital Government
Principles) saufunguinisatenenuleuis (Policy transfer theory) s2UUTANISLENETS
dldnnseiindvesasnns (Electronic Records Management Systems: ERMS) Lagn1stAs1eH
9oude gaeeu land wavalassaunldidunsauiuifnlun1siasisilaziauaiuzskuINg
Beuleune ieeenuuuuumsmsiaunnisdaiuuas dansudngnlunsyuaunisyfsss

Tnedfianudululaludenguung welulad wazu3msdnnis

NAN33Y

1. aswivuiiisusuanianastdmalulaglunisdai uwazdanisnangiulu
N3¥UIUNSEATITHTRUTEINAlNEUaEsAUsEINA WUl ansgeiint anameglsy Useine
danlus uazUsvmatealaide daud1mdilun1sdanisseuugIudeyauasnangiu

mamaluladfdvialunszuiunmseisssy Tnamgluisziuninsgi waudia waznsly

waluladduas Feannsasuundulssinudylaned

Y

aa v |

1.1 2IR3FIUN3IALAULAZATIVERUNANIUATTE WUl urasUszmaing
UszgndltanasgiuainasiistunuszduanaumouveszuugAsssuagnganeiieites
Tneuszndlneld 150 15489 ifulassadsfiugustuiona1sswns @ ISO/IEC 27037
Frogluduirsosuazuiassuuiuiinnsd dsdona uie tufinseidniadidesuy
Lazlenans (Access-log) kuuisealnid vilviiAndesinadeulovigaunsigaldoundy
druanigerusnilyd “NIST SP 800-86” AIUALWINNEIAUNITATEUATEIMANFIU (Chain-of-
custody) wazn1seanwuusruulaeAdedsanududuian s du wilifnnsdeduld
nguue “GDPR” Wunguuienais druananglsuld “GDPR” uunusiudy ISO/IEC
27037 waz “ENISA” WenlosmsiAvinwideyanuszozinan inmun anududiud

Yoe90ya warAUgnFeIrsuiIuvestoya 1uszuuien 81AlUs5UTed 1msgIU ISO/IEC

187



188

Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

27037 JunnsgIuwiann@ nanuiunguuneAuasestayadiuyana (PDPA) uazssuuma

Y]

“e-Litigation” MUnldfsluuiunrein1sInnsteyauas neunanguadIvia (Hash) la

YurNUsenaedalad ona ulusunsy “X-Road, KSI Blockchain, 1SO W 9@09auu way

“GDPR” 8819ATUIT W0NTUUUINIINIATTA MUY vvununiseaulall (Citizen

o

portal) asradeumangulawuusiufiviule fedudunuuszuvgfsssundviaiauysaiiian
lunquidsesuiiiey

a s

1.2 nmsuwnaluladudenwu wazlygruszavguldlunszurunisefisssu
fitnglimntumeuvesnsdafiuiardsiondngiuiitufinednenns liaunsaudlodeundsls
W uauud edouazantofiwaniA safunsguiunisfinaiukastufinnsdsuey
WeLNaNgIU (Chain of custody) Ingflanszeinini uazdszimadealusinsuszyndld
Jyavseivgidednuazinaluladudenwulunissnwianugnieseinssuiunisdniiy

[

wdngu annmglsy wumusuiinveuduansdeya Ussimmealaidofiszuuidonles
g1ud oy artsUseinaLuUASafiugUuuy #e “Digital ID”uag “X-Road” ynUszinald
150 15489 \Jugulunisdanisienans wazdumsgruaiuiidududaineimans
wazauUasniemalsiues ofinnsananudnnsvesszuudanisionansdidnnsednd
(ERMS) uazamsgnu IS0 15489 simmanuamsnsdniiu dudin dauen wazviansdoya
ag1afuszuu wuln UssmaealadouazUszmadsaluslaoanuuussvudniundngiu
figonndaatunseuLuIAnG laglanizA1unIsAIAUgLaLeNals (Records governance)
LAYNIZUIUNMINTIERUSBUNEY Hunsldssuuudenou vienstudindeyaium vaisd
Uspinalnedldfinuamaiensdemnm 150 15489 agnedniau wazdlidinislémaluladinand
sthadussuu dwmalideafianinszuiunsdndunisdsienaisnseaunuignuieniu
msdsiedeya uaznisiidsduuianuais msdafuuasnamiudeiiionsaiimg wasuuvag
U838 YINABNNTATIVABUGDUNAS

1.3 wwujuinsiiunangiusisnaluladfdia wuin ansgolusni d@nam
glsU Useinadanlus uazUseimaealaie latinisiinalulagnanin (Cloud computing)
ullunisdaAundngiuuazdoyadudulunszuiunsyAsssu 1 ol nuszAnSaw
lun1suinsdanisteya uwazadvayunisaniuad biiausnss Yasnde waslussdla
1nBatu sruudnantslimisnuiifedesaunsndifuasuaniudsudeyadauiuld
ag19duszansamludnvarysainisszuudafiundng1udda (Digital Evidence
Management System %38 DEMS) wmaluladasdelud laun 1) udenwwu (Blockchain)

W 8T NYIAIUYNABIVDIAIA ULMANITAI WaZNI5IWI0 T8y a (Chain of custody)



Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

(3

2) Ygyaydszivg Wednszinangiudiannseind wu a1 3Ale wazides uag 3) Aane

a a

AaUTIRY WedniukazSanliteyarnunatemienuldegnvaendeuazdivszdninm
Aoy Ussnelealailedn1sysuin1sseuugAsssuaIiar uwnannasundyedn

LYY 1%

“X-Road” @dldudeniwulunistuduninugnsievesdeys wassessunsiududinumessuy

a 4 A

nsasdeltnldasauien (Single Sign-On 3o SSO) waz syuunITRaULazduduAInU

Y

o v

dudnnseiind (Electronic Identification %38 e-ID)d MU mMUNNTY {Ainnw dans
wazUsenvu Tuansgawsniimhenudidgedns drnauaeuaiunai (Federal Bureau
of Investigation %38 FBI) LagnseNTIEF5ITU (U.S. Department of Justice w50 DOJ)
o o v & Y s 9 v 1 9 a a ¢
rszuvdaiunangiuuuaaduUssgnaldsrunulgyiuseavglunisingey
NYIUNNFIUIINUNA VYA 9 LU NF892935T0A QUNIITUTINAW Uazd ofdvia
lngnanuaaidunisnelduinsgiuves aa1duuinsgiusazmalulaguvisyid (National
Institute of Standards and Technology 38 NIST) liasnw1ANUUITDN DAz ILUaDANY
NG
Y o w £ = A v Y a ® a ¢
1.4 Yednnveslssinalng wivslinguranensessumsldndng udidnvsedind

Wy wIzsudyaiRdegsnssuneBiannselind wazUszaianguuneisRansanaINeny)

a wad <

1M1 226/1 89 226/7 widswranuuanidugusssulunisdaiu nmsld wagnisusediv
arutdefiovesvinguAiva dewalinissuilmdngudtuegiunafidavesma waglail
uInsgIunanfiatuayunisidoulesdeyaszninmrsnulunszuiunisyfsssu sz
ANTAULNAYBILAAENUBIIY WA STUU“AWIS” (Automated Workflow Investigation
System) Y941 NIUAITIILNIR T2UU“CMS” (Case Management System) Ua9a11ineu
PYNITFIAR TLUU“e-Justice” VaId1NUAAYRATITY kayTEUU “DOPIS” (Department of
Probation Information System) ¥89n3uANUTENGA NTENTIYATITU F99IaulenaNU

danalimnnAuatt1luni1sasnodiuiIu Inetanizluaf AN 829990 Unatgnul89IUy 1wu

aa

AR NENFA UIBARNINADINAIUNAIEAU YTRBETENINNTANUTENGR
2. wwmensiauszuunsdaiukasdanisuangulunszuiunisafsssulve
mgmalulag INN1SANYIUTBUBULLINITD9ENIgoMISNT annmelsy Ussinedenlus

v
(Y v

wazlszinaealade nudowumeiiddey fd

2.1 wumenisdanaszuuputeyanaradaysanislunszuaunsyisssy
Wamunaniesuiidenloadoyaaindisa §un1s ma wazsvius aelduimsgiudeya
LAz “Interoperability protocols” il olsiuta891um199 ansananiud outeyald

agavaenie TWsdla waziluszuy nioundldssuunigld Budusmuiissnsufier (Single

189



190

Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

Sign-On 139 SSO) LL@'J?!']&I’]?OLSUWﬂﬂUiﬂ’l'i‘lﬁiE]iuUUG]N"] nanwszuulalnglufnasd aL“U’ﬂ,“U

[y

"'gWIULLﬁiaziSUU LL@SLLU’WINﬂ'ﬁﬂ’JUF’]iJ%V]%V]L“UﬂN'J(ﬂ 33Nﬂﬁﬂﬂiﬁﬂﬁﬁﬂm3ﬂiimﬂ’]iﬁﬁ UALa

a a v o o d

Joyanszuiunisyfisssy agalsimunisiadguddeyasfsssunand Sdedrdnieaiu

kY 9

mwm?w%auﬁugm%aaﬂamawmammﬁm Famiisaumsa Sens ma auUsEngR uas
STt onadnusnusn Ui TausTIINsUIsLUULeNdIY Bnveeurimie
AusuUTzInauardwImungranglunsiditeya Yalauawuiniemlsiiuuifn “Data
federation” fe lfisazvuiosnudandszuuveany udadnsszuunateil @ oudeya
HIUNIRSFIUA eI Y W dumesilgdnsunisWeulusunsudseand (Application
Programming Interface 138 API) wazlassasnedoyaiinu (Metadata schema) wagiasy
STUUNMSMUANAVEN TN EanLunUm (Role-Based Access Control 1130 RBAC) Liloadna
awsiulaiudazmhesumuauansnslideyanuiosld

2.2 wwmamswaunaluladddviamodaiunaznsiaaeundngudia
Adedelsuszyndliinaluladudenvu lumsinifusaznsvaeumiugniosestoya dnvh
szuudmfundngruvunandidulumumnsgiunudasndoaina W ISO/IEC 27037,
15489 lagdnliin1sinn1d “Chain of custody” wavduiintayaum (Metadata logging)

aEJNL’f]uizUULﬁa%’ﬂﬂmﬂmuamizﬁuazmmmL%aﬁa%awé'ﬂmua%ﬁa

Aaaa qq

2.3 ULWINNMSHRANgAMYARINTLagndigUnUdATINe mansadva
SovimdngnsiinousuidmihflunnsssuiieafunsinnisuasniaeundnguAdvia simun
SRRyl UNTTUTes daLa'%mms%’ﬂﬁqﬁaqﬂﬁﬁ’ﬁﬂwswgaﬂuémwaawﬁﬂﬁm

A377a (Digital evidence lab) lusgAugiinie Lwaaiwmmmuua WuUszansam

o

Tunsgurunsmediinendmans LLﬁ%ﬁiNiB‘U‘US‘U'ﬁ@QNL"UEJ'J"UWQJJ ﬂ?iﬂi’]ﬂi%U‘UﬂWUﬂﬂiLﬂ‘U

Y
[

FIUTI AATIEN WAz LAUINYIUNANFIUATTATINAUTENINNTENTNEATITU NTENTI

aa o

Advia uazuvTInendeiitewmudnarslunsliuinmesedenlosdldauiunineinseieg

dmfumsiinevsudeiiea lnelwiln153usesqudi uansliiiudswinvenieaius

a o A v v

Awasatusunsldszuugisssudiannseiind niensduaiundngiuidaniodnng

“AudauTuIEAUYINIA”

[y aa v

2.4 Lmeqmiﬂ%’wiaﬂgwmaLLazLLmﬂﬁﬁ’mﬁaam%’Uﬂuqﬂ auAluiianiu

QJQd d

Wizl ANLA B9 WU W'ﬁ”i’]%UiUﬁUGI'J’W]’JEJﬂ’]iﬂi‘“‘ﬂ']ﬂ?’lllﬂ\lﬂLﬂEJ’JﬂUﬂalIW’JLG]E]’i

I Ag7)
va 1 va v ]

‘Wiui']“ﬁ‘UiUﬁUﬁ]’N@’JEJﬁiﬂiill‘Vl’N@Laﬂ‘VliEJ‘Llﬂﬁ bbe & Wiui']‘U‘UﬂJEUG]ﬂiJﬂiEN“U@lIaﬁ’JUUﬂﬂa

A% o q U

(PDPA) maamuﬂiuﬂjwizmaﬂgﬁm&rsﬁwmimm'smmmﬂmiauﬂquﬂimmﬂgmmwa

aa ¥ o Y

MvuakwInISulananguadIiadviuanog Tun1seuIunIsiaIsanAfvesAIa 1y



Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

o v v

nsnsiedeuaneiiedediannseiind Jeyariiiudeya wazuiluduiinmenisal wislvdden

0
udstenmuaanzlunisldndngruanluduaiivie egslsinmunisesnngumuneianizii
menanguAdvia ddednin e ANUATIlUNTEUIUNMIATINGVLNY N1SAAIUVDIHANING
91989AIBUIMNLUUBWNERN VALY Usduldngvune Wy nune dans
e Fadunumed ensld “uuimeaufoRmsiendn muglunou W s ng fAds
d11n9UAa Y30UUINNINANMUILAIY LagiimuIAle “ Digital evidence handbook”
1484 10 15489 wag NIST SP 800-86 Saufunguanedimaaiaun

2.5 wwmanisduasudnsuyverunazanuluseladlunislddeyandiadaii
wansirfunslddeyaliidulununguuneduasesdeyadauyana (PDPA) wialu

JeauUTEINA Lazseauaina (GDPR) ﬂ’l‘UﬂﬁUﬂ’]iﬁI\‘iLﬁ%iJﬂ’liLLWiléﬁlaigjaﬂﬁa LbASLLUINN

Y

n139AN15 il Asduasunsldimaluladaidvia eranudednin auymainsg i
uaaudTaledn W winanuaevauldnunisnsaasuanugndeslussuuuionivy
laidudedndaniinguuisdunsestoyadiuynna tnalanizdoyaiioitesiund
=) P I a a2 v & £ ! 1 wa

91991n554 nIeyAnafiaglunszuIun1siasanad Jaindudeyaseulni wu Usein
B1YYINTTU VNN VTBNGANTIUAIUAD UAZN1TYOUTUVBIAIA WAL TEUURNYDIMIUIBITY
drulvgy delinfoudousionsesudeyaluguuuulni Asluwnmaasunisiauigeniuag
AInadeuszuuiniiIfuwnaane sulminaaeuluiuiiises Wy A1auws nIeannil

ANSIVTLAUIIRINNDUNITVYNYTEUUTIUSLLNA

A3UNaN33Y

1. madSeuiisunumansldvalulaglunsdaiundngulunssuiunisyisssy
YoaUsTmAlneuazAaUTEmA WUl Useimaansgewsn anamelsy dnlus wasiealae
fianufnitlumsdanumdngiuddvialunssuiunisefsssy tegldunnsgiuaina wu NIST
wag 1SO/IEC 27037, 15489 saufumaluladadelua loun walulagudenwu (Blockchain)
UayayrUsehng (AN) wagszuumang (Cloud computing) Fahediunruindedonnuyasnde
Lazn1snsIaaeud oundavesneundngruluvnz i Uszmalnedaviauinsgiunana
sTUvAIAUINAYEIMIBUgAsTIudendIu msdaiundngiudsiianenaisnszay
dawaliiAneuatiieafunismseaeudounduvidensianldnionds

2. wuansiawssuvdaiunangiulunszuiunisyfsssulneaiowmalulad
fiddey louA 1) siunszuugudeyanasuuuysanns Taoideslesdoyadisg suns aa

WAETIUIN HUNIRIEIUTeYaLAEINY SEUUBUSUMALLUUASLAYTY (SSO) Wagn13AIUAY

191



192

Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

avsn15nds (RBAC) 2) Ussyndldwaluladfdviafiundede wu msldudenwunazssuy

[ <

“Metadata Logging” 1lBnTI980UANLYNABIYDMANGIU WazdalAuULTTUUAANIATT]
ANURBANE WAILIANEAINUARINTAUTATINGIA1aNTATYR TAUTUTIEN Fads
vosUfURnsaTeaeundng u wasiwnssuuiusesnanaifidony 3) USuussngmane
LLazLLmUﬁﬁmﬁmamqmﬁﬂgm“%ﬁaﬁgﬂuudmiLﬁu n1ssuilsluena wagAuaonndo
AungvuneAuaTesdoyadiuuana (PDPA) war 4) duasuadulusdlalasdniuyvevy
Wun1sdaviuuUoaiduasesdoyadiuyana Wamedoyaadafliazfindns wazidn
FoamaliussnrunTivaey nsliteyaniasy
wamsauedysenszdussuuiafundngudemeluladlunssuiunisgfssa

a v 1

Inglifiuszansnim 1Usdla waziuadvanadesiuainsgiuanalugafdava agrelsinu
wudedrdndiddny Toud 1) yrannsguionuamnudiladanadna wu wiinnuaevaiy
luaunsansivaeuanugniesvesmdngiulussuuudenauld 2) Jedrindiunguuie
Tnganznislddeyasoulmluafieaigy Wy Useifguammvienginssudiuynna uag
3) mnulindouvessruvansaumaiud liarunsad enlostuszuulvald wuammaasy
AnasandunisluszegiFudu leun niswaugeduiidanats i ol euleaszuuifa
Fuunanrlesulvl wagvaaosluiuiithsos Wy an1dmsaszdudmiansomany

AOUVNUNAIUSLAUUTEINA

aAUsENa
1. Wisudisuswmeanisidmalulagdmsunisdmiunangiulunszuaunis
gRsTIuvesUsEmAlneuazsneUssine
wiseeniduvaneiii loun susnasgiuuaznsysanmstoya esannmissanu
wiazwidldgudoyafiuenaindu visasgunanslunsdaiuuasuaniasuteya daals
maysannsdululdenn Ganed Ataihdding, 2561) dumaluladuarlassadiugin
Tagszuusdmdasivnnnsdisesdeyaiifinnsgiu enaneliifamnudsddunsgayme
yeadaya (8128 A1a7, 2563) AUYAAINTHATAITUTITIANIS WUI1 VAT ETgY
Frumaluladndva suusznadfisin uazduneunisindodndreiianth wae dunguune
wadetadu FaemnuaseunguuazuuUf TR lunsldvangwATTRlun Ty UINNS
gRsITL (WTIna 933N, 2566) Ussmalnedilifivnsgiunanegradunienislunis
Tavfiunseigaunang uadna soudanissuguwasnisunldld will 1ISO 15489 9widu

wmsguananlasuniseansuluaiunisdnnisienals wituussinalngnisuiunnsgiudl



Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

wlddaliunsvans (Sedy naulinsnaty, 2562) wazviawuiruuRsessued1etaau
nureuTsnsaulugvinaudlalundnnisees 1ISO 15489 warlidinisilnousy
viouumneufoafdnnulunsiunsguidald Gatled dotae, 2563)
2. WANISANYILUINIINITHAUINIST LA Una ng ulunszsuIun1sy A s5u
aemalulad
wu11 nsldmaluladudenwuiisssundvialunisdanisudnguidia awise
dinAuidede uazasivaeudoundaldedeiuseAniam annnudesanisudly
v3oUasuutasdeya dudumleddguesszuussnniviatoyalunszuiunisgisse
40AAA BINUINUIDY Jodeir, Heidaripour, Maleki, Dorai and Agrawal (2023) ‘ﬁlLaua

'
aa o dGLQJ

nsoukLIANNISIANIMEngIUAIan ImaluladuisnwuaiugiulassasaesiAags

L3 ¥ % 1

(Merkle root) Lﬁa%’mmmmauyjim%wazﬂawaﬂgm wWuAeny Ratul, Mollajafari and
Wynn (2024) finfumaluladudenwudafidnanmlunisiasuadeaudunslaonde
P9INTTUIUNFIANITEIRUNISIAUTNwmang U tneaunsatuiiniugnisaluasn1sidngs
néngruusaztunouluzuwuiliaunsoudlodounddld Sueliansonsaseuuvasiian
musiaiiles wazanugniewesteyandngnilfesrafuszuunariussla Fauumaddy
TumsiannlassaussanivadeyaiilusdauasssBulunssuiunsefisssy dwmnsgiu
ANaLATLUINIIINANUTEINA BEEaNTFaLINTNT way annnglsy Wiuinsgiu NIST,
ISO/IEC 27037 ASWAINTEUY “e-Justice” 1N¥Iann1szaIu anian uaziiinaslusdla
Y9INTFUIUNTNINTNAG (World Bank, 2020) Msenglouuleuienalszinanlsiiatsan
UunuaznalnnisGeuiuesesdns (Benson & Jordan, 2011) Juausliiszeziasusiny 1wy
nsdndanaideslssoyauuuaniiniudneuasssuuguddoyanasuuunisguiifusuuuy
n1sensEAuAneA myYAaINT AsHRUINYEveERinIne) 8811 wagnuigaulviiila
N13NgUNAN AT UaglATnemansadsia (Digital forensics) #BAARBIAULULIN
“e-Court” WarANAdLANNTBNNA LUAIUTENA (B1U18 A1, 2563) MADAIUTDLAUD LY
n1suszgnaldinaluladdeyauseivg wuazdeyaruinlvg (Big Data) lunssuiunisefisssy
fumumddylunsfiudsyaninmmsdssinanadoyasuiunnlussognadudu 9aeld
yBuasIATziultinIse s Ussidumnuideavosnszyinia sauda
atuayunsinduladeulovisuugiudoyaiidanugndosuazidedold (awgn asad,
2564; Us1e] WaAaviY WAz uay  A3Lug, 2565) N1INAIUIUlEUIELAZNTOUN MUY
Tusgaue1@ Organization for Economic Co-operation and Development (2024) L&n

ANUAIAYUDILUIAA “ Digital by Design”, “Open by Default” az “Government as a

193



194

Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

v

Platform” 71aasudundundnluniswauiulevieddialunszurunisy Asssulne

va ¥ ¥

n1sWenleeiunseylnaiAduasestayadiuynna w.a. 2562 vadlny wavngnuney

ﬁlwﬁﬂﬁjﬂuawquiiﬂ (General Data Protection Regulation #38 GDPR) L uuuIN1g
Tumsadassuunsdndudeyaillusdlauasdunsesdnd vonininuiansmoraninsmds
naaeumaluladdygruszAuvii eannisznisdanismeundnguresinsanagsenis
Tundloiued (Wallis, 2025) Usemagiasy Wamnuuiulounsuazngrneiiiorvuaannsgu
nane dmfumdng uAdsia (Savchuk & Kuzmenko, 2024) Liteifiunuuidedevesszuy
gM5354 Way National Archives and Records Administration (2023) Wuaamusndu
YBINTYTUINTAYMIY UINTFIU UAENNTENTERUYAINTAIUA Y Ll el sz uUdanTs

nansiavnanguianuUasniuuazdetiy

YoLEAUD MUY
1. Y2LEUBRUZAINNITIYASI

INNANITITENUIINITNIFIANULAZIRNIsUaNgIumemaluladlunszsuiunis

[

gf53sUveUsTINAlnedvInN1nsgIunans ssuuldleules uazlidedndadumalulad
NOVENE wazUAaINg AaudsauanwIuleuedfty danelull
1.1 AITTARITEUUTIUT B ANA1NTEUIUNITEATTTU Lneid auleadaya

IMNMNBUNEN LAkA 1599 §8MT e ANUTENGH @nUITD wagT VI HIuLInTgIY

v a [y 14

Jayaingnu nieuldsruvduduiinuiuuasuae (Single Sign-On: SSO) wagn13AIUAN

Y

$ o

avigindianuunuIm (Role-Based Access Control: RBAC) Liteautasndy lUsslaatiuany

nsldauifiusyansam

1.2 mavszgndlfinaluladAdatugdunmsiafuuasasvaeundngu ldun
walulagudenwudmiuasiaaeudidunisiiusnemdng v uwazldszuudaiudaya
vuAanIe (Cloud computing) AINUINTFINEING WU ISO/IEC 27037 wag ISO 15489
W%@mﬁ'ﬁzwﬁ’uﬁﬂ%’agamm (Metadata logging) fianunsansradeudioundsls

1.3 AasWauIdngnInyAaInsaudaIng1mansadvia Jangudausy

Y

v a v o v [

seAuinia TudvuvIIng1deuasnyiguniigides Iavimangnssusesn il
wazdaESUNTInAis JuRn1snsIadeundngunamnaluladadvia iesunseAuNInggIu
n1sgadndnguilsema uagdnvi“gienisldndangruadialunszuiunisefsssy”

(Digital Evidence Handbook) #1§138451As51uaNA WU NIST SP 800-86 Uag 1SO 15489



Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

1.4 psudluiindungmunsnazwunuf iRl sfunangiufdasgradusyuy

va | Y [

| ) a A 9 a 13 = a A
MU WILINYUUUNINNIYNITATENIAIMURNALNYINUABUNILND S W.A. 2550 (LL@%V]LL;{IGULWQJLG]M)

A

s

wezswiyaAgsnssumadidnnsednd wa. 2544 audeundygRifeatuneundngiu
warn3nsavaeuly Ussanangmneisfiansanainuegy eafumssesiudnuaziane
VBINYIUMANG U

1.5 prsdaaSuavsuyvevularaulusdlalunisdanisteyalaenmuaiuinia
IgenndesiungumaneAuasostayadiuuanavasineg (PDPA) azansgiuaina (GDPR)
Uszmvulazganuannsadendune fiaiiiensiaaevaniusvdngiuvesnuies dufeadeu
nsmasdanisazidlia wiennulnandutusinnisdnge (Access log) Tuldlunssuiufiansan
oviud Wunnswanudnsludeyadvanslunszuiunisefisssy

1.6 mstiauunaaesuduLuLazaaasluiufiides Wy mawvsFoantd
fsvseiuiamin wiewairswonlduasinnans (Middleware) ie@onszuuifinfuszuulng
TnelisuNUlATIE AN LaE AALTIAIUIINNUIBIIUANY)

2. doiausuuzdwiun1siduadudaly

2.1 @15inI@nwAN¥ITULUUNITHRILITEUUFIUTBYANTEUIUNTEASTTH
Tuszdviiuilasniunsddminfewlugdaaue “unanesudoyaiosiu” faunse
denlosiuszuunanssssumildegnaiussansnm

2.2 rsfnwinadsaviienafiadululssifuansdiuyaea Aumd e
Tunisitrdanalulad anudusssy wasnansznudednsuyuwevy 1 elaualuINTg

wsengszilsulumsmunuiardnnisaudssannsidinaluladtugslunuefisssy

LANEN38148

e @33y, (2564). nsAnwnuudtassnislidmalulagudenyuluamagfsssulne:
ﬂizﬁﬁﬂmmaqaﬁﬁm%uﬁu. 15F5ANIANLNTTY, 26(1), U. 86-100.

Shwsd Afaniqdina. (2561). Jymmieagmieidgasunisuimssanisteyamalulad
FITAUNANTLUIUNITYATITU. Auduiile 15 SuanAu 2567, 91N https://libdcms.
nida.ac.th/thesis6/2561/b208158e.pdf

Us19a] nadgiiv Lavaeuiay A3uel. (2565). 130311517 Big Data Tunszuiunsgfsssy

vosUsewmnelng. Journal of Digital Business and Social Sciences, 8(2), . 1-14.

195



196

Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

ety naudnsnady. (2562). 11514 1SO 15489 Information and documentation-
Records management LAZINUINNUIYLIAG). ?755[7’:73%‘707’5%@5{/@44%’0%’)9‘7, 7(1),
U. 45-63.

WAYA ARAS LazlanIng. (2566). UAIneRdviatulssmelng. 295975399775919 77987
uagIaIMeImans, 9(1), u. 227-247.

AWINa FAIIIEN. (2566). N1SLUIDINEIUNANFIUNTATN AansveIuIeaINineg

SLUﬂaamun. Journal of Modern Learning Development, 9(4), u. 189-205.

Aetng dotae. (2563). 7139007151005 NaNNIThATULIVAUR VBN SIAATYA. HUAU
e 21 NOYAIAU 2568, 31N https://www.senate.go.th/assets/portals/185/
fileups/348/files/%.pdf

Y] = 4

A1UNUANENTTUAITWAIUITZUUTIFNIS. (2562). 9189 1UNANITAN YIRS YDIFUDUUL T
nmIsHAISTUUNTIAL ULy 19Use lsvtayaniasy. duduile 15 Sunay
2567, 910 https://www.opdc.go.th

91Uy Aan. (2563). nrsiuneluladarsaumauldlunseuiuasnorsa A8
luduma. dududle 15 Sunau 2567, 91n https://digital.library.tu.ac.th/tu_dc/
frontend/Creator/personDc/308263

Benson, D. & Jordan, A. (2011). What Have We Learned from Policy Transfer Research?
Dolowitz and Marsh Revisited. Political Studlies Review, 9(3), pp. 366-378.

Elliott, V. (2024). War crime prosecutions enter a new digital age. Wired. Retrieved
July 9, 2025, from https://www.wired.com/story/icc-investigation-digital-
media

Jodeiri, A., Heidaripour, M., Maleki, H., Dorai, G., & Agrawal, G. (2023). ForensiBlock:
A provenance-driven blockchain framework for data forensics and
auditability [Preprint]. arXiv. Retrieved May 21, 2025, from https://arxiv.org/
abs/2305.18875

National Archives and Records Administration. (2023). Federal agency records
management report 2023. Retrieved May 21, 2025, from https://
www.archives. gov/files/records-mgmt/resources/federal-agency-records-

management-report-2023.pdf



Ratchaphruek Journal

Vol. 23 No. 3 (September - December 2025)

Organization for Economic Co-operation and Development. (2024). 2023 OECD Digital
Government Index: Results and key findings. OECD Public Governance Policy
Papers, 44, p. 10. Retrieved June 21, 2025, from https://doi.org/10.1787/1a89
ed5e-en.

Ratul, M. H. A., Mollajafari, S., & Wynn, M. (2024). Managing Digital Evidence in
Cybercrime: Efforts Towards a Sustainable Blockchain-Based Solution.
Sustainability, 16(10885), pp. 1-20.

Savchuk, O., & Kuzmenko, T. (2024). Navigating the digital frontier: Improving
electronic evidence management in Ukraine’s criminal justice system.
Retrieved May 21, 2025, from https://www.researchgate.net/
publication/389450413

U.S. Department of Justice. (2024). Artificial intellicence and criminal justice: Final
report. Office of Legal Policy. Retrieved May 21, 2025, from https://www.
justice.gov/olp/media/1381796/dl

Wallis, W. (2025). Al to free up 300,000 police hours and cut court backlogs. The
Times. Retrieved May 21, 2025, from https://www.thetimes.co.uk/article/ai-
to-free-up-300000-police-hours-and-cut-court-backlogs-6z0kgphnn

World Bank. (2020). Enhancing Government Effectiveness and Transparency: The Fight
Against Corruption. Washington, DC: World Bank.

197



