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ABSTRACT

The aviation industry in the digital age relies on real-time data networks, from satellite
navigation systems to ground-based operational analytics platforms, which enhance
operational efficiency and resilience. However, cyber vulnerabilities are rapidly expanding,
rendering traditional defense measures inadequate. The digital aviation industry, relying on
real-time data, is increasingly vulnerable to cyber threats. The key idea is to use the NIST CSF
2.0 as a "grand plan" for how organizations should identify critical assets, prevent, monitor,
respond, and recover from cyber incidents.

This academic article synthesizes a comprehensive picture of cyber risks across the
entire aviation supply chain, from aircraft, air traffic management systems, airports, and the
software supply chain. It also aligns defense approaches from key international standards,
drawing on the International Aviation Framework for Aviation, with existing international
standards, including ICAO A41-19, NIST SP 800-82 Rev. 2, and EASA Easy Access Rules 2024.
The article also discusses jurisdictional responsibilities, regulatory consistency, cross-border
oversight, and talent shortages. The report is from the International Information System
Security Certification Consortium, Inc., a nonprofit professional association specializing in
cybersecurity founded in the United States in 1989. "Building a Safer Cyber World" I1SC2
identified a global cybersecurity gap of over 5 million jobs. Finally, it proposed a short-,
medium-, and long-term roadmap to enhance cyber resilience and emphasized policy
principles for all parties as auditable requirements in Europe. The FAA ASISP helped promote
security-by-design, following the Aircraft Systems Information Security (ASISP) guidelines, a
cybersecurity framework for aircraft systems from the Federal Aviation Administration (FAA) of
the United States. These guidelines promote the secure and confidential reporting and
exchange of cyber threat information related to civil aviation systems.

Keywords: cybersecurity; aviation; digital
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Global Navigation Satellite System (GNSS) iusiSenssuunadiousas o wialan szuu
wiehilieyasumiuaznaniiuiugussidefioldmnstutagiuildfinmsiaunssuuimede
AT BT U MaEsEUY WY GPS (USA) GLONASS (Russia) Galileo (Europe) BeiDou (China),
QZSS (Japan) SBAS siaantl A.A.2024 Q’muqmmiﬁmmunﬂqﬁmﬂL%'m%uﬁ’ué’zyigmlﬁau “LOSS
OF GNSS” Fislsiiduunanisans mm@lﬂ?ﬁwswLﬂ%a%’ué’mmmm Ul 1zAN15TAVIN (jamming)
yi3euanuulas (spoofing) dyanaumafivnsnduninfulinaiewi deyaaaavesanauvudmg
21NATEUINUTEINA (IATA) G?;deLﬁ'mﬁuﬁlé’%’umamwummmma'wﬁt,ﬁ'mm 260,000 lvlag
Tu A.7.2023 Ju 430,000 Tnadly A.7.2024 ©So31508as 62.00 n1eluTiien (International Air
Transport Association, Online, 2024) mmm’mmﬂﬁm%{mﬁmmﬂqﬂﬂiajiumu‘ﬁﬁi’lmlﬂLLW&L‘f’Ju
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FraAveeIu” nanedudesund mﬂiuiaﬁﬁm&Jamﬂ,ﬁmmﬁaLﬂﬁaumuzj;ﬂ%ﬁl’ﬂﬂaemimL%a
(Huntley, Online, 2024) n3oAudaudslugiasy Ariusannaly Lagnsuuaudude-Uianiu
Thsanuisiden “Uan” muﬁamm@wﬁa AINANADYNTLTNUNIDINITDUNWINYE (Plucinska,

Insinna & Pearson, Online, 2024)
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ATM/ANS vinenimeu wislgguniuzenauas
2. \iefnwuagiesziseiunnudsndsssuuinesmstesiudanaia-n1sdnnis o
INUIRIANINsTUNALTUsEINeUTEWA (International Civil Aviation Organization: ICAO)

3. Lﬁaﬁm‘fﬂLLﬁSUi%LﬁMNﬁﬂﬁZVIU’%Wﬂﬂ']’JSGU']G]LLﬂauuﬂa’]ﬂi

$in9l9in150u (aviation value chain)

gaamnssunstuduinldauairuialngfigeufanssusdaautl —n1seenwuuide

>
(% '

WOIUN WATNARTUAIU/5EUUBINASNU—AUTINANUI—NITHUE N5 ATEI0U NNSUTEIU LAy
N3%euU139 (MRO)—uazUatsul—nsliusnsvudeglauans/dud n1susmsvine ey n1s
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UIn1siiTeaneenia glusnisaiaity §liusn1s MRO fignasesdu f3nn1snszanedun uay
Biwﬁmﬁal,wﬁwawu"’l (International Air Transport Association, Online, 2024; Lind, Saxon, Vik &

Bouwer, Online, 2024).

Aviation Value Chain & Data Flow

Aircraft ATM/ANS Airport Software
Supply Chain
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Avionics SWIM AODB SBOM
FMS CPDLC A-CDM Patches
ACARS Surveillance OT Systems Libraries

m‘wﬁ 1 Aviation Value Chain & Data Flow
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n150u (Flight Management System: FMS) ﬁaﬂamﬁaLmai‘@uéﬂmwummmmuﬁﬁmﬁﬂﬁfmme

IANITHALAAAULAUNIITULUUDHLULA 19U UNTUTOUBNUNITTU AIUILTBNAIEITDY BATLAU

W 216



NMIANTIVINTATUNY vay3
Uil 21 atudl 4 ieusanay fa Surew 2568
mMsDusmlusiAviousinge s Iszuumuauiuvienies wagfnnasiumis wieuduamsiines
i dminerniaey gl anudaau esnnifudnddylifuinduuas szuvthiedu 1
nREATiEnTu fusdeuaminrsomudsuneusouasmean ACARS (Aircraft Communications Addressing
and Reporting System) ﬁasswﬁ'amssﬁagaﬁgu (datalink) szvinaedesduifuaaniniaiiy
FLUUTANITITININIRINTA (ATM/ATS) Lailou “auasdiuaiuaAuniIsasias’ Su-nasu-
nsz1efeya MU 91MAEIL-9INAEIU WareINAEIU-vIe WiloneTsRUNTOU (ATC) dsfiamng
msduliiadesdulagmnss foduay aaugs wu Juwa 270 eam iemeiniAsulusiganie
dumafidesnsogisusiuguaztesmsduliasafouazaulna
virenAEY (airport) Wisuldiu “iesAdiavuianans” inndunfidesdugiiieadu-
Uszp-dunisz-gniser1uniedns weatu A-COM (Airport Collaborative Decision-Making) 1Uu
nsoukandaya-andulasiu sening 4 mireaude guimsawiudu (APO) nevsAun1siu (ATC)
aenstu/gliuinmsniaiiu ilimhsnuiheniaeiu-aonisdu-vetadunisdu wiunanfeaty
fofife WuANUWSvesIaRn Ty uarlininenssund-nquasaiulseansnin andisad
pInFEuAABUTNVguIenlUSMsls tiowdeuiiudu (taxi-time) sadsnislfidounas WWusy

Waelgg Uniugensduas (software supply chain) Wlwidesmdsiideldnuazunndidig
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LATDIUU LWINIBIEUIUUU LLa%ﬂu&JﬂﬁUﬂﬂJ ﬂ']LLWﬂLﬂQLLﬂWu@lwaQﬂﬁﬂilaLnﬁ ﬂ’J']ﬂJLﬁENQ%VLWﬁVLUVlﬂGUa

RN ENE AN

wuAlNAEANATULAZNANTENULINURURNTI5VBY GPS jamming/spoofing
nsdlonimeuiu A320 iWendu FR748 annledinudlndnsadeuuiluannilda dndu
Wil GPS POSITION LOST anumngfeldanunsafuiaiiinainaaiien GPS dyaiumznssniu
U9 wisudsaisudndumadaiadies dyqgra1TegnIunIu AUsEUU RNP-AR (Required
Navigation Performance-Authorization Required) 1gaalailea Fefosenidnnssevasdesnsainiy
udrfudenluasuslu (Bmo) arsrsusgdnuny flasarsniaunuilufiodenuindiesagviangs
Aouundau 130 Alawss whslaeaded wimenmsbudeasoldy Andewds uazdoudoudeiiien
Saluviauns IATA Sensefiduvmnisel ‘minor tech issue’ winsenuifieatunit 180 audiudh)
dlaeuiuluy 5 Gansn 1auA MINIIERenI1IATINTU,SNUULNITIE DUVBIALSTOUL AN
thies msznuindu madenaniuuaziisnlassaiiaiiugiu wanssnuidaaietiouasiuny wui
jamming sfnthlug “msugeldszuufmuaiunisasnawuuendeniifion” iaseungquiiilan
(GNSS) #uit” tinduuarsruvannsniuiuaraduludsssuuingniafiulidasioinmasuasaon

wuuwsiug wilvinuddesn (instrument landing system) lasaa157 windanunseuvssgunsal/
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neduilsiuneusasadosie

Mndeyariuldinnsounadnsiunuiunsasadoarsaumavesssang 1idunseu
sssnAvtanudss uazanasgiunsuana Iiaseuaquitsdunadna dunou uaznisiifugua
rudindumalulada saumannnINsEUUAIUANAITAILATANTITIVTNIBINIA WaLTNING
ihsesumfieniissesnadien Tnslisenuuunisadululdiaiosisasmenuaringthsesnaiiu
stnaduszuu Werunldlulnenudedidad osanunseuvennsd ssraethsssniaiudivneiu
Tassarsfunanemioe nsuisdudeyasoanaudiliduuds uarannuaauypannssunusiung
UaeniyvesszuuaIuAunsiy

Jadiuimsdaimaadioudiouiiidifey @euwnds nagndnuay sssAuvIa Reuly

ATUAYL) WEMVUABKUTZEZEY Na1e 17 anseaudstudises davitonnasudstudnas uag

Avun “seaumnudsaneausula” nSaNimuIYAaINTRNIEINg

NFAUAIMNUTENINUTEINA

nseumduleuestussuunisluainaseninsema lilinguuneaduifeinsaungy
nnegld widudu-deuvesidaseninezuia (ICAO) nnsedugiinia 1wy EU uazulouisvessy/
whenufiu (FAA @1a+) fides 9 Wenlsadmdu fegn ICAO ufatvn Ad1-19 (U A.A.2022)
Avuslilgiuasiiunszauanuvasndonisdu wuReadu safety ondedliigans q wuannis
UszifiuanandsaleuesidrluszuuidugualasUsduldsiiun1susulss Annex 17 uazgiadiu
security

sEAUUTEINA/QinTA

aw%’gam%m FAA Cybersecurity Strategy 2020-2025 Federal Aviation Administration-
FAA Wumbenuisuiiaveusumsluuisnivesansgonsniegludainnszvsisesmunny Sui
MeszidouuazavaunaenIunsIvaeuunIsiunaisouretawsniwasdudud liduwugdiun

mhgauaunsiunasouvessemania 9 lan seulwenans 10 n1wed FAA 919 5 @ mdn

a v v ]

(Msmiu Jesdu-nevaues nsdnnisaudesiiedeya uaains ausiuiienteuen) Feldidu

n3oulW Advisory Circulars wu ASISP JsAuRnan-aten1stussyselsiuasnuiduoaniuunsed

(FAA, Online, 2020)
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annmelsy Tuadnasdnsnisdunen Safety Management System (SMS) U Information-
Security Management System (ISMS) auagangu widsluuedisugnaiuainuadoyanielug
iw3esuvasiifn vinlannnglsusan Regulation (EU) 2023/203 Fadulviasdnsfidunnels EASA
nnUsTnn-aunatenistiu Part-145 ATC 9ufls U-space fossey-Usaidu-auau anudssdiu
%’agaﬁaﬁmswummﬂaamﬁ’amiﬁu Aelunsau ISMS 99367199 (European Commission,
Online, 2023) Regulation (EU) 2023/203 wag EASA (European Union Aviation Safety Agency)
asrnsaNulaendeunsiuwisannnglsudslaeenngdsdulug Part IS Enayaeiud a.m.2025)
ynesAnssaulssen finfiuniseiniAeu Aircraft/ Airline Operator (AO) §lu3msiAueIma Air
Navigation Service Provider (ANSP) 2ufiin1593193n99 0 @R viad msuanniaeuliaudy U-space
a5 o4l information-security management system 1daalesiussuy safety (EUROCONTROL,
Online, 2025) iaiiuAnuuaenfenndetu uazdiidesnassmaduiifimslduumadetionu
AIUAN LYY

GCAA (Online, 2024) ﬂ‘"]‘wumLmeaﬂ’af-ﬁ’Ul%jLUaﬂﬁumﬂmmﬂmaq@ﬁamm AOC (Air
Operator Certificate) TU%’me’ﬁﬁLﬁumiLﬁummmﬁaﬁué’u’i’]ﬁmaumaaLaﬂmﬂu%’mmﬁﬂhu
msisanifiauansafesUfiRnstutuemasuveswuldedisaon e

ﬁﬂﬂiﬂ%—l%&l—ﬁﬁ ﬂqu lﬁluﬁﬂ ICAO Doc 10213 (International Civil Aviation Organization, Online,
2025) 1nUsuluunuilsselunisiunaSouniand (State Safety Programme: SSP) niasdulvial Wudu

Tuszuumsdugaddvia yaatnsiuausuaslawesldnaeduninensuaunauiian
vyflanils 518970 CAE Talent Forecast a1mdnvialandesnisinuvsslmidmiunisuigesnuuas
ANUUaoAfureITEULaITAUmMANITIUNI 1.4 dudnsiniglu U a.a.2034 (CAE, Online, 2025)
Yozl ISC2 sxyinfeway 67.00 vesesdnssnuasasnsieluueseniuinvinauiiiinuziany
14 (ISC2, Online, 2024) MAMsTUIsidaudstundsididormaiiefuiugnamnsmniedu

U o
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a

asmanuwudlaanute wile lassad1auseyng yaanszu baby boomer Tusumiatindu

P9YBN UATHAIVANITIVIN M ANEREINBuunTauiunatgA COVID-19 uiussnusulmidioy

Y

a

5¥7n319N1IANOUTY g9 Auandinulyvesvenistududouniiungd Jidervndandila

Y
2

91195514 DO-178C Ng) Part-IS 484 EASA Uagkianis Zero-Trust iinweyalldelidilundnans

W Ingaely @ sudsznayaaInIvineInIAeuLazaan1sTudngui ninaAIfIaInuT ew

[y

waluladngluild dealviiunisdiernaivimtiiiseds Tnsen wasnsuausuvasoana1y

9 9
$%

lyrues@eeansenuainulasnsdon1stu (Air-Cyber Analyst) ¥393@INIHRONLUY AARY LATALA

lA9a319Wug1U (Security Operations Center: SOC) UsymasuadinsAgliuiuausey o
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gudoyaaudnansesauudu iuuaznssaedoyaiiientu dussiadier a1 vauaen laudls
&unsz Airport Operational Database (AODB) sanluinszlifiemnsiiinunisiusesssuu OT vl
Aearasfauafifonaildundy audmuauanasuiuiiuanaiuesinsiadoy safety 11918019
197 (pen-test) S¥UULATEYIE SWIM (System Wide Information Management) {ulassingedoya

'
Y Y v

a1naveIn1stu Nesnuuuligiieitemndie AudaugAIuANaTIATNINEINIA (ATC) ¥ine1nmeIu
a1en1sdu dndu laudawsmsenleninerauisawanildsutayaniiuannsgiulafeiuiuy
UTNN3-MB-U3N1T (service-oriented) uatflosannlall fide1v1givimuIfinsauszifiuauliuag

Y

lawuas (cyber-auditor) g lusgereimndesinginwedinsey 1ATINISETUAIUNUNIULDY
seuulnTes (A-PNT) wazaudufuanislovesuuusiuagug (Aviation SOC) 9 vEaaRIIUNTENY
adesnmvasiaadotnenstu

ynsoenibosiuutdldduums il 1) wnefuna Fevdnges micro-credential oiFeuau
wilususesuarBusuing Souiunusisverdu 8-12 dalus 4wy Cyber-Avionics Tiflumansuas
mnUFtRsunnaiuaslawefdmiustuudidnmsedinduusiniaetu Weuseglueygymanenisiu
vi3eluuT09NNIgIU Part-IS tieannailn 2) fsaudiulaim Wy DevOps anewdssu Operational
Technology (OT) ﬁﬁwmlﬁmﬁ"uazwaﬁmLL@%—%@WGTLL@S‘ﬁi%’ﬂaUQN M32979 LAEYINIURSIAY
nszUIUNIIeNIEn N wWnsanawu Security Operations Center (SOC) vl umiaeanu
naneilif1szda n5299U Fies1esd uazmevaussmaAsanawleiuasnasa 24 $alus vesaurndy
aelu 6 ieu 3) 19 Al meunnszaun  wu Wsvuudaaiestenseanamsal Tier-1 wieadns
playbook s uliiindiasneyt uaz 4) Snwrauinn frelassadnansadu week-on/week-off uay
dumaennuinamtidenans cyber fu safety Tngnss ansnswanilifiedagorinauwsanu us
faesvuuinaiyeanslviidulaldisuazynainsiiilignisesnlnegnannnssudy

assiundlaiuesvesnisTuuvauegiu “au” weo o Aumelulad mnlFueenuuuaeniu
nAn-WRu-Snway nieuvdes Aldnansunissussiuiiugiu Yeslwiduyaainslutuiiens

Id 1 'Y Y a 5 1l
ﬂa'WEJLUU%E)\?IM’J@WUWJ']&I‘U@@@JWEJﬂ’]i‘UUVNi%U‘Uﬂ']EJI‘UL’JaWVLMﬂ‘U
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Tunemssunnmstuingdyandnafiuguiuy 91n1eeu NalnAIuANLSIAT wazyineIN1AeIu
sadelesiusiedeyaissalndnaenduninisiu anumvtdiumealulagdesiulaeiaus
o U % dl

Asudyayas Anunissuniu lWaudseudald Al Tiessimnnisaludsdisasuinszdesiulaunn
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aUaende Judeauiurinugidedld uazdudtermuasevissmdlfdunmdentu yogises
dusal dosdiusagaladansewineansnistu viemaeu waggliuimaAuene anusiuacuas
UaoadelowesveansiulildiFes “iafu” uifle singruvesszuunsdusaaios vindon “vasld
Yoya” nasneInFIu-vineInAsIu-gquiaruAud1funTeUTIATIEiAIId BsTi upaiuaI
Uaeasiglumieiu udnsdlalasuunnsmadunaila ns2UIUNnT LaryAaINTegauna gnavnssy

fagnfausulledelyvesiuasuntiine q dumalulagnistunmdmeeaudeniiuidivan

penLuuIlionAsIuliAuTy (U-space) wagainiaeulin (eVToL)

RIGIRINE

TusairfinistudonlssietoyaiFoalnifusdumneenauiadansziioonagnuni
fuadleved Faifldnsfanaty mndudeddymudamiasndonstu (safety) AiFesvidal

1. wanulsiuedidriuamuvasadsegrudussuuiiududionisundeya Information-
Security Management System (ISMS) T#191AU Safety Management System (SMS) Tidunaas
Ao Yartadolouoiuasnansenuduanuasade tiednauladeemnudeddiud

2. Ussduamudssuugutoyaaiatiluenaeiy uasreduunedsondnafornimey

3. WaAndngms micro-credential 8-12 Halus Aevengluuseiamzyng anateusuaInd
udunm

4. aseinusssuwisdumgnisaliuuiunan Amue data-sharing MOU sewinsanenisdu

auudu glivinmaaueimea lideyameleiuesienansenuanulasadenseaeinge
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