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The purpose of the "Cyber Security Awareness of Employees in One
Private Company in Bangkok Area" were to (1) study the level of cyber security
awareness of employees in one private company in Bangkok area and (2) to
compare their level of awareness regarding cyber security of employees in
one private company in Bangkok area, classified by subjective factors. This
research is a quantitative research with and exploratory research model, using
questionnaires as a research tool. The population utilized in this research
includes the employees in one private company in Bangkok area, with a
determined sample group of 170 people.

The results of the research on cyber security awareness level
revealed that employees in one private company in Bangkok area had a high
level of cyber security awareness. Regarding the personal factors, it was found
that employees in this private company with different genders, ages, and work
experience had the same level of awareness against cyber security.
Employees in this private company with different highest level of educations,
departments, and cyber threat-related experiences had different levels of
awareness against cyber security.

Keywords: Awareness, Cyber Threats, Cyber Security
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