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บทคัดย่อ 

การวิจัยนีศ้ึกษาปัจจัยและผลกระทบ และเพื่อเสนอเป็นแนวทางในการป้องกันหรือลดโอกาสการตกเป็นเหยื่อการรังแกกันในโลก
ไซเบอร์ ในรูปแบบการคุกคามทางเพศ ใช้การวิจัยเชิงคุณภาพ ด้วยการสัมภาษณ์เชิงลึก โดยใช้เทคนิคแบบลูกโซ่กับผู้ตกเป็นเหยื่อการ
รังแกกันในโลกไซเบอร์ ในรูปแบบการคุกคามทางเพศ กับกลุ่มตัวอย่างจ านวน 10 ราย และน าข้อมูลจากเอกสารมาวิเคราะห์และ
ประมวลผลโดยเช่ือมโยงในลักษณะการพรรณนา 

ผลการศึกษา พบว่า ปัจจัย 3 องค์ประกอบหลักคือ เหยื่อท่ีเหมาะสม แรงจูงใจให้เกิดการตกเป็นเหยื่อ และ ภาวะขาดการป้องกนั 
ซึ่งปัจจัยเหล่านี้ มีผลกระทบต่อ ด้านร่างกาย ด้านจิตใจ และด้านสังคม และแนวทางในการป้องกันหรือลดโอกาสการตกเป็นเหยื่อการ
รังแกกันในโลกไซเบอร์ ในรูปแบบการคุกคามทางเพศ เช่น การจัดการกับพฤติกรรมการเข้าสู่โลกไซเบอร์ และการตระหนักถึงวิธีการใช้
งานสื่อออนไลน์อย่างเหมาะสม 
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Abstract 
 This research aimed to study factors causing a person to become a crime victim of cyber bullying in the 
form of sexual offenses. It also aimed to study impacts and to provide recommendations for the establishment of 
crime victimization prevention in a case of cyber bullying in the form of sexual offenses, or ways for reducing 
opportunities of becoming a victim. The research was based on qualitative research by using in-depth interviews to 
collect data of the population. Selecting the population was conducted by using the snowball technique. There 
were 10 cases which were crime victims of cyber bullying in the form of sexual offenses in Bangkok. The researcher 
also used narrative research designed to analyze data from in-depth interviewing of the population sampling and a 
literature review in order to get the results. 
 The results showed that there are 3 factors causing the person to become a victim of cyber bullying in the 
form of sexual offenses which were that they were a suitable target, motivation, and lack of prevention. These 
results also demonstrated the impacts on physical, mental and social aspects. Moreover, these had led to ways to 
prevent or reduce the opportunities of becoming cyber bullying victims in the form of sexual offenses, such as 
realizing risky online behaviors and understanding ways to use online media appropriately.  
 
Keywords: crime victimization, crime on the internet, cyber bullying, form of sexual offenses, Bangkok 
metropolitan area. 
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บทน า 
เมื่อความก้าวหน้าทางเทคโนโลยีได้เข้ามาเป็นส่วนหนึ่งใน

การด าเนินชีวิตของผู้คนในสังคม ผู้คนสามารถติดต่อสื่อสารกันได้
อย่างรวดเร็วและสะดวกสบาย จนกลายเป็นชีวิตประจ าวันของ
ผู้คนในสังคม การพัฒนาเทคโนโลยีดังกล่าวนี้ส่งผลให้สิ่งต่าง ๆ  
ที่ปรากฏอยู่แล้วในชีวิตจริงถูกย้ายเข้าไปอยู่ในโลกอินเทอร์เน็ต 
(รุ่งนภา เสถียรกูล, 2560) 

การ เข้ าสู่ โลกอินเทอร์ เน็ตของผู้ คนในปัจจุบันนั้ น  
ยังเสมือนว่าเป็นดาบสองคมให้แก่ผู้ที่ใช้ (บ ารุง เฉียบแหลม, 
2558) นอกจากในความสะดวกรวดเร็วและสะดวกสบายในการ
ติดต่อสื่อสาร ยังสามารถน าพาปัญหาความรุนแรงหรือความ
เสียหายมาให้แก่ผู้ใช้ ได้มากกว่าที่เคยเจอในโลกแห่งความเป็นจรงิ 
ทุกคนนั้นมีสิทธิที่จะตกเป็นเหยื่ออาชญากรรมต่าง ๆ ในโลก
อินเทอร์เน็ตได้ตลอดเวลา (Shinal, 2017) กล่าวคือ อาชญากรรม
หรือพฤติกรรมเบี่ยงเบนต่างๆที่มีอยู่แล้วในชีวิตจริง เช่น การ
ล่อลวง การด่าทอ การประจาน และการโกหก เมื่อถูกย้ายเข้าไป
อยู่ในโลกอินเทอร์เน็ต ผลลัพธ์ของการกระท าดังกล่าวท่ีเกิดขึ้นจะ
แตกต่างไปจากผลลัพธ์ที่ เกิดในโลกความจริงที่ เราคุ้นเคย 
พฤติกรรมหรือการกระท าที่สร้างความเสียหายให้แก่ผู้อื่นใน
ลักษณะนี้ถูกเรียกเป็นภาษาสากลว่า “CYBER BULLYING” หรือ 
“การรังแกกันในโลกไซเบอร์" 

“CYBER BULLYING” หรือ “การรังแกกันในโลกไซเบอร”์ 
สามารถแบ่งออกได้เป็น 6 รูปแบบดังนี้ 1) การโจมตี หรือการด่า
ทอ พูดจาส่อเสียด ให้ร้ายหรือขู่ท าร้าย เช่น แชทเฟซบุ๊กหรือไลน์
มาว่าจะดักท าร้าย 2) การแอบอ้างตัวตนของผู้อื่น เช่น ให้เพื่อน
สมัครเฟซบุ๊กหรือไลน์ให้ กรณีนี้ก็อาจโดนรังแกด้วยการถูกสวม
รอยใช้เฟซบุ๊กของตัวเองโพสข้อความหยาบคาย ให้ร้ายบุคคลอื่น 
3) การแบล็กเมล์กัน หรือการใส่ร้ายป้ายสี เช่น ตัดต่อรูปภาพน่า
เกลียด ๆ หรือการแอบถ่ายภาพหลุดที่น่าข ามาโพสประจาน และ
แสดงความคิดเห็นอย่างสนุกสนานเกินเลย 4) การหลอกลวง
ออนไลน์ เช่น การหลอกลวงให้หลงเช่ือ ให้ออกมานัดเจอเพื่อท ามิ
ดีมิร้าย ในขณะที่อีกฝ่ายไม่ยินยอม 5) การสร้างเครือข่าย การ
สร้างกลุ่มในโซเชียลเพื่อโจมตีบุคคลใดบุคคลหนึ่งโดยเฉพาะ  
เช่น มีการจับผิดทุกอิริยาบถ แล้วน ามาถกประเด็นให้เกิดความ
เสียหายต่อบุคคลที่ตนเองไม่ชอบ หรืออาจมีการโน้มน้าวให้คนอื่น
รู้ สึ กรั ง เกียจ และกีดกั นให้ออกจากกลุ่ม จากสั งคมที่อยู่   
6) การคุกคามทางเพศ เป็นการกระท าโดยการคุกคามทางเพศ
ผ่านโซเชียลมีเดีย เช่น การโจมตีเรื่องเพศ การตัดต่อภาพโป๊เปือย 
การเผยแพร่และส่งข้อความ ภาพ หรือภาพเคลื่อนไหวในกิจกรรม
ทางเพศของบุคคลอื่น การบังคับให้แสดงกิจกรรมทางเพศผ่าน
กล้อง เป็นต้น (ณัฐรัชต์ สาเมาะ, 2556) 

ส าหรับสภาพปัญหาของการรังแกกันในโลกไซเบอร์ในช่วง 
10 กว่าปีที่ผ่ านมามา พบว่า Cyber Bullying ได้กลายเป็น
ประเด็นส าคัญของประเทศสหรัฐอเมริกา เริ่มจากการหยิบยก
ปัญหาตั้งแต่กรณีการเสียชีวิตของ Ryan Halligan ปี ค.ศ. 2003 
ซึ่งเป็นกรณีแรกที่ฆ่าตัวตายจากการกลั่นแกล้งกันบนโลกไซเบอร์ 
ไรอันเป็นเด็กชายชาวอเมริกันท่ีถูกเพื่อนร่วมชั้นเรียนกลั่นแกล้งทั้ง
ทางร่างกายและทางโลกออนไลน์เขาถูกบรรดาเพื่อนร่วมช้ันส่ง
ข้อความซ้ าแล้วซ้ าเล่าในลักษณะกล่าวหาว่าเขาเป็นพวกรักร่วม
เพศ ข้อความเหน็บแนม เย้ยหยัน จนท าให้ตัดสินใจฆ่าตัวตาย
ขณะอายุ 13 ปี (John Halligan, 2010) 

ส าหรั บกรณีที่ เ กิ ด ในประ เทศ ไทย  ตั วอย่ า งกรณี 
ที่ เ ด็ กผู้ หญิ งอายุ  11 ปีคนหนึ่ งที่ เ ล่นอิน เทอร์ เน็ ต ในร้ าน
อินเทอร์เน็ตคาเฟ่แล้วลืมล็อคเอา ต่อมาจึงมีคนสวมรอยใช้ 
เฟสบุ๊กเธอ เอาไปโพสข้อมูลตามกรุ๊ปที่ขายบริการทางเพศว่า "สาว
วัยใส วัยประถม ยังไม่เคยเสียสาว สนใจติดต่อผ่านอินบล็อค
เฟสบุ๊กนี้" ด้วยความที่เธอไม่รู้ เรื่องพอมีคนขอเป็นเพื่อนทาง
เฟสบุ๊ก เธอจึงรับเพราะคิดว่าการมีเพื่อนเยอะนั้น แสดงถึงความ 
Popular แต่ปรากฏว่าผู้ชายส่วนใหญ่ที่ส่งข้อความมานั้น ตอน
แรกจะมีท่าทีพูดจาดี จากนั้นจึงเริ่มถามว่า "อยู่ที่ไหน เคยหรือยัง 
ขอเบอร์โทรติดต่อหน่อย จะนัดขึ้นห้อง" ข้อความดังกล่าวท าให้
เธอเกิดความหวัดกลัว แต่โชคดีที่เหตุการณ์นี้สามารถคลี่คลายได้
ด้วยความช่วยเหลือของพ่อแม่ของเธอเอง (ชุติมา ซุ้นเจริญ, 2558) 

จากการศึกษาค้นคว้างานของ วิมลทิพย์ มุสิกพันธ์ และ
คณะ (2552) สอบถามถึงทัศนคติของกลุ่มวัยรุ่น เพื่อตรวจสอบว่า
พฤติกรรมการรังแกกันนั้น ถือเป็นพฤติกรรมปกติที่ใคร ๆ ก็ท า
หรือไม่ ผลการศึกษาช้ีว่า การรังแกกันในพื้นที่ไซเบอร์ในสายตา
ของวัยรุ่นจ านวนมาก มีแนวโน้มที่จะเห็นว่าเรื่องนี้เป็นเรื่องปกติที่
ทุกคนมีสิทธิที่จะท าได้ เยาวชนมองการรังแกในพื้นที่ไซเบอร์ว่า
เป็นเรื่องปกติ จึงท าให้ตกเป็นเหยื่อจากการกระท าผิดได้ง่าย 
อีกทั้งในรูปแบบของการคุกคามทางเพศ เช่น แอบถ่าย แบล็คเมล์ 
หรื อดั ดแปลงรูปภาพเคลื่ อนไหวต่ า ง  ๆ  และแชร์ ในโลก
อินเทอร์เน็ต ก็เป็นเรื่องที่อ่อนไหวและมีจ านวนไม่น้อย หลายคนก็
ยังคงมองเป็นเรื่องปกติ เพื่อความสนุกสนาน (วิมลทิพย์ มุสิกพันธ์ 
และคณะ, 2552)  

รายงานจาก AP และ MTV  ระบุว่าเหยื่อจากการรังแกกัน
ในโลกไซเบอร์ที่อยู่ในวัยมัธยมนั้นจะมีแนวโน้มฆ่าตัวตายสูง และ
การถูกรังแกโดยการส่งรูปภาพลามกอนาจาร หรือข้อความ
เกี่ยวกับเรื่องเพศ เป็นปัจจัยส าคัญในการคิดฆ่าตัวตายของเยาวชน
มากกว่าการถูกกลั่นแกล้งในรูปแบบอ่ืน (MTV News, 2009)  

ด้วยที่มาของปัญหาข้างต้น จึงเกิดเป็นการศึกษาค้นคว้า
งานท่ีเกี่ยวข้องกับ “การตกเป็นเหยื่ออาชญากรรมจากการกระท า
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ผิดในโลกอินเทอร์เน็ต” ในประเด็นเรื่อง “การรังแกกันในโลกไซ
เบอร์ (Cyber Bullying)” ที่เน้นเฉพาะไปถึงรูปแบบ “การคุกคาม
ทางเพศ” 

ส าหรับพื้นที่ที่ศึกษานั้น เป็นการศึกษาเฉพาะพื้นที่ในเขต
กรุงเทพมหานคร เนื่องจากกรุงเทพมหานครเป็นเมืองหลวงของ
ประเทศไทย สถิติประชากรในกรุงเทพมหานคร ปี 2558 มีจ านวน
ประชากรทั้ งสิ้น 5,696,409 คน โดยแบ่งเป็นชาย จ านวน 
2,695,051 คน และหญิง จ านวน 3,001,358 คน ซึ่งเป็นจังหวัด 
ที่มีประชากรจ านวนหนาแน่นที่สุดในประเทศ (สถิติจ านวน
ประชากรและเคหะ, 2558) และมีสถิติอาชญากรรมสูงที่สุดใน
ประเทศเช่นเดียวกัน (ส านักงานกิจการยุติธรรม, 2557) 

จากข้อมูลสถิติผู้ใช้ดิจิทัลทั่วโลกในปี 2561 โดย “We Are 
Social ดิจิทัลเอเยนซี่ และ Hoot suite” เมืองที่มีผู้ใช้ Facebook 
มากที่สุดในโลก คือ “กรุงเทพมหานคร” ซึ่งมีจ านวนผู้ใช้สูงถึง 
22,000,000 คน (WP, 2018) 

จากสถานการณ์และปัญหาดังกล่าว ท าให้ผู้วิจัยตระหนัก
ถึงความส าคัญ ความรุนแรงของปัญหาดังกล่าว การศึกษาครั้งน้ีจึง
มุ่งเน้นที่จะศึกษาเกี่ยวกับ“การตกเป็นเหยื่ออาชญากรรมจากการ
กระท าผิดในโลกอินเทอร์เน็ต กรณีศึกษาการรังแกกันในโลกไซ
เบอร์ ในรูปแบบการคุกคามทางเพศ ในเขตกรุงเทพมหานคร”  

 
การทบทวนวรรณกรรมและกรอบแนวคิดการวิจัย 

1. แนวคิดเกี่ยวกับเหยื่ออาชญากรรม 
สราวุธ เบญจกุล  (2551) ได้ ให้ความหมายว่าเหยื่อ

อาชญากรรม หมายถึง ผู้ที่เป็นผู้ประสบผลร้ายหรือความเสียหาย
ทั้งด้านชีวิต ร่างกาย จิตใจ และทรัพย์สิน อันเนื่องมาจากการ
ละเมิดกฎหมายไม่ว่าเหยื่ออาชญากรรมนั้น จะเป็นบุคคลธรรมดา
หรือนิติ โดยค าว่าเหยื่อรวมถึงสมาชิกในครอบครัว หรือผู้ที่ต้อง
พึ่งพาผู้เสียหายโดยตรงและผู้ที่ต้องทุกข์ทรมานจากการเข้า
ช่วยเหลือผู้เสียหายที่อยู่ในภาวะคับขันหรือเข้าป้องกันผู้อื่นไม่ให้
ตกเป็นผู้เสียหาย (สิริรัตน์ บ ารุงกรณ์, 2552) 

แนวคิดของสาเหตุการตกเป็นเหยื่ออาชญากรรมได้ 
เป็น 3 ประการหลัก ๆ ดังนี ้
  1) เหยื่อที่เหมาะสม ได้แก่ พฤติกรรมของตัวเหยื่อที่
ไม่ระมัดระวังตนเอง บุคลิกภาพที่อ่อนแอ ไร้เดียงสา ขาดความ
เช่ือมั่นในตนเอง คิดในแง่ลบ มีปมด้อย และลักษณะทางชีวภาพ
ของเหยื่อท่ีอ่อนแอและเปราะบาง  
  2) สิ่งแวดล้อมทางกายภาพที่ขาดการดูแล ได้แก่ ขาด
ผู้พิทักษ์ ขาดผู้ปกครอง โครงสร้างทางกายภาพขาดการดูแล
สอดส่อง จ ากัดการใ ช้งานและความเหมาะสมในการใช้
อินเทอร์เน็ต  

  3) อาชญากรที่มีแรงจูงใจหรือถูกบีบบังคับจาก
สภาพแวดล้อม เช่น สภาพเศรษฐกิจ สภาพสังคม และการ
ด าเนินงานของกระบวนการยุติธรรม (สุดสงวน สุธีสร, 2545) 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
    รูปภาพท่ี 1 องค์ประกอบ 3 องค์ประกอบท่ีท าให้ตกเป็นเหยื่อ  
                   อาชญากรรม 
        ที่มา:  สุดสงวน สุธีสร (2545)  

 
2. แนวคิดเกี่ยวกับการรังแกกันในโลกไซเบอร์ (Cyber 

Bullying)  
Payne และ Sherry (2007) ได้ให้ความหมาย การรังแก

กันในโลกไซเบอร์ (Cyber Bullying) ว่าหมายถึง การรังแก และ
คุกคามผ่านอุปกรณ์อิเล็กทรอนิกส์ เช่น อีเมล โทรศัพท์มือถือ 
ข้อความโต้ตอบแบบทันที (Instant Messaging: IM) ข้อความสั้น 
(Short Message Service: SMS) บล็อก (Blog) และเว็บไซต์  
(Website) ซึ่งท าให้เกิดอาชญากรรมคอมพิวเตอร์ได้ การรังแกกัน
ในโลกไซเบอร์เป็นการกระท า โดยเจตนา และน าไปสู่ความตึง
เครียดทางอารมณ์ ท าให้เกิดความทุกข์อย่างช้า ๆ การรังแกกัน
บนโลกไซเบอร์ อาจหมายรวมถึงการคุกคาม และกล่าวถึงเรื่อง
ทางเพศ การใช้ค าพูดที่รุนแรง การดูถูกดูแคลน รวมทั้งการส่ง

เหยื่อท่ี
เหมาะสม 

แรงจูงใจให้เกิด 
การตกเป็นเหยื่อ 

ภาวะขาด 
การป้องกัน 

การตกเป็นเหยื่อ 
อาชญากรรม 
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อีเมลไปรบกวนผู้อื่นที่ไม่ต้องการติดต่อกับผู้ส่ง (ณัฐรัชต์ สาเมาะ, 
2556) 

3. ทฤษฎีการกระท าที่เป็นกิจวัตร (Theory of Routine 
Activity)  

โดยนักอาชญาวิทยา Cohen และ Felson (1979) อธิบาย
ถึงองค์ประกอบ 3 ประการที่เป็นเหตุท าให้เกิดอาชญากรรม ได้แก่ 
เป้าหมายที่เหมาะ (Suitable target) สมภาวะของการขาดการ
ป้องกันไม่ให้เกิดอาชญากรรม (Lack of a capable guardian) 
และปัจจัยของตัวอาชญากร (Likely offender) ซึ่ งหมายถึง 
แรงจูงใจหรือเหตุที่ท าให้ลงมือกระท าผิด (Bo Xiao et al., 2016) 

4. ทฤษฎีแรงจูงใจเพื่อป้องกัน (Protection  
Motivation Theory)  

 ได้ รั บการพัฒนาขึ้ น โดย  Ronald W. Rogers (1975) 
ทฤษฏีนี้มีส่วนประกอบร่วมกันระหว่างแบบ แผนความเช่ือด้าน
สุขภาพ (Health Belief Model) และทฤษฎีความคาดหวังใน
ความสามารถตนเอง (Self-Efficacy Theory) ทฤษฎีแรงจูงใจ
เพื่อป้องกันได้รับการพัฒนาขึ้นเพื่อช่วยสร้างความเข้าใจเกี่ยวกับ
ความกลัวของบุคคล โดยก าหนดตัวแปรที่ท าให้บุคคลเกิดความ
กลัว 3 ตัวแปรคือ การรับรู้ความรุนแรงของภัย (Perceived 
Severity) การรับรู้โอกาสเสี่ยงต่อการถูกคุกคาม (Perceived 
Vulnerability) และความคาดหวังในประสิทธิภาพของการ
ตอบสนอง (Response Efficacy) ต่อมาได้รวมตัวแปรความ
คาดหวังในความสามารถของตนเอง (Self-Efficacy) เพิ่มขึ้น 
กระบวนการที่ท าให้เกิดการรับรู้ในภาพรวมของบุคคลประกอบไป
ด้วยกระบวนการประเมินภาวะคุกคาม (Threat appraisal) และ
กระบวนการปรับตัวและรับมือ (Coping appraisal) จะเป็นตัว
เช่ือมโยงไปสู่การเปลี่ยนแปลงความตั้งใจและพฤติกรรมต่อไป 
(Ronald W. Rogers , 1975) 

 
 
 
 
 
 
 
 
 
 
 
 

รูปภาพท่ี 2 กรอบแนวคิดในการวจิัย 

 
วัตถุประสงค์ของการวิจัย 

 1. เพื่ อศึ กษาถึ งปั จจั ยที่ ท า ให้ บุ คคลตกเป็น เ หยื่ อ
อาชญากรรมจากการรังแกกันในโลกเบอร์ ในรูปแบบการคุกคาม
ทางเพศ 

2. เพื่อศึกษาถึงผลกระทบที่เกิดขึ้นกับบุคคลที่ตกเป็น
เหยื่ออาชญากรรมจากการรังแกกันในโลกไซเบอร์ในรูปแบบการ
คุกคามทางเพศ 

3. เพื่อศึกษาถึงแนวทางที่สามารถป้องกันหรือลดโอกาส
การตกเป็นเหยื่ออาชญากรรมจากการรังแกกันในโลกไซเบอร์ใน 
รูปแบบการคุกคามทางเพศ 

 
ระเบียบวิธีวิจัย 

รูปแบบการวิจัย โดยใช้ระเบียบวิธีวิจัยเชิงคุณภาพ  
โดยก าหนดกรอบและขอบเขตของระเบียบวิธีวิจัย ดังต่อไปนี้ 

1.  การวิจัยเชิงเอกสาร โดยได้ด าเนินการศึกษาวิเคราะห์
ข้อมูลจากเอกสารงานวิจัย  ทบทวนแนวคิด ทฤษฎี  และ
วรรณกรรมที่เกี่ยวข้อง 

2.  การสัมภาษณ์เชิงลึก โดยใช้แบบสัมภาษณ์มีโครงสร้าง 
โดยใช้รูปแบบค าถามเหมือนกันทุกราย  

 
ประชากรและกลุ่มตัวอย่าง 

การเลือกกลุ่มตัวอย่าง ใช้เทคนิคแบบลูกโซ่ (Snow Ball) 
กลุ่มตัวอย่าง คือ ผู้ตกเป็นเหยื่อการรังแกกันในโลกไซเบอร์  
ในรูปแบบการคุกคามทางเพศ จ านวน 10 ราย โดยแบ่งเป็น ผู้ตก
เป็นเหยื่อทางตรงหรือผู้เสียหายทางตรง จ านวน 5 ราย และ ผู้ตก
เป็นเหยื่อทางอ้อมหรือผู้ เสียหายทางอ้อม จ านวน 5 ราย  
ซึ่งแบ่งเป็น 3 กลุ่ม คือ 1) กลุ่มบุคคลที่เป็นเหยื่อทางตรงและเข้า
แจ้งความ 2) กลุ่มบุคคลที่เป็นเหยื่อทางตรงแต่ไม่ได้เข้าแจ้งความ  
3) กลุ่มบุคคลที่เป็นเหยื่อทางอ้อมแต่ได้รับผลกระทบจากบุคคล
ใกล้ชิดที่เป็นเหยื่อทางตรง 

 
 
 
 
 
 

 

ปัจจัยที่ท าให้ตกเป็นเหยื่อฯ 
-พฤติกรรม บุคลิกภาพ ลักษณะทาง
ชีวภาพ 
-แรงจูงใจให้เกิดการตกเป็นเหยือ่ฯ 
-ภาวะขาดการควบคุม 

ผลกระทบจากการตกเป็นเหยื่อฯ 
-ด้านร่างกาย 
-ด้านจิตใจ 
-ด้านสังคม 

แนวทางการป้องกันหรือ
ลดโอกาสการตกเป็น
เหยื่อฯ 
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รูปภาพท่ี 3 กลุ่มตัวอย่างเป็นประชากรถูกเลือก โดยเฉพาะเจาะจงโดยใช้เทคนิคแบบลูกโซ่ (Snow Ball) 

 
เคร่ืองมือวิจัย 

1. ข้อมูลปฐมภูมิ เก็บรวบรวมข้อมูลโดยวิธีการสัมภาษณ์
แบบมี โ คร งสร้ า ง  หรื อการสั มภาษณ์ แบบ เป็ นทางการ 
(Structured Interview)  

2. ข้อมูลทุติยภูมิ เก็บรวบรวมข้อมูลจากหนังสือวารสาร 
เอกสารวิชาการต่าง ๆ และการค้นคว้าจากการสืบค้นจาก
อินเทอร์เน็ต เน้นข้อมูลที่เกี่ยวข้องกับแนวคิด ทฤษฎี ผลงานวิจัย
ทั้งในประเทศและต่างประเทศ รวมถึงกฎหมายที่ เกี่ยวข้องทั้งใน
และต่างประเทศ 

 
การรวบรวมข้อมูล 
 1. เมื่อผู้ศึกษาได้สร้างแบบสัมภาษณ์และท าการทดสอบ

แบบสัมภาษณ์เสร็จเรียบร้อย จะน าแบบสัมภาษณ์ไปให้กลุ่ม
ตัวอย่างท าการตอบค าถามตามแบบสัมภาษณ์ 
 2. เมื่อได้แบบข้อมูลสัมภาษณ์แล้ว ผู้วิจัยท าการตรวจสอบ

ค ว า ม เ รี ย บ ร้ อ ย ขอ ง แ บ บ สั ม ภ า ษณ์ แ ล ะ ท า ก า รศึ กษา  
น าข้อมูลค าตอบที่สมบูรณ์ในการสัมภาษณ์ดังกล่าวไปวิเคราะห์
ข้อมูลขั้นตอนเชิงคุณภาพต่อไป 
 

 
 

การวิเคราะห์ข้อมูล 
1.  ผู้ศึกษาน าข้อมูลที่ได้จากการสัมภาษณ์โดยน าค า

สัมภาษณ์จากผู้ถูกสัมภาษณ์ มาเปรียบเทียบความเหมือนและ
ความต่างของแต่ละบุคคล และจัดล าดับความส าคัญและ
คุณลักษณะของข้อมูล 

2.  น าข้อมูลจากการสัมภาษณ์ที่จัดล าดับความส าคัญแล้ว 
น ามาเปรียบเทียบกับข้อมูลทางเอกสารต่าง ๆ ที่เกี่ยวข้อง ไม่ว่า
จะเป็นแนวคิด ทฤษฎี ผลงานวิจัยที่ เกี่ยวข้อง เพื่อทราบถึง
ลักษณะที่คล้ายคลึงและแตกต่างกันของข้อมูล 

3.  น าข้อมูลที่ได้จากการสัมภาษณ์และจากการศึกษา
ต่างๆ มาท าการวิเคราะห์ข้อมูล ร่วมกันอย่างเป็นระบบ และ
น าไปสู่การเช่ือมโยงข้อมูลเข้าด้วยกัน แสดงความส าคัญของข้อมูล
ได้ชัดเจนยิ่งขึ้น เพื่อสะดวกในการวิเคราะห์และเขียนรายงาน
ข้อมูลที่ได้จากการศึกษาในเชงิพรรณนา ที่มีรายละเอียดและมกีาร
อ้างอิงถึงโดยตรงเกี่ยวกับที่มาของข้อมูล ทั้งข้อมูลที่ได้จากการ
ค้นคว้าหรือข้อมูลทางเอกสาร เพื่อแสดงข้อเท็จจริง การสัมภาษณ์
มีลักษณะคล้ายกับการใช้แบบสัมภาษณ์ โดยก าหนดเป็นค าถาม

 
ผู้เสียหายรายท่ี 2 

(ผู้เสียหายทางตรง) 
เข้าแจ้งความ 

 
ผู้เสียหายรายท่ี 1 

(ผู้เสียหายทางตรง) 
เข้าแจ้งความ 

 

 
ผู้เสียหายรายท่ี 3 

(ผู้เสียหายทางตรง) 
ไม่ได้เข้าแจ้งความ 

 

ผู้เสียหายรายท่ี 7 
(ผู้เสียหายทางอ้อม) 

 

ผู้เสียหายรายท่ี 6 
(ผู้เสียหายทางอ้อม) 

 

ผู้เสียหายรายท่ี 4 
(ผู้เสียหายทางตรง) 

 

ผู้เสียหายรายท่ี 5 
(ผู้เสียหายทางตรง) 

 

ผู้เสียหายรายท่ี 8 
(ผู้เสียหายทางอ้อม) 

 

ผู้เสียหายรายท่ี 9 
(ผู้เสียหายทางอ้อม) 

 

ผู้เสียหายรายท่ี 10 
(ผู้เสียหายทางอ้อม) 
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ปลายเปิด ค าถามต่าง ๆ ได้ถูกก าหนด เป็นแบบสัมภาษณ์ขึ้นเพื่อ
ใช้ประกอบการสัมภาษณ์ไว้ล่วงหน้าแล้ว เป็นการสัมภาษณ์ที่มี
ค าถามและข้อก าหนดที่แน่นอนตายตัว โดยการสัมภาษณ์ได้ใช้
ค าถามแบบเดียวกัน มีล าดับขั้นตอนเหมือนกัน 
จริยธรรมในการวิจัย  

ในการวิจัยครั้งนี้ผู้วิจัยได้น าค านึงถึงประเด็นดังต่อไปนี้ 
1. ประ เด็นการสร้ า งความไว้ วาง ใจ  ผู้ วิ จั ยแจ้ ง

วัตถุประสงค์ในการวิจัยและเปิดเผยตนเองในฐานะนักวิจัยให้แก่
กลุ่มตัวอย่างได้ทราบ เช่น ช่ือ อาชีพ คณะและสถาบันการศึกษาที่
ผู้วิจัยศึกษาอยู่ และช้ีแจ้งเกี่ยวกับเรื่องที่ก าลังวิจัย อย่างละเอียด
ชัดเจนเพื่อเป็นการสร้างความไว้วางใจซึ่งกันและกัน  

2. ประเด็นของการให้ความยินยอมโดยสมัครใจของ
กลุ่มตัวอย่าง ผู้วิจัยอธิบายถึงวัตถุประสงค์ของการท าวิจัยและ
กระบวนการท าวิจัยให้แก่กลุ่มตัวอย่างทราบ โดยกลุ่มตัวอย่างต้อง
มีความสมัครใจที่จะร่วมมือในการให้ข้อมูล หากกลุ่มตัวอย่างไม่
ยินยอมให้สัมภาษณ์ ผู้วิจัยไม่บีบบังคับหรือกดดันให้กลุ่มตัวอย่าง
ยินยอมท าตามผู้วิจัย 

3. ประเด็นการรักษาความลับและความเป็นส่วนตัวของ
กลุ่มตัวอย่างในจริยธรรมของการท าวิจัย ผู้วิจัยไม่ใช้ของมูลจริง
ของกลุ่มตัวอย่าง โดยใช้ช่ือสมมุติส าหรับ ช่ือ-นามสกุลผู้ให้ข้อมูล 

 4. ประเด็นในการอคติ ผู้วิจัยด าเนินการวิจัยโดย
ปราศจากอคติใด ๆ ผู้วิจัยน าเสนอผลการวิจัยอย่างถูกต้อง ชัดเจน 
และตรงไปตรงมาตามข้อมูลที่ได้รับจากกลุ่มตัวอย่าง และน ามา
วิเคราะห์อย่างมีเหตุผล 

 
ผลการวิจัย 

ปัจจัยจากการตกเป็นเหยื่ออาชญากรรมจากการกระท า
ผิดในโลกอินเทอร์เน็ต กรณีศึกษา การรังแกกันในโลกไซเบอร์ ใน
รูปแบบการคุกคามทางเพศ ในเขตกรุงเทพมหานคร สรุปผลได้ 
ดังนี ้

กรณีศึกษากลุ่มตัวอย่างจ านวน 10 ราย นั้นพบว่า จ านวน
ทั้งหมด 9 รายมีพฤติกรรม บุคลิกภาพ และลักษณะทางชีวภาพ  
ที่เหมาะสมในการตกเป็นเหยื่อฯ เช่น พฤติกรรมการไม่ระมัดระวัง
การเข้าสู่โลกไซเบอร์ การเสพติดการเข้าสู่โลกไซเบอร์ การควบคุม
ตนเองต่ า บุคลิกภาพที่ขาดความมั่นใจในตนเอง อ่อนแอ ไว้ใจคน
ง่าย ต้องการเป็นที่ยอมรับในสังคม อีกทั้งลักษณะทางชีวภาพ  
เช่น การเป็นเด็กและเยาวชน เนื่องจากมีความไร้เดียงสา ไม่สู้คน  
อีกทั้งการเป็นเพศหญิง เนื่องจากมีลักษณะอ่อนไหวและบอบบาง
จึงมักถูกรังแกจากเพศชายได้ง่าย 

อีกทั้ง ยังพบว่าความเป็นนิรนามของพื้นที่ไซเบอร์ท าให้
กลุ่มตัวอย่างจ านวน 6 ราย กลายเป็นแรงจูงใจให้ตกเป็นเหยื่อการ

รังแกกันในโลกไซเบอร์ ในรูปแบบการคุกคามทางเพศ เนื่องจาก
ความนิรนามของพื้นที่ไซเบอร์ ท าให้อาชญากรกล้าที่จะกระท าผิด 
โดยที่ไม่กลัวการจับได้ อาจจะด้วยเหตุผลในการตอบสนองเรื่อง
ความโกรธแค้น ความสนุกสนาน และการน ามาสู่รายได้ ซึ่งถือเป็น
แรงจูงใจที่อาชญากรมองเห็นประโยชน์จากการกระผิดว่าคุ้มค่า
กับความเสี่ยงเหล่านี้ 

ยังพบว่ามีกลุ่มตัวอย่างจ านวน 5 ราย ที่มีภาวะขาดการ
ป้องกันการตกเป็นเหยื่อ เนื่องจากไม่มีการควบคุมดูแลจากคนใน
ครอบครัวหรือผู้ปกครอง ซึ่งจ านวนทั้ง 5 รายเป็นประชากร
ผู้เสียหายทางตรง และกลุ่มตัวอย่างกลุ่มนี้ ทั้งหมดขาดความเอา
ใจใส่ดูแลจากครอบครัวและผูป้กครอง เนื่องด้วยการที่อาศัยอยู่กับ
คนท่ีมีความคิดที่ไม่ตรงกันภายในครอบครัว ท าให้ความสัมพันธ์ใน
ครอบครัวค่อนข้างที่จะห่างกัน จึงท าให้กลุ่มตัวอย่างกลุ่มนี้ เลือก
ที่จะไม่แจ้งผู้ปกครองหรือคนในครอบครัวให้ทราบถึงปัญหาใน
ตอนแรก 

ส าหรับผลกระทบ สรุปได้ว่ากลุ่มตัวอย่างทั้ง 10 ราย 
ได้รับผลกระทบทางด้านจิตใจและสังคม  ส าหรับด้านจิตใจ  
เช่น การอับอาย ความเครียด การหวาดระแวง ความกลัว จนถึง
ท าให้ต้องพบจิตแพทย์ อีกทั้ง ส่งผลถึงด้านสังคม เช่น การขาด
เรียน ขาดงาน สูญเสียรายได้และทรัพย์สิน เสียช่ือเสียง และ
บุคคลใกล้ชิดถูกคุกคาม และมีประชากรและกลุ่มตัวอย่างจ านวน 
3 รายที่ได้รับผลกระทบทางด้านร่างกายด้วย คือกระทบถึงบุตรใน
ครรภ์  การต้องใ ช้ยานอนหลับ และความรุนแรงถึ ง ชีวิ ต  
คือความคิดที่จะฆ่าตัวตาย 

จากผลการวิจัยถึงปัจจัยและผลกระทบของการตกเป็น
เหยื่อการรังแกกันในโลกไซเบอร์ ในรูปแบบการคุกคามทางเพศ
นั้น สามารถน ามาวิเคราะห์ได้ว่า พฤติกรรม บุคลิกภาพ และ
ลักษณะทางชีวภาพ ที่เหมาะสมของกลุ่มตัวอย่าง เป็นตัวแปรที่
เป็นปัจจัยที่ส าคัญที่สุดในการตกเป็นเหยื่อ และตามด้วยแรงจูงใจ
ให้เกิดการตกเป็นเหยื่อ และภาวะขาดการป้องกัน ตามล าดับ 

ทั้งนี้ ยังวิเคราะห์ได้ว่าถึงแม้กลุ่มตัวอย่างที่เป็นผู้ตกเป็น
เหยื่อทางอ้อมหรือผู้เสียหายทางอ้อม ทั้ง 5 ราย จะมีการป้องกัน 
ที่ดี แต่พวกเขาทุกคนก็ยังได้รับผลกระทบจากครอบครัว หรือคน
ใกล้ชิดที่เป็นผู้ตกเป็นเหยื่อทางตรงอยู่ดี ในผลกระทบด้านจิตใจ
และสังคม 

ถึงแม้ว่ามีผู้ตกเป็นเหยื่อทางอ้อมหรือผู้เสียหายทางอ้อม 
จ านวน 1 กลุ่มตัวอย่างที่ไม่มีพฤติกรรม บุคลิกภาพ และลักษณะ
ทางชีวภาพที่เหมาะสมในการตกเป็นเหยื่อทางตรง แต่เขาเองก็
ได้รับผลกระทบทางด้านจิตใจและสังคม เช่นเดียวกับกลุ่มผู้ตก
เป็นเหยื่อทางตรง 
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ส าหรับผลการวิจัยถึงแนวทางที่สามารถป้องกันหรือลด
โอกาสการตกเป็นเหยื่ออาชญากรรมจากการรังแกกันในโลกไซ
เบอร์ใน รูปแบบการคุกคามทางเพศ พบว่า ผู้ตกเป็นเหยื่อบางราย
หลังจากประสบกับอาชญากรรมได้มีการป้องกันตัวเองในระดับที่
มากขึ้นเนื่องจากกลัวว่าจะเกิดตกเป็นเหยื่อซ้ าอีก เช่น มีความ
ระมัดระวังในการเข้าสู่โลกไซเบอร์ ตั้งค่าโซเช่ียลมีเดียเป็นส่วนตัว 
ถูกจ ากัดการใช้อินเทอร์เน็ต และตระหนักถึงข้อความและรูปที่จะ
เผยแพร่ในโซเช่ียลมีเดีย แต่ก็ยังพบว่ามีบางรายไม่ได้ตระหนักถึง
แนวทางการป้องกันแต่อย่างใด เนื่องจากยังมีการเผยแพร่รูป 
ลับของตนในโซเช่ียลมีเดียอยู่ จึงเกิดเป็นเหตุการณ์การเกิดการ
กระท าผิดซ้ าของอาชญากร 

 
สรุปและอภิปรายผล 

อภิปรายผล 
งานวิจัยช้ินนี้มีความสอดคล้องกับแนวคิดของ สุดสงวน 

(2545) ที่ได้อธิบายถึงสาเหตุการตกเป็นเหยื่ออาชญากรรมเอาไว้ 
3 ประการหลักๆ 1) ตัวเหยื่อหรือเป้าหมายที่เหมาะสม ได้แก่ 
พฤติกรรมของตัวเหยื่อท่ีไม่ระมัดระวังตนเอง บุคลิกภาพท่ีอ่อนแอ 
ไร้ เดียงสา และลักษณะทางชีวภาพของเหยื่อที่อ่อนแอและ
เปราะบาง 2) สิ่งแวดล้อมทางกายภาพที่ขาดการดูแล ได้แก่ ขาด
ผู้พิทักษ์ ขาดผู้ปกครอง ขาดการดูแลสอดส่อง 3) อาชญากรที่มี
แรงจูงใจหรือถูกบีบบังคับจากสภาพแวดล้อม เช่น สภาพ
เศรษฐกิจ สภาพสังคม และการด าเนินงานของกระบวนการ
ยุติธรรมความ    

จากทฤษฎีการกระท าที่เป็นกิจวัตร (Routine Activity 
Theory) ดังกล่าวผู้วิจัยได้น าทฤษฎีมาเป็นต้นแบบการศึกษาใน
เรื่องนี้ เนื่องจากมีความสอดคล้องกัน โดยทฤษฎีเป็นการเสนอ
ผ่านมุมมองของเหยื่อและการศึกษาของผู้วิจัยนั้นมุ่งไปที่ตัว 
“เหยื่อ หรือผู้เสียหาย”โดยตรง เช่นกัน เพื่อจะท าให้ทราบถึง
ปัจจัยที่ตกเป็นเหยื่อการรังแกกันในโลกไซเบอร์ ในรูปแบบการ
คุกคามทางเพศ สามารถวิเคราะห์ถึงปัจจัยหลัก 3 ด้านดังน้ี 

ปัจจัยที่หนึ่ง คือ การเป็น “เหยื่อท่ีเหมาะสม”  
กลุ่มตัวอย่างส่วนใหญ่มีพฤติกรรม บุคลิกภาพและลักษณะ

ทางชีวภาพในการเป็นเหยื่อที่เหมาะสม สอดคล้องกับแนวคิด
เหยื่ออาชญากรรม ดังนี้ 

1. ด้านพฤติกรรม โดยประชากรและกลุ่มตัวอย่างส่วน
ใหญ่นั้นมีพฤติกรรม เช่น ประมาท ไม่ระมัดระวังการเข้าสู่โลก 
ไซเบอร์  และเสพติดการเข้าสู่โลกไซเบอร์ ดังตัวอย่าง เช่น “พอดี
ผมตั้งค่าในเฟสเป็นส่วนตัวครับ แต่ก็มีคนอื่นที่ไม่รู้จักแอดมา มัน

ขึ้นว่าเป็นเพื่อนของเพื่อน ผมก็เลยรับครับ คิดว่าเออเค้าคงรู้จักเรา
อยู่แล้ว” กล่าวโดยกลุ่มตัวอย่าง 

2. ด้านบุคลิกภาพ โดยประชากรและกลุ่มตัวอย่างส่วน
ใหญ่ นั้นมีบุคลิกภาพ เช่น มีความมั่นใจในตนเองต่ า อ่อนแอ ขาด
ความมั่นใจในตนเอง เช่ือคนง่าน ไว้ใจคนง่าย ผู้ที่ยอมจ านวนต่อ
ทุกสถานการณ์และทุกคน หรือบุคคลที่มีความคิดว่าตนเองมี 
ปมด้อย เป็นเพศที่สาม และต้องการเป็นที่ยอมรับในสังคม ดัง
ตัวอย่าง เช่น “ตั้งเฟซบุ๊กเป็นสาธารณะเพื่อจะได้มีเพื่อนเยอะ ๆ 
และจะได้มีคนไลค์รูปเราเยอะ ๆ ด้วย เวลาอัพรูปลง หรือโพสข้อ
ความแล้วมีคนไลค์เยอะ ๆ น่ีรู้สึกดีนะพี่”  กล่าวโดยกลุ่มตัวอย่าง                

ปัจจัยที่สอง คือ “แรงจูงใจให้เกิดการตกเป็นเหยื่อฯ” 
สอดคล้องกับงานวิจัยของ ณัฐรัชต์ สาเมาะ (2556) เรื่อง “การ
รับรู้ของเยาวชนต่อการรังแกในพื้นที่ไซเบอร์” ในเรื่อง ความเป็น
นิรนามของพื้นที่ไซเบอร์นั้น ส่งผลให้ผู้กระท าสามารถรุกรานหรือ
รังแกผู้อื่นได้อย่างสาธารณะ ผู้กระท าอาจจะเป็นคนใกล้ตัวหรือ
ไกลตัว โดยที่ไม่มีผู้ใดรู้หรือยากที่จะพิสูจน์ว่าใครเป็นผู้กระท า   
ท าให้ผู้กระท าไม่ต้องระวังถึงผลกระทบ จากการไปท าร้ายผู้อื่น 
และเนื่องจากการสืบค้นข้อมูลที่แท้จริงของบุคคลที่กระท าในพื้นที่ 
ไซเบอร์นั้นท าได้ยากหรืออาจจะไม่สามารถสืบ เสาะได้ เลย 
ผู้กระท าพฤติกรรมดังกล่าวจึงไม่เกิดความเกรงกลัว ต่อการจะถูก
แก้แค้นหรือถูกจับได้ ซึ่งบนพื้นที่ไซเบอร์มีความแตกต่างกันอย่าง
ชัดเจนกับการรังแกในพื้นที่จริงที่เห็นกันชัดเจน กล่าวคือ เมื่อเกิด
เหตุการณ์รังแกขึ้นก็สามารถบ่งบอกตัวตนของผู้กระท าได้ อย่าง
ชัดเจน ซึ่งอาจเกิดการแก้แค้นกันได้ หรือมีโอกาสที่จะถูกจับ
ด าเนินคดีตามกฎหมายในกรณี ที่ผู้ถูกกระท าเกิดความเสียหาย 
ดังตัวอย่าง เช่น “นี่ก็ไม่รู้จริง ๆ ว่าใครเป็นคนปล่อยรูป แต่ละคน
ก็เป็นเพื่อนสนิทและไว้ใจทุกคน”  กล่าวโดยกลุ่มตัวอย่าง  

ปัจจัยที่สาม คือ “ภาวะขาดการป้องกัน” จากกผลการ
ศึกษาวิจัยพบว่า ผู้ปกครองไม่ได้ควบคุมดูแลในการเข้าสู่โลก 
ไซเบอร์ของเยาวชน ซึ่งถือเป็นปัจจัยหนึ่งที่ส าคัญในการตกเป็น
เหยื่อการรังแกกันในโลกไซเบอร์ ในรูปแบบการคุกคามทางเพศ 
ตัวอย่าง เช่น “เขารู้ครับ ว่าผมเล่นพวกนี้ แต่เขาก็ไม่ได้ว่าอะไร 
จนมีตอนที่เกรดผมตก มีปัญหา เขาก็ตัดอินเทอร์เน็ตที่บ้าน ไม่ให้
ใช้งานครับ” กล่าวโดยกลุ่มตัวอย่าง 

จากการวิ เคราะห์ผลการศึกษาวิจัยปัจจัยดั งกล่าว 
สอดคล้องกับ วิจัย เรื่อง “พฤติกรรมการข่มเหงรังแกผ่านโลก 
ไซเบอร์ของเยาวชนไทยในเขตกรุงเทพมหานคร" โดย วิมลทิพย์ 
มุสิกพันธุ์ และคณะ (2552) ที่ได้อภิปรายผลว่า แบบแผนการ
ด าเนินชีวิตของวัยรุ่น คือ พฤติกรรมการใช้ออนไลน์ส่วนมากขาด
การปกป้อง คือ ผู้ปกครองไม่มีเวลารวมทั้งไม่มีศักยภาพเพียง
พอที่จะติดตามดูแลพฤติกรรมของเด็กได้ เยาวชนที่ตกเป็นเหยื่อ
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ส่วนมากมีพฤติกรรมใช้อินเทอร์เน็ตหลายชั่วโมงต่อวันและใช้เพื่อ
บันเทิง สนทนากับเพื่อน ไม่ใช่เพื่อการศึกษา 

การอภิปรายผลในประเด็นผลกระทบของการตกเป็นเหยือ่
การรังแกกันในโลกไซเบอร์ ในรูปแบบการคุกคามทางเพศ 
สอดคล้องกับการศึกษาของ ชุตินาถ ศักรินทร์กุล และ อลิสา 
วัชรสินธุ (2557) ถึงเรื่อง “ผลกระทบของการรังแกกันในโลกไซ
เบอร์” ได้อธิบายว่า ผลกระทบต่อ กลุ่มผู้ถูกกระท า (Victim)  
คือ พฤติกรรมรังแกกันจะส่งผลให้ผู้ถูกรังแกมีความรู้สึก กลัว 
ยกตัวอย่างเช่นในกลุ่มเยาวชน นักเรียน นักศึกษา มีอาจความรู้สึก
ไม่ปลอดภัยเมื่ออยู่ในโรงเรียน ผลการเรียนตกต่ า ไม่อยากไป
โรงเรียน มีความรู้สึกภาคภูมิใจในตนเองต่ าหรือแม้กระทั่งรู้สึกว่า
ตนเอง ด้อยค่า มีภาวะซึมเศร้า มีความคิดที่จะฆ่าตัวตาย มีปัญหา
สุขภาพจิต มีอาการสมาธิสั้น และจาก การศึกษาระยะยาวพบว่า 
การที่ถูกรังแกในวัยเด็กจะส่งผลให้มีโอกาสเกิดอาการทางจิตเมื่อ 
ผู้ถูกกระท านั้นเติบโตเป็นผู้ใหญ่ได้ นอกจากปัญหาด้านจิตใจดังท่ี
กล่าวมาแล้วผู้ถูกรังแกอาจมีปัญหา ด้านพฤติกรรมตามมา เช่น  
มีปัญหาผลการเรียนตกต่ า มีพฤติกรรมรุนแรง มีโอกาสหันไปใช้ 
สารเสพติด และมี พฤติกรรมเสี่ยงทางเพศ 

จากการวิเคราะห์ผลการศึกษาวิจัย ถึงแนวทางการป้องกัน 
พบว่า ผู้ตกเป็นเหยื่อบางรายหลังจากประสบกับอาชญากรรม 
ได้มีการป้องกันตัวเองในระดับท่ีมากขึ้นเนื่องจากกลัวว่าจะเกิดตก
เป็นเหยื่อซ้ าอีก เช่น มีความระมัดระวังในการเข้าสู่โลกไซเบอร์ ตั้ง
ค่าโซเ ช่ียลมี เดียเป็นส่วนตัว ถูกจ ากัดการใช้อินเทอร์ เน็ต  
และตระหนักถึงข้อความและรูปท่ีจะเผยแพร่ในโซเช่ียลมีเดีย แต่ก็
ยังพบว่ามีบางรายไม่ได้ตระหนักถึงแนวทางการป้องกันแต่อย่างใด 
เนื่องจากยังมีการเผยแพร่รูปลับของตนในโซเช่ียลมีเดียอยู่ จึงเกิด
เป็นเหตุการณ์การเกิดการกระท าผิดซ้ าของอาชญากร 

จากการวิเคราะห์ข้างต้นสอดคล้องกับทฤษฎีแรงจูงใจ 
เพื่อป้องกัน (Protection Motivation Theory) โดย Ronald W. 
Rogers (1975) มีการก าหนดตัวแปรที่ท าให้ผู้เสียหายเกิดความ
กลัว 3 ตัวแปร คือ การรับรู้ความรุนแรง (Perceived Severity) 
ก า ร รั บ รู้ โ อ ก า ส เ สี่ ย ง ต่ อ ก า ร ถู ก คุ ก ค า ม  (Perceived 
Vulnerability) และความคาดหวังในประสิทธิภาพของการ
ตอบสนอง (Response Efficacy) ซึ่งต่อมาได้รวมกับตัวแปรความ
คาดหวังในความสามารถของตนเอง (Self-Efficacy) เพิ่มขึ้น 
Ronald W. Rogers (1983) ยังได้อธิบายถึงกระบวนการที่ท าให้
เกิดการรับรู้ในภาพรวมประกอบไปด้วยการรับรู้ต่อสภาวะคุกคาม 
(Threat Appraisal) และกระบวนการรับรู้ความสามารถในการ
จัดการกับภัยคุกคาม (Coping Appraisal) จะเป็นตัวเช่ือมโยง
ไปสู่การเปลี่ยนแปลงความตั้งใจและพฤติกรรมต่อไป 

 

สรุปผล 
สรุปได้ว่าปัจจัยจากการตกเป็นเหยื่ออาชญากรรมจากการ

กระท าผิดในโลกอินเทอร์เน็ตจากการรังแกกันในโลกไซเบอร์ ใน
รูปแบบการคุกคามทางเพศ ในเขตกรุงเทพมหานคร ประกอบด้วย 
3 องค์ประกอบหลัก คือ 1) พฤติกรรม บุคลิกภาพ และลักษณะ
ทางชีวภาพ ของเหยื่อการรังแกกันในโลกไซเบอร์ ในรูปแบบการ
คุกคามทางเพศ เช่น พฤติกรรมที่มีความประมาท เสพติดการเข้า
สู่โลกไซเบอร์ การควบคุมตนเองต่ า ขาดความมั่นใจ ต้องการเป็น
ที่ยอมรับในสังคม และมีส่วนยั่วยุ กระตุ้นท าให้เกิดการกระท าผิด 
อีกทั้ง การที่เป็นผู้เยาว์และเป็นผู้หญิง เนื่องจากมีลักษณะอ่อนแอ
และบอบบาง จึงท าให้ง่ายต่อการตกเป็นเหยื่อ 2) ความเป็น 
นิรนามของพื้นที่ไซเบอร์ เป็นแรงจูงใจให้เกิดการตกเป็นเหยื่อ 
เนื่องจากโลกไซเบอร์เป็นสถานที่ ที่ไม่ต้องเปิดเผยช่ือหรือตัวตน
จริงของผู้ใช้งาน อาชญากรจึงกล้าที่จะรังแกกันหรือกระท าผิดใน
โลกไซเบอร์ 3) ภาวะขาดการป้องกัน โดยการที่ผู้ปกครองหรือ
ครอบครัวไม่สอดส่องดูแลพฤติกรรมการเข้าสู่โลกไซเบอร์ของบุตร
หลาน จึงท าให้พวกเขาตกเป็นเหยื่อได้ง่าย  

ส าหรับผลกระทบของการตกเป็นเหยื่ออาชญากรรมจาก
การกระท าผิดในโลกอินเทอร์เน็ตจากการรังแกกันในโลกไซเบอร์ 
ในรูปแบบการคุกคามทางเพศ ในเขตกรุงเทพมหานคร สรุปได้
ดังนี้ 1) ผลกระทบด้านจิตใจ เช่น ความวิตกกังวลใจ ความเครียด 
ขาดการยั้งคิด การควบคุมตนเองต่ า 2) ผลกระทบด้านร่างกาย 
เช่น ปวดหัว นอนไม่หลับ ท าร้ายตัวเอง คิดสั้น (ฆ่าตัวตาย)  
3) ผลกระทบด้านสังคม เช่น เสื่อมเสียชื่อเสียง หน้าท่ีการงาน เกิด
พฤติกรรมเลียนแบบ 

จากการศึกษาวิจัยถึงปัจจัยและผลกระทบของการตกเป็น
เหยื่ออาชญากรรมจากการรังแกกันในโลกไซเบอร์ ในรูปแบบการ
คุกคามทางเพศ ในเขตกรุงเทพมหานคร ท าให้ผู้วิจัยได้ทราบถึง
แนวทางที่สามารถป้องกันหรือลดโอกาสในการตกเป็นเหยื่อ
อาชญากรรมจากการรังแกกันในโลกไซเบอร์ ในรูปแบบการ
คุกคามทางเพศ มี ดังนี ้

1. บทบาทของปัจเจกบุคคล 
จากผลการศึกษาถึงปัจจัยพบว่าพฤติกรรมเป็นปัจจัยหลัก

ที่ส าคัญที่ท าให้บุคคลตกเป็นเหยื่อการรังแกกันในโลกไซเบอร์ 
เนื่องจากเป็นตัวกระตุ้นให้ผู้กระท าผิดก่ออาชญากรรมหรือการ
กระท าผิด อีกทั้ง เป็นสิ่งที่บุคคลสามารถควบคุมได้เนื่องจากเป็น
พฤติกรรมของตนเอง ฉะนั้น บุคคลควรจะต้องระมัดระวังการเข้า
สู่โลกไซเบอร์ ต้องตระหนักถึงพฤติที่เหมาะสมในการโพสและ
เผยแพร่ข้อความ และรูปภาพส่วนตัวของตัวเอง หรือการแชร์
รูปภาพและข้อความของบุคคลอื่น อีกทั้ง ไม่เผยแพร่ข้อมูลส่วนตวั
ให้กับบุคคลอื่นได้ทราบ แม้กระทั้งคนใกล้ชิดอย่างเช่นเพื่อนหรือ
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แฟน เนื่องจากหลายกรณีที่เกิดขึ้นมักเกิดขึ้นจากความไว้ใจและ
เชื่อใจคนใกล้ตัว 

2. บทบาทของครอบครัว 
ครอบครัวหรือผู้ปกครอง ควรสร้างสัมพันธ์อันดีแก่บุตร

หลาน เพื่อให้เกิดความไว้ใจ เช่ือใจ และสามารถเปิดใจเมื่อเกิด
ปัญหาขึ้น และเด็กและเยาวชนเองควรที่จะปรึกษาครอบครัวและ
ผู้ปกครองเมื่อเจอปัญหาในการใช้สื่อออนไลน์ ควรแนะน าบุตร
หลานให้ตระหนักถึงประโยชน์และโทษของการเข้าสู่โลกไซเบอร์ 
รวมถึงสอดส่องดูแลพฤติกรรมการเข้าใช้สื่อออนไลน์ของบุตร
หลานอย่างสม่ าเสมอ 

3. บทบาทของภาครัฐ 
รัฐบาลต้องรณรงค์การใช้สื่อออนไลน์ที่ถูกต้องและ

เหมาะสม รวมทั้งสนับสนุนกิจกรรมในโลกไซเบอร์ ที่สร้างสรรค์
และมีประโยชน์ให้กับเด็กและเยาวชนได้เข้าร่วม ควรน าเสนอให้
กลุ่มเด็กและเยาวชนสามารถเข้าถึงได้ง่าย และควรออกนโยบาย
หรือกฎหมายเกี่ยวกับการรังแกกันบนโลกไซเบอร์ที่มีความชัดเจน
และเหมาะสม และออกบทลงโทษท่ีเหมาะสม แน่นอนและรวดเรว็  

 
ข้อเสนอแนะ 

 1. บุคคลทุกคนควรตระหนักถึงพฤติกรรมการเข้าสู่โลกไซ
เบอร์ของตนเอง ต้องมีพฤติกรรมที่เหมาะสม ไม่ควรเปิดโอกาสให้
ตนเองตกเป็นเหยื่อ และครอบครัวควรให้ความใกล้ชิดกับบุตร
หลาน โดยการสอดส่องดูและพฤติกรรมของบุตรหลานในการเข้า
สู่โลกไซเบอร์อยู่เสมอ  
 2. หน่วยงานภาครัฐและเอกชน รวมถึงโรงเรียนและ
สถาบันการศึกษาควรให้ความรู้แก่ประชาชนถึงความรุนแรงของ
อาชญากรรมการรังแกกันบนโลกออนไลน์ ในรูปแบบทางเพศ ให้
ทุกคนได้ตระหนักถึงสาเหตุปัจจัย และผลกระทบของการตกเป็น
เหยื่ออาชญากรรมการรังแกกันในโลกไซเบอร์ ในรูปแบบการ
คุกคามทางเพศ 
 3. สนับสนุนให้มีการจัดกิจกรรมที่สร้างสรรค์ในประเด็น
เรื่องการรังแกกันบนโลกไซเบอร์ เพื่อให้เด็ก เยาวชน และ
ผู้ปกครองได้มีส่วนร่วมในการท ากิจกรรมร่วมกัน ซึ่งกิจกรรม
เหล่านี้จะท าให้เยาวชนรู้สึกสนิท และกล้าเปิดใจกับผู้ปกครอง
เพิ่มขึ้น ในกรณีที่ต้องประสบกับปัญหาการรังแกกันในโลกไซเบอร์ 
 4. รัฐบาลควรปรับแก้ข้อกฎหมายให้มีความสอดคล้องกับ
ปัญหาการรังแกกันในโลกไซเบอร์ รวมถึงบทลงโทษที่เหมาะสม 
ชัดเจน และรวดเร็ว  
 5. รัฐบาลควรมีมาตรการเยียวยาเหยื่อหรือผู้เสียหายที่
ตกเป็นเหยื่ออาชญากรรมจากการรังแกกันในโลกไซเบอร์
โดยเฉพาะ  

 
ข้อเสนอแนะในการวิจัยคร้ังต่อไป 
 1. การศึกษาถึงแนวทางในการเยียวยาผู้ตกเป็นเหยื่อหรือ
ผู้เสียหายจากการรังแกกันในโลกไซเบอร์  
 2. การศึกษาถึงพฤติกรรม ปัจจัยและผลกระท าของ
ผู้กระท าผิดหรือผู้รังแกในโลกไซเบอร์  
 3. การศึกษาถึงระดับความรุนแรงของการรังแกกันในโลก
ไซเบอร์ ในประเทศไทย และเปรียบเทียบระดับความรุนแรงของ
การรังแกกันในโลกไซเบอร์ ในประเทศภูมิภาคเอเชีย 
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