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Abstract

This academic article aims to present guidelines for leveraging Virtual Machine (VM)
technology on the Hyper-V platform to enhance web server security and availability. It reviews
and synthesizes relevant literature concerning the latest cyber threats facing web servers,
including ransomware, various malware types, injection attacks, and Al-powered attacks. The
study reveals that Hyper-V offers robust security features such as Secure Boot, Shielded VMs,
Network Isolation, and Network Encryption, along with availability features like Snapshot and
Replication, demonstrating high potential for attack prevention and system recovery.
The article proposes systematic guidelines for Hyper-V applications, covering secure
VM architecture design, stringent security configuration, effective backup and recovery
management, and continuous monitoring and administration. Implementing these guidelines
will enable readers to assess and mitigate security risks, enhance operational efficiency,
strengthen practical knowledge in Hyper-V configuration, and support strategic decision-making
in infrastructure planning, ultimately leading to maximized resilience, security, and service
continuity for their web servers. Furthermore, the article provides suggestions for future

research to advance knowledge in this domain.

Keywords: Web Server, Virtual Machine, Hyper-V, Attack Prevention, Cybersecurity,
Data Backup
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- Network Encryption (n15td159a@LASaU18) Qmamﬂ’ﬁﬂ‘fﬁwﬁamﬂﬂﬂm‘%as&w
sgmnaaseaiion (VM) %ﬂﬁaaﬂaﬂﬁuﬂ”ﬁﬁ’ﬂﬁﬂ%@yja (Eavesdropping) kazn15lauAwuy Man-in-
the-Middle finenenuunsnuaensdeassemnaesoadiion (VM) nsinsaianusasidunislad
seefulawes3 (Hyper-V) lnglumesfisnueundinduniely vm ﬁﬂﬁﬁ’uﬁlﬁﬂﬁyﬁ%azﬂaﬁ%’Uéﬂiwdw
VM fimnuvasnsie ImLawwzaéws’fqﬁm%’uL'?‘UL%%‘V\IL’Jagﬁlﬂi:ﬁmamamyaﬂﬂaﬁ'azlﬁméau g4
MInsTasERUIASeLaTouRziuTuAIUaen BB Nt (Microsoft Learn-2, 2025)

- Isolation (Msuandqu) wAluladiedenaiiou (VM) Tnerhluuagleawes-3 (Hyper-V)
Tosany funumddnlunisuendudsinesuazieundindunis 9 senaniuluaninuinaey
aflou lwnniiamslauivierudemelueienaiion (VM) wis sxludsmansenunanienaiiou

(VM) Bu 9 vusnsakasieniu msuenaiuiivigluunaziu@snesyauluaniniinasuiaiiou

= N G < = o w ' =
VBINULBN LaNQULﬁu hguUnUang" (sandbox) 621dﬁ]’]ﬂmmiLLW3ﬂ53mEJ“Uaﬂﬂ’lﬂﬁmm LLATan
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mudemeiioruindy uenanisunslnannsafmunulsuisanuUasadoiiuanas fudmsu
wmazIASeALoY (VM) lﬁaéwﬁaiz (Lee et al., 2020)

- Snapshot Creation (nN198319 Snapshot) Hyper-V ﬁ@mauﬁmumsﬁgﬁﬂ Snapshot
Fadunimsiuvesaniuzvenalenadou (VW) luvaelavmenils siufsanugvesdaniaiiou
MUIBAILTT LALADIUEYDIRUNTAINBN virlnanunsasounduszuvldsaniuzneunuila
su e udafndym wu migﬂiwﬁﬁwﬁams‘ A3 eAIRANETN MIoNSARGTONAWIIT
a1y n5a313 Snapshot ﬂlauﬂ’liL‘UgEJULLUaQVIIﬁ’lﬁEUjUI’JEJI‘I;{E"{’]JJ’]'iﬂfi’auizUUlﬁTﬁlﬁj’Ni’mL%’J way
amaamqmﬁwmmmﬁuL%’gv\lna% (Wang et al., 2022)

- Replication (n19¥1d1u) Auausfdgelnannsavidnuiaionaiion (vm)
lUgadainasdnsos (Replica Server) fiogauasdi (Site) lnogwnaiiioauassnlusih viluanansagau
svuulnesnasmsslunsdlfidsnnesndnammar vieindefithiniessumd mshduundes
wadlau (VM) ﬁlﬂiLﬁENLLﬁLﬁjUﬂ’ﬁﬁﬁa\‘i‘J@HaL‘vﬁgu wadssnieanugmsrhauiomavesasesaiion
(VM) a8 vilunaiusa Failover LUSs Replica WM laegnssanida itesnuiaiun el osves
mﬂﬁu‘%miﬁuL%gwma%uazammaﬂiwumﬂmiwqmzi’mmizw (Wang et al., 2022)

miﬂizqﬂﬁ?‘[ﬂ?ﬂmauﬁ’améﬁ%wﬁumi’mLLmuLLazu‘%mﬁmmiﬁmmzau azeln
aaﬁmmmaaﬂaﬂﬁ’uﬁuL%%Wna'gmﬂﬁaﬂﬂmumalmua% wazsnuaumsexlyuesuinsle

! al a a
2819UUTLENTA N

AN 2

asunaauAnunIuaendevedlaias-3 (Hyper-V) dmsunstosduiuidgsviies

AENUR ANB3UY Uszlevuduainudaandey 31989
Secure Jaﬂﬁuiﬂﬁﬂgmng, Uaﬁumiamﬁal,tfsi‘szﬁugm (Microsoft
Boot sruUUiRnms vielasines Learn-1, 2025)

UEFI filaila¥usygnvhan

Tusgvnanisys
Shielded Untas VMs mﬂrg@umzuuﬁ Jasfiunainfauaznsiilvaes (Perception
VMs Jusunseuazsiaus sgamuaimaiﬂéj%“uauzym Point, 2025)
Network asmaasovelaiiouiinen FNANANTTNUVDINITALLIA, Uaafiy (Perception
Isolation 1NN mwgﬁaﬁlﬂﬁy%’uawzw Point, 2025)
Network sFansfinaIeune Uasumssnfanaznislauiuuy (Microsoft
Encryption W19 VM Man-in-the-Middle Learn-2, 2025)
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AMENUR ANB5UNY Uszleiiuadnuuaaniy 814999
Isolation NSUENEILY mnnanNsladavisaaudemel VM | (Lee et al,,
Wikt avlAanIzIURe VM B 9 uu | 2020)
915U
Snapshot | N15@513 Snapshot %aﬂﬁmmaafiﬁmzwﬁasJ'N'a’mL‘%’J (Wang et al,,
Creation LLazam’Jamq@ﬁNmmmL’“JUL%%WLU@% 2022)
Replication | n1svindiun fhsnanumelileesmslruimsiiu (Wang et al.,
FSHRDSUAYAAKANSENUINNS 2022)
YT inUeITTUY

2.3) wumnenisuszenaldlaes-1 (Hyper-V) iatiuadudunsUaaniauasadnuniay
Wauvaaiudsniies
n1siauauUfvetlales-3 (Hyper-V) andssgnaluiiaiiuainuduasasnds way
v ¥ < a < 4 ! = a a [ ¥ a Ao [} d’j
AunserlrureLIuEsHnesasaiiuseansain sdumnesivuinaidaausasidussuunsil
2.3.1) nMseanuuulasiasaasaaiiou (VM) ieanudasnsie (Secure VM Architecture
Design)
a . . a 13 a ¢ < dl' =)
- MSHENUINNS (Service Isolation) kenuU3N15vaR3UEsNLIBsRRNLTULAS aLadl oy
(VM) Aiupnaneiu i inseaiiou (Virtual Machine) dusuliul@snines (IS/Apache) iasoaiaiiou
(Virtual Machine) dmiugnuvesa (SQL Server/MySQL) wagiAasiaiiou (VM) dmiuneundiady
a & o w a & a
au 9 msueniazdianansgnumniasaaaiou (VM) lagnlaws
- 151 Generation 2 VMs Laenlwuiasaaaiiau (VM) WUU Generation 2 @45995U
AuENURANUUABAABTUES WU Secure Boot kag Shielded VMs (Microsoft Learn, 2025)
- MIMAUANTNYINTNNRNIZEY TAATINSNYINT (CPU, RAM, Storage) Tndulnay
VM agnaigane el uidswnesviiaulaee1sfiused@nsaan wazanmnuidesannnisiauf
WUU DoS MAnannsnenstuna Johnson & Williams, 2016)
2.3.2) MsimunAInLlasnfeveuAsealau (VM) (VM Security Configuration)
- 10alweu Secure Boot mviaaeulnulain Secure Boot gnidalysudmniunn VM
a [ a‘ s A ¥ [ £ S 5
Mdudu@sies wWevsaiumsluandawisiutuneunisys
- Twa1u Shielded VMs mnillas3a3519WugIuNse9syu Host Guardian Service (HGS)

A5lw9u Shielded VMs iieUasiunisiuidaniedaion (VM) annyauassuulaaniluundede

vIeNnlaundsienafineguuladn (Microsoft Learn-2, 2025)
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2.3.3) msfmuaa Network Isolation 987191221490

- Virtual Switch Configuration aiy’m Virtual Switch Usgian Private %50 Internal
Wowsnmafinaienenelunionaiiou (VM) senainaievienieusn wiely VLANS iiewusdny
Lﬂ%aﬂwﬁ’m%’mgm@éwL’;a%LLazgmiTa;ﬂa (Microsoft Learn-1, 2025)

- Network Security Groups (NSG) ﬁmumﬂgiwgdaaﬁuizﬁu Virtual Network %38
sefuasonadon (VM) Lﬁamugumn%aanmam%ﬂﬂasmamﬁsm SfamsnBaanEnesn wax
Tslnmeaitsndu (wu wesa 80/443 dmsuiiu)

- Jalaau Network Encryption dm3unsniinfiazidene ouseninans euadou
(M) astdalwanu Network Encryption Lﬁawﬂﬁﬁmj”aaﬂaﬁéqchuLﬂ'%@szhmaﬁau Tneanzes13ds
swiwﬁuL%%WL@@%LLasgmszTaaﬂa

- 38UinnuazLIeY (Patch Management) SUlanssUUURTANTUAZTaNA WIS
melweIeaaiiou (VM) sgnsadiaue saufwnsvanulasnsedmiu Hyper-V host iladnwos
Imﬁmﬂgﬂiwﬁ (Chen et al., 2023)

2.3.4) mi%’mmimiﬁ’ﬁaﬁa%aLLazmifjuﬁu (Backup and Recovery Management)
- sl Snapshot dmsunsdsundasdang 1y Snapshot neunsasuLUa

[

n3ReAidAey wsonseunsagenalls Wsluaunsaseunauludsaniuznoununlasenssinisa
mnAndeym A5ty Snapshot dmsunisnAussezdumitu lulvdmsunisdisesweyassazyn
(Tan et al., 2021)

- 151y Hyper-V Replica @19$un1sn Auszuuanaef U@ (Disaster Recovery)
vuaA1 Hyper-V Replica Liteviduaisadiiou (VM) ae9iui@sniestuds Replica Server 69

! N oA =~ ! ¥ . o af ) Yo a aNa af o

syAUArioganallos Beviglvaunse Failover lWdugsnesdrsedlaviuiilunsdii@swiesvan
aula) wselAnNBNURA (Wang et al., 2022)

- Msd1seveyaluuUn@ (Regular Backups) uaniunilaainnisyin Replica A13iN1S
(] > . = ' ° o Ao [ a [ ¥ d{' = o
d1sesveyaiAsanaiion (VM) sgvadiaveludindainuasueniivaendy tnglyinIoiod1ses
voyanvgay WelsiiuveyaayvienNuan1saunluaIad 1wu usuduuls vienulanaIn
YDI1IALIT (Microsoft Learn-1, 2025; Veeam, 2025)

2.3.5) NMIRTINEDULAZMTUTNTINNTOEN9MBLUBS (Continuous Monitoring and Management)

- MIATIFRUTUNNIMRAN1TA (Event Log Monitoring) m513@auyuviningnise

(Event Logs) ¥19UU Hyper-V Host kaznigluia3ssaiou (VM) vestiu@sniiesosnsauiane

WORNTIIUAINTINAUAITY WivedeyIuvesn1Tlang
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- NN9RT9EUYTLANTN W (Performance Monitoring) ARAIUUTEANTNINUDY VM
uag Hyper-V Host 1l olvuulann n¥mensifisanenenisauveniuidsnines waznsiady
auRnUNATID1AUTUBNEINSIaNALUY DoS vienslaninensiinund (Patel, 2022)

- 115911 Penetration Testing kag Vulnerability Scanning ¥1N1sMAaaULANEIE Uy
(Penetration Testing) Lazawnuyeslng (Vulnerability Scanning) duusesruududsieswas
Tassaraitugilewes-1 (Hyper-V) dorumuazinlusesmneufinlaufaglyusslovn (Garcia &
Lopez, 2024)

- msUsggnalsuuImamanies easuaTazaslnesansaansolyUssleniann
lawos-3 (Hyper-V) laggnaifiud Lﬁaa%aamwmmgauﬁuL%%‘V\Ina%ﬁﬁmmﬁ’umﬂaamﬁaqq IGE
fanunsenlaaueseneiiion wasneundyiudoanaumidlawesiivinnuguusddu

2.4) nsouUNquiftuadusiunasnsivansaume (Theoretical Frameworks)

Tumsusefiunaveonuuuandnonssuiu@sinesuulewes- (Hyper-V) Iufiausiung

Uaonasds waznsoulyinu n1591989nseungufaiuanuduaivasadearsaumaniiduiiveusy

v
[y

Tuseduannaifudssndu welnifulanlafansanesnuszneundn 4 e813asu0u NT0UNGL]
Tidfadieail

2.4.1) CIA Triad (Confidentiality, Integrity, Availability) CIA Triad tduialavdnves
autunsUaenfuasaune Ussnauaie 3 ssaUsenaunan (Gordon et al,, 2021) dslawes-3
(Hyper-V) anunsanunatuayulaluyndd loun

- A&V (Confidentiality) n1sUpsfunsinndaveyalaglulaueygn lewes-3
(Hyper-V) aﬁuauwé’ﬂmiﬁyw‘mﬂ‘mamﬁﬁ 1 Shielded VMs, Network Isolation wag Network
Encryption

- mmgﬂﬁyaamug’m (Integrity) mi'%“usam%a;ﬂaLLazﬁzUU”LaiQmUﬁsJuLLUm unle
Tnglulasuougalewes-3 (Hyper-V) atuayundnnsiig Secure Boot wazn1sly Snapshots
Wleseundulugdanusd "ms1uad" (Known-Good State)

- aumsanleeny (Availability) Mssusesnszuusazveyansoslsnudionlyiilady
aqu’]mymmﬂmﬂa{ﬁ (Hyper-V) Slunumdrdayesnsdsluniuiiniu Hyper-V Replica wae Live
Migration

2.4.2) NIST Cybersecurity Framework (CSF) NIST CSF iunseunisiauitlaunisseusu
9819121911104 992883A NS IUNTUT M ST AN TALLE BaR 1w LT uAsUaeasendlei o3
Usznounae 5 wuniingn (Functions) (National Institute of Standards and Technology, 2018) R

mslaleas (HyperV) donnassfiuvaieaiy o
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- Identify (s¢y) msluedesation (VM) maelvannsnssyuasdanguauningladiay

 Protect (Unsiu) Hyper-V ﬁU%UWWﬁWﬁﬁgmuQmamﬁﬁ Secure Boot, Shielded VMs
ey Network Isolation

- Detect (915733V) ﬂ’ﬁm'sf\]aauﬁ’uﬁﬂmamiaﬂ (Event Log Monitoring) uulgan uas
\3oaaiion (VM)

- Respond (Rauauad) N15uenau (Isolation) veiA3 ouadou (VM) 18571
NsWNINTEAEveensTauf

- Recover (fjﬁu) \ugaudsves Hyper-V Tnemsanu Hyper-V Replica way Snapshots
%qaﬁuauuﬂwsiﬁuixuuaéwasamL%’;

2.4.3) Defence-in-Depth (M3vesiudedn) Defence-in-Depth Lﬂuﬂaqmgmﬁﬂmmm
Vaeasedfilynisdosiunaiodu (Layered Security) Lﬁ@UﬂJQQ{@%aLLazizUU (Kim & Solomon,
2021) Mslalawos3 (Hyper-v) lumsdanisdudsnesidumsiiudunisdestuiiddalusysu
Hypervisor Fovimmnidu "fune fussmnaedouaiion (VM) AN 9 warszraedealion (VM)

Augnsauasiaan Yaefiuaudanegu (Resilience) Induszuuesnauin inszuui i ud@sniaes

'
[y

Tuideaadion (VM) nilsazgniany nislauffdegnirinegnieluy "nass’ vesaseuaiou (VM) 1y
(Isolation)

2.4.4) Hyper-V ffUN1931904HUAUABLTH 091195519 (BCP) WaNISNANSTEUUAIINS BT

'
o o

(DR) MavastunsTanfiiudsdrdey unnaadsunsensuiiodofammnisalluninadu (Disaster)
ﬁﬁwﬁaﬂmw;ﬁ’u e?fﬂLﬂuéaumﬁwaami’mLquﬂawuﬁiaLﬁaﬂwwaqiﬁ% (Business Continuity Planning -
BCP) LLﬁzﬂWifiﬁUizUU%ﬂﬂﬁﬂﬁﬁa (Disaster Recovery - DR) (Moteff, 2021)

Business Continuity Planning (BCP) Lﬁumzmumw‘ﬁaﬂaqwéﬁbiﬁuﬂmﬁ

a [

nszUIuNINNgIRatidAyansaddunelulalussuasmdmniame g avsdn

Disaster Recovery (DR) \iuaiugosuas BCP fiyauulufinisgulassassiiugu
ﬁ?ﬂulﬁ)ﬁl,l,azﬁl]/@;;lja Tneinannan RTO (Recovery Time Objective) ez RPO (Recovery Point Objective)
weluladesyialawdy (Virtualization) uwedeaiiou (Virtual Machine) Sunumddayesnsda
Tunsaduayuuny BCP/OR Tnglawizanaudd Hyper-V Replica a1dunalandndmiu DR lng
nsvidun (Replication) widesiaiiow (VM) vesdiuidsnlieslud Data Center d1504 (Replica Server)
LUU Asynchronous MNLE S0 nay I};@JLLaiSUUﬁWN’IiﬂgQ Failover Lt elyad osiadiou (V)
flandrsoniuvinuunilasssnnig venand AnuauUReE"9 Snapshots Waz Live Migration

farpaduayunmsiigssnwssuulaglunsznunernuneiliewwesu3nig Jadumladdgyues BCP
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2.4.5) MyasendudTsuiiguunaanesumalulagiiasyialaiedu (Virtualization)
(Bangud) wnrunanudazysuulunlaes-3 (Hyper-V) wansvianunlagiivinuveanalulad

‘ o . . . = ! Y g < ' a - ' s
nasmalam"ﬁu (Virtualization) 8u 9 ‘0350'3EJIWL'V]‘L!"Q@LLGU\TLLa%ﬂqﬂ@@uﬁLuLﬂQWﬂUasﬂaﬂLL@@SLLW@@W@ﬁJ

AN5197 3

msRATemTulsEUisuunanasumaluladiiosyialaity (Virtualization) (1591w))

$78N13 uwanWasumalulagiasylalawdu (Virtualization)
ABANYY Microsoft Hyper-V VMware vSphere (ESXi) | Proxmox VE (Virtual
Environment)
Usgean Type 1 (M9uuu Type 1 (ESXi) (¥1a1u Type 1 (la KVM 84 Linux)
Hypervisor Windows Server) TPEATIVUBITANIT)
ALDS - ysannsiu Microsoft | - mnsidusthaaiauas | - Open-Source (lufian
M6 Ecosystem ANULEDES laigua)
- pruaniiFaumn - prianiftugs - AnuBavigu (59950 VM way
Jaonsie (Shielded VMs) | (vMotion, DRS) Containers)
- quatnilawsud - Ecosystem Uaw Third- | - Aasaudlusia (ZFS,
Windows Server Party Support 12199919 Clustering)
V803 - priautftugeoranadly | - elaleudgsdian - modlsArdsrgau
WATOUN SCVMM - vCenter Server 1u Linux
@enlyane) assududmsu Enterprise | - MsatuayusEAy Enterprise
19luAsaUAgLIN

ayudayan1sinsziiBadisuiiisy

1) Hyper-V Jumideniudaunssdmivesansfilyanimuinaonues Microsoft tuman

2) VMware (Perception Point, 2025) ﬁﬂgﬂmaa’hLﬁummgmmaqﬂ"’lﬁmﬁ’u Virtualization

v '
=

2R Enterprise Wa1nAMMENYT WazyaanauUanATUNI wlazlnunuign

3) Proxmox VE (Proxmox, 2025) 1Jusadeniiunaulasssdsdmsvesansiinesnislegdu

LUU Open-source 7illAEAMLgY Iagsiuvia VM (KVM) uag Container (LXC) Liluunannesuisien

3. unasy
AN TngUszasaietauawImensUssgnalymalulaginaaailon (VM) vy

wwanesulawes-a (Hyper-V) islasuasismnuiuasuasndouazsulseiuanunsonlvauas
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¢, YY v

< a ¢ = o o o a a a ° LY a ] =3
Audsivies Faduilddguainmsaniugsiwazuinisesulauludagiu msbnsievlaglmiu

[

dwﬁm@%ﬂna%ﬁaam%mﬁmEJQﬂmwwlﬁﬁwa%ﬁw’immgumaLLas%’U%aquua 19R8L09 faun
LLsu%’uLLagﬁgqLJWL%ﬂsﬁa%aga (ConnectWise, 2025: Embroker, 2025) B IWaznsiannavedsn
Lﬁaﬂuasgauuaﬂizai’wﬁa (University of San Diego Online Degrees, 2025) n15lau@wuy Distributed
Denial of Service (DDoS) ﬁﬁﬂﬁlﬁquﬂ“dﬁﬂ (University of San Diego Online Degrees, 2025)
Taufafawrsvannvansguuuy wu afa B350 sdu (Kaspersky, 2025) snnuaziawrsuuulsivia
(CrowdStrike, 2024) wazn15lauALUY Injection OS Command Injection (OWASP, 2025b) uaﬂﬁ]’mf‘:
ffzyﬁgwizﬁwﬁ (Al) F;lu\‘iQﬂﬁ’mﬂﬂhﬂEl@’]‘Ufp}’]ﬂivLsZILUE)gLﬁlaLﬁluﬂiﬂm%ll‘??@u wazUszaNSNINUD
mslaufwani wu ﬂ’]iﬁ;’]\‘iﬁaLL’J%%UQQLLazﬂ’ﬁImJaLLUUW‘U‘%\? (Phishing) Faumoud iy (CrowdStrike,
2024; Trellix, 2024) ﬁﬂ,ﬁmiJaaﬁuLﬁu?ﬁﬁﬁmwash@a

senalsinulewes-3 (Hyper-V) dadumaluladinesvialawdues Microsoft lataus
anauRnuariaenfoindunsaazasuaes esullefusanauiinan: Secure Boot weln
fula7n ﬂszmumiwssuwimmﬂﬁ’am% WU Rootkits Inen15AsI9devasIduR§riaves
é’;uﬂizﬂaumi‘gm (Microsoft Learn-2, 2025) Shielded VMs uaunwaﬂaaﬁu%uqmmimmﬂmjaa
w3eaiion (Virtual Machine) LLa]jmﬂ;g@LLaizUU‘Eaaéﬁlﬂéj%’Uwzym e?fuﬂu?ﬁﬁﬁzyﬁm%’usﬁjaga
Tavidunoou (Microsoft Learn-2, 2025) Network Isolation 918LenNLALLUIEIULAS DUV
Suidsrlieseenanszuusy q desianisunsnsvaneveanislanfuazanituianislaui (Microsoft
Learn-1, 2025) uag Network Encryption ﬁ?ﬂﬂﬂﬂj@ﬂ%@yjaﬁlﬁﬂB\Il’ml,ﬂ%‘EJGUI’lSJLﬁﬁauf\]”lﬂﬂﬁﬁﬂﬂld
uan9nil Isolation Tngsssurivenaiouaiion (VM) Siassaninuinaos "usuntons” fiuen
WABZU3N150DN9NTL FILanKanTEIUIINNISIaNF (Lee et al, 2020) uwazifiowfiuanumsonleay
Snapshot Creation sz’aﬂiﬁa’lmmiﬁmzwlgashasmL%jfmﬂmmﬁmwmw‘%amﬂwﬁ (Tan
et al., 2021) uay Replication maui%q%’umifjﬁuszwmﬂﬁﬂﬁﬁ'ﬁ (Disaster Recovery) fiufaunss
Tnonsvhdun Y lugadsvinesdisesesaneiiio (Wang et al., 2022) vilnsiulalaauinng
Huidsrinesazdinmsenlonuuluaniunsaings

2INNTIATIEULIMINTTUTEENALY WU N1FTaRRLLAEMsUTINs SN T zandu
dsddBs mssenuuulassasaaieuaiion (VM) Tnen1suenuinisuasnisly Generation 2 VMs
WusngudAgy nstwuaanaaensefinunn wu msdalenu Secure Boot uay Shielded
VMs msrimuaen Network Isolation aensasisonnu Virtual Switches uay NSG saudamsla Network
Encryption udsdutu wenani msfinagnsnsdisesayanagnisnauiidaan Tnglyuselon

910 Snapshot dmiun1snAusEEEdU Uag Hyper-V Replica dmsun1snAuandeivs (Microsoft

Learn-1, 2025; Veeam, 2025) w3auniun15d15e9vagaund LYIYLASUAULTILANT I LNTEUU
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‘viuwﬁlqﬂ nsnsvaeutuiinmanisaluagseAnsaiwes 1ol es (Patel, 2022) sauian1vin
Penetration Testing e g Vulnerability Scanning Wuusesn (Garcia & Lopez, 2024) %6{1'381‘1;
113093993 wazknlvvedwlaesneumad

Tnwagd nslalewos (Hyper-v) Tumsdanisiuidslneslufsundunmafoaiiaian

Tudagtuwniy wdndudedndulunmse@ymnduanunimen uanuiiuasUaendenidleues

=Y

o a X vad & ' a o g ¥ = ! ¥
MRy AuenTRnLdwnseastlaes3 (Hyper-v) Wehinuszanalomuuuimiaimangas el
BIANTANITOAT AN MIINABNAUTTHIBTTTANNTuAUaensdbas daudangunadonnaiy

wazannsasnwanuneiiiaseinsivuinisineensdivsednsnmesan

4. Yszlgninlasuanunainuil

a Q’IU o di( d‘ ¥ a ‘Q‘ o ‘e % ¥ a o U ¥ =
unasivINsidavintuielninusslevunanansaiiluvssgnalylassemiuyrainsauled

L4

ALATEUU a01UTnlATeEseiugIu avy uINITe9ANINABITUARTEUNITIANT SLIVLETWLI0T

e

£%
= v

Usz‘lﬁwﬁmé’ﬂﬁlﬁ%’umﬂmiﬁwLﬁamwmmwﬂssqﬂﬁhmaﬁ

4.1 Widuwuamslunmsuszsifiuuazananuidssiruanulasnds aunsalyvoyaifoaty
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