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PDPA กฎหมายคุมครองขอมูลสวนบุคคล 
 

ฉัตรสุมน พฤฒิภิญโญ* 

 

ดวยวา คณะรัฐมนตรี (ครม.) มีมติเห็นชอบออกพระราชกฤษฎีกา ขยายเวลาบังคับใช

พระราชบัญญัติคุมครองขอมูลสวนบุคคล พ.ศ. 2562 ไปอีก โดยจะใชกฎหมายนี้เต็มรูปแบบในวันที่ 1 

มิถุนายน 2565 โดยที่พระราชกฤษฎีกากําหนดยกเวนไมใหนําบทบัญญัติบางสวนแหงพระราชบัญญัติ

คุมครองขอมูลสวนบุคคล พ.ศ. 2562  มาใชบังคับแกบางหนวยงานและบางกิจการในชวงระยะเวลา 

2563-2564 เหตุเพราะการปฏิบัติ ตามหลักเกณฑ วิธีการ และเงื่อนไขตามที่พระราชบัญญัติคุมครอง

ขอมูลสวนบุคคล พ.ศ. 2562 กําหนดนั้นมีรายละเอียดมากและซับซอน กับตองใชเทคโนโลยีข้ันสูง

เพื่อใหการคุมครองขอมูลสวนบุคคล เปนไปอยางมีประสิทธิภาพสมดังเจตนารมณของกฎหมาย  

ประกอบกับสถานการณการแพรระบาดของโรคติดเชื้อ ไวรัสโคโรนา 2019 ยังคงมีอยูอยางตอเนื่อง

และรุนแรงยิ่งข้ึนจนถึงปจจุบัน  สงผลกระทบตอเศรษฐกิจ และสังคมโดยรวมเปนอยางมาก ทําใหผู

ควบคุมขอมูลสวนบุคคลซ่ึงเปนหนวยงานและกิจการตาง ๆ ทั้งภาครัฐ และเอกชนจํานวนมากทั่ว

ประเทศยังไมพรอมที่จะปฏิบัติตามพระราชบัญญัติดังกลาว  

ทั้งนี้ พ.ร.บ. คุมครองขอมูลสวนบุคคล พ.ศ.2562 (Personal Data Protection Act, 

2019) หรือที่เรียกวา “PDPA”) แตกตางจาก พ.ร.บ. ขอมูลขาวสารของราชการ พ.ศ. 2544 เนื่องจาก

กฎหมายขอมูลขาวสารราชการ นําใชกับขอมูลขาวสารที่อยูในความครอบครองหรือควบคุมดูแลของ

หนวยงานของรัฐ ทั้งขอมูลขาวสารเก่ียวกับการดําเนินงานของรัฐหรือขอมูลขาวสารสวนบุคคล โดยมี

หลักสําคัญคือ “ ขอมูลขาวสารของทางราชการตองเปดเผย” แตมีขอยกเวน คือ 1) ปกปดในบางกรณี  

2) ปกปด ขอมูลขาวสารสวนบุคคล 

ขอมูลสวนบุคคล (Personal Data) ทําใหสามารถระบุตัวบุคคลนั้นได ไมวาทางตรงหรือ

ทางออม แตไมรวมถึงขอมูลของผูถึงแกกรรมโดยเฉพาะเปนขอมูลเก่ียวกับบุคคล  ขอมูลสวนบุคคล

นั้นถูกเก็บรวบรวมเพื่อใชงานในดานตางๆ ไมวาเปนการแสดงผลในโซเชียลเน็ตเวิรกตางๆ เพื่อบอก

เอกลักษณ เชน เพศ อายุ ชื่อ วันเกิด ลายนิ้วมือ หรือประวัติการทองเว็บ Cookie, Location,  
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Browsing History, ที่อยู เบอรโทร รายชื่อเพื่อน E – mail รหัสประจําตัว ฯลฯ ถือเปนขอมูลสวน

บุคคลทั้งสิ้น แตเดิมการคุมครองขอมูลสวนบุคคล ประเทศไทยใชกฎหมายอยู 6 ฉบับ ไดแก 1) การ

คุมครองสิทธิความเปนสวนตัวตามรัฐธรรมนูญ มาตรา 32 2) การคุมครองสิทธิของบุคคล ตาม

ประมวลกฎหมายแพงและพาณิชย มาตรา 420 3) ความผิดอาญาฐานหมิ่นประมาท ตามประมวล

กฎหมายอาญา มาตรา 326 4) ความผิดอาญาฐานนําเขาขอมูลอันเปนเท็จในระบบคอมพิวเตอร ตาม 

พ.ร.บ. วาดวยความรับผิดเก่ียวกับคอมพิวเตอร 5) พ.ร.บ. ขอมูลขาวสารของทางราชการ พ.ศ. 2544 

6) พ.ร.บ. สุขภาพแหงชาติ พ.ศ. 2550 มาตรา 7 

ปจจุบัน ระบบเครือขายออนไลนกลายเปนสวนหนึ่งของชีวิตประจําวันไปแลว มี

หลากหลายชองทางในการติดตอสื่อสารเพื่อวัตถุประสงคตางๆ มีแพลตฟอรมจํานวนมากใหเลือกใช 

โดยแตละชองทางที่ใชงานก็จะมีการเก็บขอมูลสวนบุคคลกอนเขาใชงานดวย เชน ชื่อ นามสกุล  

Email เบอรโทรศัพท ที่อยู หรือขอมูลสวนตัวอ่ืน ๆ ตามแตที่เจาของชองทางเรียกขอขอมูล 

การประกาศใช PDPA นี้จะมีบทบาทในการคุมครองและใหสิทธิที่ควรมีตอขอมูลสวน

บุคคลเองได รวมไปถึงการสรางมาตรฐานของบุคคลหรือนิติบุคคล ในการเก็บขอมูลสวนบุคคล 

รวบรวมขอมูลสวนบุคคล ใชขอมูลสวนบุคคล หรือเพื่อการเปดเผยขอมูลสวนบุคคลก็ตาม ซึ่งลวนแลว

เก่ียวของกับ พ.ร.บ. ฉบับนี้ที่จะตองปฏิบัติตาม  หากผูใดหรือองคกรใดไมปฏิบัติตาม ยอมมีบทลงโทษ

ตามกฎหมายตามมา ซ่ึงบทลงโทษของ PDPA สําหรับผูที่ไมปฏิบัติตามนั้น มีทั้งโทษทางแพง โทษทาง

อาญา และโทษทางปกครองดวย  

PDPA มีหลักการสําคัญคือ 1) หาม “ประมวลผลขอมูล (processing)” กับ “ขอมูลสวน

บุคคล” ของผูอ่ืน เวนแตจะมีเหตุตามกฎหมาย 2) เมื่อตอง “ประมวลผลขอมูล” ตองมีรูปแบบและ

วิธีการที่เหมาะสม และ 3) ถาฝาฝน มีโทษตามกฎหมาย การประมวลผลมี 2 ชนิด คือการเก็บรวบรวม 

(storage and collection) และการใชหรือเปดเผย (usage and disclose) กฎหมายฉบับนี้คุมครอง

ขอมูลสวนบุคคลของบุคคลธรรมดาเทานั้น  เนื่องจากองคกร บริษัท ธุรกิจหางราน หรือแพลตฟอรม

ตาง ๆ ที่มีการเก็บขอมูลสวนบุคคล ไมวาจะเปนลูกคา ผูใชงาน หรือจะเปนพนักงานที่ทํางานภายใน

องคกรเองก็ตาม ดังนั้น ทุกคนควรตระหนักรูถึงสิทธิในขอมูลสวนบุคคล อยางไรก็ตาม มีบทยกเวน 

ประเภทของกิจกรรมที่ไดรับยกเวน (มาตรา 4) แตทั้งนี้ แมจะไดรับยกเวน ตองจัดใหมีการรักษาความ

มั่นคงปลอดภัยของขอมูลสวนบุคคลใหเปนไปตามมาตรฐานดวย กิจกรรมที่ไดรับยกเวนตามมาตรา 4 

มีดังนี้  

1) การเก็บรวบรวม ใช หรือเปดเผย เพื่อประโยชนสวนรวมหรือเพื่อกิจกรรมใน

ครอบครัวของบุคคลนั้น 
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2) การดําเนินการของหนวยงานของรัฐ ที่มีหนาที่รักษาความมั่นคงของรัฐ (การคลัง) 

การรักษาความปลอดภัยของประชาชน การปองกันและปราบปรามการฟอกเงิน นิติวิทยาศาสตร

ความมั่นคงปลอดภัยทางไซเบอร 

3) การเก็บรวบรวมเพื่อกิจการสื่อสารมวลชน งานศิลปกรรม งานวรรณกรรมตาม

จริยธรรมแหงการประกอบวิชาชีพ หรือประโยชนสาธารณะ 

4) สภาผูแทนราษฎร วุฒิสภา รัฐสภา กรรมาธกิาร ตามอํานาจหนาที่ 

5) การพิจารณาพิพากษาคดีของศาล การดําเนินงานของเจาหนาที่ในกระบวนการ

พิจารณาคดี การบังคับคดี การวางทรัพย การดําเนินงานตามกระบวนการยุติธรรมทางอาญา 

6) การดําเนินการกับขอมูลของบริษัทขอมูลเครดิตและสมาชิกตามกฎหมายวาดวยการ

ประกอบขอมูลเครดิต 

ทั้งนี้  การประกาศใช PDPA เพื่อเพิ่มมาตรฐานนโยบายการรักษาขอมูลสวนบุคคลให

ปลอดภัยและนําไปใชใหถูกวัตถุประสงคตามคํายินยอมที่เจาของขอมูลสวนบุคคลไดใหไว องคกร

ขนาดใหญที่มีการเก็บรวบรวมขอมูลสวนบุคคลและมีการนําขอมูลสวนบุคคลไปใชเปนจํานวนมาก

ตองปรับใหสอดคลองกับทิศทางของกฎหมายฉบับนี ้บุคคลผูเก่ียวของใน PDPA ไดแก เจาของขอมูล

สวนบุคคล (Data Subject: DS) ผูควบคุมขอมูลสวนบุคคล (Data Controller: DC) ผูประมวลผล

ขอมูลสวนบุคคล (Data Processor: DP) เจาหนาที่คุมครองขอมูลสวนบุคคล (Data Protection 

Officer: DPO) และ บุคคลที่สาม (Third Party: TP) สามารถสรุปประเด็นได ดังนี้ 

1. เจาของขอมูลสวนบุคคลตองยินยอมกอน 

เจาของขอมูลสวนบุคคล (Data Subject : DS) คือ บุคคลผูมีชีวิตอยูที่ขอมูลสามารถ

ระบุไดทั้งทางตรง และทางออม วาเปนใคร มีสิทธิบางอยาง ตามที่กฎหมายกําหนดการเก็บรวบรวม 

ใช หรือเปดเผยขอมูลสวนบุคคลจะตองไดรับการยินยอมจากเจาของขอมูลสวนบุคคลนั้น โดยทําให

ชัดแจง เปนหนังสือหรือทําโดยผานระบบอิเล็กทรอนิกส 

2. ผูควบคุมขอมูลสวนบุคคลตองแจงวัตถุประสงคใหชัดเจน 

ผูควบคุมขอมูลสวนบุคคล (Data Controller : DC) คือบุคคลหรือนิติบุคคลซึ่งมีอํานาจ

หนาที่ตัดสินใจเก่ียวกับการเก็บรวบรวม ใช หรือเปดเผยขอมูลสวนบุคคลที่ตองแจงวัตถุประสงคของ

การเก็บรวบรวม ใช หรือเปดเผยขอมูลสวนบุคคลใหเจาของขอมูลทราบ โดยการขอความยินยอมนั้น

ตองแยกสวนออกจากขอความอ่ืนอยางชัดเจน มีแบบหรือขอความที่เขาถึงไดงาย เขาใจได รวมถึงใช

ภาษาที่อานงาย ไมทําใหเจาของขอมูลเขาใจผิดในวัตถุประสงคดังกลาว ทั้งนี้ในการใหความยินยอม

ตองไมมีเงื่อนไขที่ไมมีความเก่ียวของสําหรับการเขาทําสัญญา ซึ่งรวมถึงการใหบริการนั้น ๆ 
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ถาการถอนความยินยอมสงผลกระทบตอเจาของขอมูลสวนบุคคลในเร่ืองใด ผูควบคุม

ขอมูลสวนบุคคลตองแจงใหเจาของขอมูลสวนบุคคลทราบถึงผลกระทบจากการถอนความยินยอมนั้น 

3. สิทธิเจาของขอมูล (Data Owner) 

ผูประมวลผลขอมูลสวนบุคคล (Data Processor : DP) คือบุคคลหรือนิติบุคคลซ่ึง

ดําเนินการเก่ียวกับการเก็บรวบรวม ใช หรือเปดเผยขอมูลสวนบุคคลตามคําสั่งหรือในนามของผู

ควบคุมขอมูลสวนบุคคล ทั้งนี้ บุคคลหรือนิติบุคคลซึ่งดําเนินการดังกลาวไมเปนผูควบคุมขอมูลสวน

บุคคล และไมใชเจาหนาที่ของผูควบคุมขอมูลสวนบุคคล  เจาของขอมูลสวนบุคคลมีสิทธิถอนความ

ยินยอมเมื่อใดก็ไดและตองถอนความยินยอมไดงาย เชนเดียวกับการใหความยินยอม 

เจาของขอมูลสวนบุคคลมีสิทธิขอเขาถึงและขอรับสําเนาขอมูลสวนบุคคลที่เก่ียวกับตน

ซ่ึงอยูในความรับผิดชอบของผูควบคุมขอมูลสวนบุคคล หรือขอใหเปดเผยถึงการไดมาซึ่งขอมูลสวน

บุคคลดังกลาวที่ตนไมไดใหความยินยอม 

เจาของขอมูลสวนบุคคลมีสิทธิคัดคานการเก็บรวบรวม ใช หรือเปดเผยขอมูลสวนบุคคล

ที่เก่ียวกับตนเมื่อใดก็ได ดังนี้ 

1) กรณีไดรับยกเวนไมตองขอความยินยอม 

2) เพื่อวัตถุประสงคเก่ียวกับการตลาดแบบตรง 

3) เพื่อวัตถุประสงคเก่ียวกับการศึกษาวิจัยทางวิทยาศาสตร ประวัติศาสตร หรือ

สถิติ เวนแตเปนการจําเปนเพื่อการดําเนินภารกิจเพื่อประโยชนสาธารณะของผูควบคุมขอมูลสวน

บุคคล 

4) เจาของขอมูลสวนบุคคลมีสิทธิขอใหลบ ทําลาย หรือทําใหขอมูลสวนบุคคลเปน

ขอมูลที่ไมสามารถระบุตัวบุคคลที่เปนเจาของขอมูลได 

4. หนาที่ผูควบคุมขอมูล (Data Controller) 

1) ตองดําเนินการใหขอมูลสวนบุคคลนั้นถูกตองเปนปจจุบัน สมบูรณ และไม

กอใหเกิดความเขาใจผิด 

2) จัดใหมีมาตรการรักษาความมั่นคงปลอดภัยที่เหมาะสม 

3) ดําเนินการลบหรือทําลายขอมูลสวนบุคคลเมื่อพนกําหนดระยะเวลาการเก็บ

รักษา 

4) แจงเหตุการละเมิดขอมูลสวนบุคคลแกสํานักงานโดยไมชักชาภายในเจ็ดสิบสอง 

(72) ชั่วโมง 

5) กําหนดหนาที่และควบคุมการดําเนินงานของผูประมวลผลขอมูลสวนบุคคล 
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6) จัดใหมีเจาหนาที่คุมครองขอมูลสวนบุคคลของตน 

7) บันทึกรายการ 

8) ขอมูลสวนบุคคลที่มีการเก็บรวบรวม 

9) วัตถุประสงคของการเก็บรวบรวม 

10) ขอมูลเก่ียวกับผูควบคุมขอมูลสวนบุคคล 

11) ระยะเวลาการเก็บรักษาขอมูล 

12) สิทธิวิธีการเขาถึงขอมูลรวมทั้งเงื่อนไขเก่ียวกับบุคคลที่มีสิทธิเขาถึงขอมูล 

13) การใชหรือเปดเผยขอมูล 

14) การปฏิเสธคําขอหรือการคัดคาน 

15) คําอธิบายเก่ียวกับมาตรการรักษาความมั่นคงปลอดภัย 

 

5. หนาที่ผูประมวลผลขอมูลสวนบุคคล  (Data Processor) 

1) เก็บรวบรวม ใช หรือเปดเผยขอมูลสวนบุคคลตามคําสั่งที่ไดรับจากผูควบคุม

ขอมูลสวนบุคคลเทานั้น 

2) จัดใหมีมาตรการรักษาความมั่นคงปลอดภัยที่เหมาะสม รวมทั้งแจงใหผู

ควบคุมขอมูลสวนบุคคลทราบถึงเหตุการละเมิดขอมูลสวนบุคคลที่เกิดข้ึน 

3) จัดใหมีเจาหนาที่คุมครองขอมูลสวนบุคคลของตน 

4) จัดทําและเก็บรักษาบันทึกรายการของกิจกรรมการประมวลผลขอมูลสวน

บุคคล 

6. เจาหนาที่คุมครองขอมูลสวนบุคคล 

เจาหนาที่คุมครองขอมูลสวนบุคคล (Data Protection Officer : DPO) คือผูที่ไดรับ

มอบหมายเพื่อทําหนาที่ใหคําแนะนํา หรือตรวจสอบการคุมครองขอมูลสวนบุคคลของหนวยงาน/ 

องคกร/ สถาบัน ใหเปนไปตามกฎหมาย เจาหนาที่ในทุกแผนก หรือทุกสวนงาน ที่ไดรับมอบหมายให

ดําเนินการ เพื่อการประมวลผลขอมูล 

1) ใหคําแนะนําผูควบคุมขอมูลสวนบุคคลหรือผูประมวลผลขอมูลสวนบุคคล

เก่ียวกับการปฏิบัติตามกฎหมายนี้ 

2) ตรวจสอบเก่ียวกับการเก็บรวบรวม ใช หรือเปดเผยขอมูลสวนบุคคล 

3) ประสานงานและให ความร วมมื อกับสํ านักงานในการปฏิบัติตาม

พระราชบัญญัตินี้ 
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4) รักษาความลับของขอมูลสวนบุคคลที่ตนลวงรู 

7. บทลงโทษ 

ความรับผิดทางแพง 

1) ชดใชคาสินไหมทดแทนแกเจาของขอมูลสวนบุคคล และใหหมายความรวมถึง

คาใชจายทั้งหมดที่เจาของขอมูลสวนบุคคลไดใชจายไปตามความจําเปนในการปองกันความเสียหายที่

กําลังจะเกิดข้ึนหรือระงับความเสียหายที่เกิดข้ึนแลวดวย สรุปคือคาเสียหายตามจริง เปนคาเสียหาย

เชิงลงโทษ คาสินไหมสูงสุดสองเทาของคาเสียหายตามจริง 

2) อายุความ 3 ป นับแตวันที่ผูเสียหายรูถึงความเสียหายและรูตัวผูควบคุมขอมูล

สวนบุคคลหรือผูประมวลผลขอมูลสวนบุคคล และ อายุความ 10 ป นับแตวันที่มีการละเมิดขอมูล

สวนบุคคล 

โทษอาญา 

1) ผูควบคุมขอมูลสวนบุคคลผูใดฝาฝน นาจะทําใหผูอ่ืนเกิดความเสียหาย เสีย

ชื่อเสียง ถูกดูหมิ่น ถูกเกลียดชัง หรือไดรับความอับอาย มีโทษจําคุกไมเกินหกเดือน ( 6 เดือน ) หรือ

ปรับไมเกินหาแสน (500,000) บาท หรือทั้งจําทั้งปรับ 

2) ผูควบคุมขอมูลสวนบุคคลผูใดฝาฝน เพื่อแสวงหาประโยชนที่มิควรไดโดยชอบ

ดวยกฎหมายสําหรับตนเองหรือผูอ่ืน มีโทษจําคุกไมเกินหนึ่งป (1 ป) หรือปรับไมเกินหนึ่งลาน 

(1,000,000) บาท หรือทั้งจําทั้งปรับ 

3) ลวงรูขอมูลสวนบุคคลของผูอ่ืน เนื่องจากการปฏิบัติหนาที่และนําไปเปดเผย

แกผูอ่ืน มีโทษจําคุกไมเกินหกเดือน (6 เดือน) หรือปรับไมเกินหาแสน (500,000) บาท หรือทั้งจําทั้ง

ปรับ 

โทษทางปกครอง 

1) ไมขอความยินยอมตามแบบหรือขอความที่คณะกรรมการประกาศ หรือไมแจง

ผลกระทบจากการถอนความยินยอม มีโทษปรับทางปกครองไมเกินหนึ่งลาน (1,000,000) บาท 

2) ขอความยินยอมโดยการหลอกลวงหรือทําใหเจาของขอมูลสวนบุคคลเขาใจผิด

ในวัตถุประสงค สง หรือโอนขอมูลสวนบุคคล โดยไมมีมาตรฐานการคุมครองขอมูลสวนบุคคลที่

เพียงพอ มีโทษปรับทางปกครองไมเกินสามลาน (3,000,000) บาท 

3) เก็บรวบรวม ใช หรือเปดเผยขอมูลสวนบุคคลโดยไมไดรับความยินยอม มีโทษ

ปรับทางปกครองไมเกินหาลาน (5,000,000) บาท 
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4) ตองจัดใหมีเจาหนาที่คุมครองขอมูลสวนบุคคล ไมปฏิบัติตามมีโทษปรับทาง

ปกครองไมเกินหนึ่ง (1,000,000) ลานบาท 

5) ผูประมวลผลขอมูลสวนบุคคลผูใดไมปฏิบัติตามมาตรา 40 โดยไมมีเหตุอันควร

หรือสงหรือโอนขอมูลสวนบุคคลโดยไมเปนไปตามมาตรา 29 วรรคหนึ่งหรือวรรคสาม หรือไมปฏิบัติ 

ตามมาตรา 37 (5) ซึ่งไดนํามาใชบังคับโดยอนุโลมตามมาตรา 38 วรรคสอง ตองระวางโทษปรับทาง

ปกครองไมเกินสามลาน (3,000,000) บาท 

6) ผูประมวลผลขอมูลสวนบุคคลผูใดสงหรือโอนขอมูลสวนบุคคลโดยไมเปนไป

ตามนโยบายในการคุมครองขอมูลสวนบุคคลที่ไดรับการตรวจสอบและรับรอง หรือไมมีมาตรการ

คุมครองที่เหมาะสมตามหลักเกณฑที่คณะกรรมการประกาศกําหนด มีโทษปรับทางปกครองไมเกินหา

ลาน (5,000,000) บาท 

7) ตัวแทนผูควบคุมขอมูลสวนบุคคลหรือตัวแทนผูประมวลผลขอมูลสวนบุคคล 

ผูใดไมปฏิบัติตามมาตรา 39 วรรคหนึ่ง ซึ่งไดนํามาใชบังคับโดยอนุโลมตามมาตรา 39 วรรคสอง และ

มาตรา 41 วรรคหนึ่ง ซึ่งไดนํามาใชบังคับโดยอนุโลมตามมาตรา 41 วรรคสี่ ตองระวางโทษปรับทาง

ปกครองไมเกินหนึ่งลาน (1,000,000) บาท 

8) ผูใดไมปฏิบัติตามคําสั่งของคณะกรรมการผูเชี่ยวชาญหรือไมอํานวยความ

สะดวกแกพนักงานเจาหนาที่ มีโทษปรับทางปกครองไมเกินหาแสน (500,000) บาท 

9) กรณีที่เห็นสมควรคณะกรรมการผูเชี่ยวชาญจะสั่งใหแกไขหรือตักเตือนกอนก็

ได 

8. หนวยงานที่เกี่ยวของ 

สํานักงานคณะกรรมการคุมครองขอมูลสวนบุคคล (ส.ค.ส.) เปนหนวยงานที่คอยกําหนด

มาตรฐานในการเก็บรวบรวม การใช และการเปดเผยขอมูลสวนบุคคล และใหความรูแกเจาหนาที่

ภาครัฐ เอกชน และบุคคลทั่วไปใหมีความรูความเขาใจเก่ียวกับขอมูลสวนบุคคล 

คณะกรรมการผูเชี่ยวชาญ มีหนาที่พิจารณาเร่ืองรองเรียนเมื่อมีการละเมิด ตรวจสอบผู

เก็บขอมูลสวนบุคคล หรือผูประมวลผลขอมูลที่กอใหเกิดความเสียหายแกเจาของขอมูลสวนบุคคล 

และไกลเกลี่ยขอพิพาทตาง ๆ 

 

เอกสารอางอิง 

พระราชบัญญัติคุมครองขอมูลสวนบุคคล พ.ศ. 2562 เลม 136 ตอนที่ 69 ก ราชกิจจานุเบกษา 27  

พฤษภาคม 2562 
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พระราชกฤษฎีกากําหนดหนวยงานและกิจการที่ผูควบคุมขอมูลสวนบุคคลไมอยูภายใตบังคับ แหง

พระราชบัญญัติคุมครองขอมูลสวนบุคคล  พ.ศ. 2562 (ฉบับที่  2) พ.ศ. 2564 เลม 138   

ตอนที่ 32 ก ราชกิจจานุเบกษา 8 พฤษภาคม 2564 

เลื่อน !! PDPA กฎหมายคุมครองขอมูลสวนบุคคล เร่ิมใชป 65 พรอมแนวทางการรับมือของภาคธุรกิจ 

เขาถึง https://pdpa.pro/blogs/postpone-of-pdpa-and-guidelines 

PDPA คือ พระราชบัญญัติคุมครองขอมูลสวนบุคคล พ.ศ.2562 เขาถึง https://t-reg.co/blog/t-reg-

knowledge/what-is-pdpa/ 

 

ตัวอยางการประกาศการคุมครองขอมูลสวนบุคคล 

นโยบายการคุมครองขอมูลสวนบุคคลของสภากาชาดไทย พ.ศ. 2564 

สภากาชาดไทย เปนองคกรสาธารณะกุศลระดับชาติมีการ ดําเนินการเพ่ือมนุษยธรรม ตามหลักการกาชาด

สากล เปนองคกรท่ีมีลักษณะเปนพลวัต และนวัตกรรม โดยมีวิสัยทัศนท่ีจะกาวไปขางหนาสูความเปนเลิศ เปนไป

ตามคติทัศน ซ่ึงสภากาชาดไทยมีพันธกิจหลักอยู 4 กลุม ดังน้ี 

1. การบริการทางการแพทยและสุขภาพอนามัย 

2. การบรรเทาทุกขผูประสบภัย 

3. การบริการโลหิต 

4. การสงเสริมคุณภาพชีวิต 

เน่ืองจากสภากาชาดไทยมีกิจกรรมและใหบริการตาง ๆ อาทิ การรับบริจาค การชวยเหลือผูประสบภัย การ

สงเสริมคุณภาพชีวิตผูสูงอายุ เด็กและเยาวชน การใหบริการทางการแพทย การรับสมัครอาสาสมัคร เปนตน ซ่ึง

กิจกรรมและการใหบริการในสังกัดสภากาชาดไทย จะจัดใหมีการดําเนินการตางๆ เพ่ือคุมครองขอมูลสวนบุคคล

บนหลักการท่ีกําหนดไวตามนโยบายฯฉบับน้ี เวนแตบางกิจกรรมและการบริการอื่นใด ท่ีมีการกําหนดและประกาศ

นโยบายการคุมครองขอมูลสวนบุคคลไวเปนการเฉพาะ ซ่ึงทานสามารถอานและทําความเขาใจไดตามประกาศท่ี

เว็บไซต หรือในเอกสารแยกตามประเภทกิจกรรมหรือบริการของสภากาชาดไทย 

1.ขอบเขตและการบังคับใช 

นโยบายการคุมครองขอมูลสวนบุคคลฉบับน้ี ใชบังคับกับสภากาชาดไทย บุคลากรของสภากาชาดไทย และ

บุคคลท่ีเกี่ยวของกับการดําเนินการใด ๆ เชน การเก็บรวมรวบ บันทึก จัดระบบ ทําโครงสราง เก็บรักษา ปรับปรุง 

เปล่ียนแปลง กูคืน ใช เปดเผย สงตอ เผยแพร โอน ผสมเขาดวยกัน ลบ ทําลาย กับขอมูลสวนบุคคลตามกฎหมาย

คุมครองขอมูลสวนบุคคลท่ีบังคับใชในปจจุบัน หรือท่ีจะมีการแกไขเปนครั้งคราว 

สภากาชาดไทยมีความมุงม่ันเสมอมาในการใหความสําคัญกับการคุมครองขอมูลสวนบุคคล การลวงละเมิด

สิทธิในขอมูลสวนบุคคล การควบคุมการใชขอมูล และการปองกันการรั่วไหลของขอมูลสวนบุคคล ดวยความ

รับผิดชอบตอสังคม นโยบายฉบับน้ีไดจัดทําขึ้น เพ่ือใหเกิดความเช่ือม่ันและไดรับความไววางใจจากทานในการ



Public Health Policy & Laws Journal Vol. 8 No. 1 January-April 2022 

 

211 

 

ดําเนินการจัดการขอมูลสวนบุคคลของทานอยางเหมาะสม และมีมาตรการรักษาความปลอดภัยขอมูลสวนบุคคล

ตามท่ีกฎหมายกําหนด เพ่ือใหเปนไปตามมาตรฐานท่ีใชกันท้ังในและตางประเทศ 

2. การประมวลผลขอมูลสวนบุคคล 

2.1 สภากาชาดไทยจะเก็บรวบรวมขอมูล ใช และเปดเผยขอมูลสวนบุคคลของทานตามท่ีกฎหมายคุมครอง

ขอมูลสวนบุคคลอนุญาตใหทําได โดยทานสามารถตรวจสอบวัตถุประสงคของการใช การเปดเผยขอมูลสวนบุคคล 

และประเภทขอมูลท่ีสภากาชาดไทยเก็บรวบรวมจากหนังสือแจงการประมวลผลขอมูลสวนบุคคลของแตละ

กิจกรรมของสภากาชาดไทย ซ่ึงทานไดเขาทําธุรกรรมใด ๆ กับสภากาชาดไทย ตามชองทางกิจกรรมดังน้ี 

2.1.1 งานบริการทางการแพทยและโรงพยาบาล รายละเอียดหนังสือแจงการประมวลผลขอมูลสําหรับ

กิจกรรมน้ี 

2.1.2 งานบรรเทาทุกข อาสาสมัคร และการจัดอบรม รายละเอียดหนังสือแจงการประมวลผลขอมูลสําหรับ

กิจกรรมน้ี 

2.1.3 ศูนยรับบริจาค และใหการสนับสนุนทางวิทยาศาสตรและการแพทย รายละเอียดหนังสือแจงการ

ประมวลผลขอมูลสําหรับกิจกรรมน้ี 

2.2 ในกรณีท่ีสภากาชาดไทยจะใชขอมูลสวนบุคคลของทาน เพ่ือวัตถุประสงคอื่นใดเปนการเฉพาะ

นอกเหนือจากท่ีกลาวมา สภากาชาดไทยจะดําเนินการแจงใหทานทราบเปนครัง้คราว และอาจขอความยินยอมจาก

ทานเปนกรณี ๆ ไป โดยพิจารณาจากประเภทของขอมูล 

ขอมูลออนไหว (Sensitive Data) กฎหมายคุมครองขอมูลสวนบุคคลไดมีการกําหนดขอมูลบางประเภทให

เปนขอมูลท่ีมีความออนไหว เชน เชื้อชาติ ศาสนา พฤติกรรมทางเพศ ความคิดเห็นทางการเมือง ความพิการ ขอมูล

พันธุกรรม ขอมูลชีวภาพ ขอมูลสุขภาพ เปนตน และการเก็บรวบรวมจะทําไดตองเปนไปตามท่ีกฎหมายกําหนด ซ่ึง

รวมถึงอาจตองไดรับความยินยอมจากเจาของขอมูล ดังน้ัน สภากาชาดไทยจะดําเนินการเก็บขอมูลออนไหวเฉพาะ

ในกรณีท่ีจําเปนเทาน้ัน และสภากาชาดไทยจะแจงใหทานทราบอยางชัดแจงถึงเหตุผลความจําเปน รวมถึงอาจขอ

ความยินยอมจากทานเพ่ือเก็บรวบรวมขอมูลออนไหวดังกลาว 

ขอมูลสวนบุคคลของผูเยาว บุคคลเสมือนไรความสามารถ และบุคคลไรความสามารถ (“บุคคลท่ีถูกจํากัด

ความสามารถทางกฎหมายในการทําธุรกรรม”) สภากาชาดไทยจะทําการประมวลผลขอมูลสวนบุคคลของบุคคลท่ี

ถูกจํากัดความสามารถทางกฎหมายในการทําธุรกรรมเฉพาะกรณีและตามแนวทางท่ีกฎหมายคุมครองขอมูลสวน

บุคคลกําหนด โดยในกรณีท่ีสภากาชาดไทยมีความจําเปนจะตองขอความยินยอมในการประมวลผลขอมูลสวน

บุคคลของบุคคลท่ีถูกจํากัดความสามารถทางกฎหมายในการทําธุรกรรมสําหรับกิจกรรมใด สภากาชาดไทยจะ

ดําเนินการขอความยินยอมจากผูปกครองหรือผูใชอํานาจปกครอง ผูพิทักษ หรือผูอนุบาล ท่ีมีอํานาจกระทําการ

แทนบุคคลดังกลาว เวนแตเปนกรณีขอความยินยอมในการประมวลผลขอมูลสวนบุคคลของผูเยาวท่ีมีอายุมากกวา 

10 ป ซ่ึงเปนการเฉพาะตัวหรือ เปนการสมแกฐานานุรูปแหงตนและเปนการอันจําเปนในการดํารงชีพอันสมควร 

ซ่ึงผูเยาวดังกลาวสามารถใหความยินยอมโดยลําพังได 

2.3 สภากาชาดไทยอาจมีการเก็บรวบรวมขอมูลของทาน เม่ือทานไดมีปฏิสัมพันธหรือเขารวมกิจกรรมตาง 

ๆ ของสภากาชาดไทย อาทิ สมัครเปนอาสาสมัคร ลงทะเบียนเพ่ือรวมกิจกรรมกับสภากาชาดไทย สนับสนุนการ

ดําเนินงานของสภากาชาดไทยผานการบริจาค การซ้ือสินคาหรือผลิตภัณฑตาง ๆ ในงานท่ีสภากาชาดไทยเปนผูจัด
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ขึ้น การระดมเงินเพ่ือชวยเหลือผูประสบภัยในนามของสภากาชาดไทย การบอกเลาเรื่องราวของทานหรือให

คําแนะนําติชมของทาน เขาเปนคูสัญญากับสภากาชาดไทย ยื่นเอกสารคํารอง คําขอ ประเภทตางๆ เขาใชบริการ

ตางๆ ของสภากาชาดไทย เยี่ยมชมเพ่ือทําความรูจักสภากาชาดไทย หรือการบันทึกภาพจากกลอง CCTV กลอง

วิดีโอ กลองถายภาพน่ิงของสภากาชาดไทยเม่ือทานเขามาในสถานท่ีของสภากาชาดไทย หรือในสถานท่ีรวม

กิจกรรมของสภากาชาดไทย เปนตน 

2.4 สภากาชาดไทยอาจเก็บรวบรวมขอมูลสวนบุคคลของทานจากแหลงอื่นท่ีไมไดมาจากทานโดยตรง เชน 

จากหนวยงานภาครัฐ หรือภาคเอกชนซ่ึงเปนพันธมิตรของสภากาชาดไทย หรือจากแหลงขอมูลสาธารณะอื่น ๆ 

เชน ขอมูลท่ีเปดเผยโดยรัฐบาล และหนวยงานทางวิชาชีพ ส่ือ หรือ เอกสารเผยแพรสาธารณะ เปนตน 

2.5 สภากาชาดไทยอาจมีการเก็บรวบรวมขอมูลของทานตามท่ีทานมีปฏิสัมพันธกับสภากาชาดไทยผาน

โซเชียลมีเดียแพลตฟอรม เชน Facebook, Twitter, Instagram, LinkedIn, Line เปนตน โดยสภากาชาดไทยอาจ

ใชเทคโนโลยีอัตโนมัติในการเก็บรวบรวมขอมูลสวนบุคคลดังกลาว เม่ือทานใชงานเว็บไซตหรือแอปพลิเคช่ันของ

สภากาชาดไทย ผานคอมพิวเตอร และ/หรืออุปกรณพกพาของทาน ซ่ึงเทคโนโลยีอัตโนมัติน้ีอาจรวมถึงคุกกี้ เว็บบี

คอน พิกเซลแท็ก และเทคโนโลยีการติดตามอื่น ๆ ท่ีมีลักษณะคลายกัน โดยขอมูลท่ีสภากาชาดไทยไดรับและเก็บ

รวบรวมน้ีอาจขึ้นอยูกับการต้ังคาความเปนสวนบุคคลของทานและนโยบายความเปนสวนบุคคลของโซเชียลมีเดีย

แพลตฟอรมน้ันๆ รวมไปถึงขอมูลการใชงานหรือบริการของทานบนเว็บไซตของสภากาชาดไทย เชน หนาเพจท่ี

ทานเขาเยี่ยมชมหรือใชบริการ หรือลิงกตาง ๆ ท่ีทานไดคลิกเพ่ือเขาถึงเน้ือหาสวนอื่นของเว็บไซต หรือออกไปสู

เว็บไซตหรือแอปพลิเคชันของบุคคลท่ีสาม เปนตน รวมถึงเก็บรวบรวมขอมูลทางเทคนิคเม่ือทานใชงานเว็บไซตของ

สภากาชาดไทย เชน ประเภทระบบปฏิบัติการ ประเภทเบราวเซอร การต้ังคา ประเภทอุปกรณท่ีใช หรือขอมูล

ประเภท Uniform Resource Locator ท่ีอยูไอพี (IP Address) เปนตน 

การใชคุกกี้ คุกกี้ (Cookie) คือ ขอมูลอิเล็กทรอนิกสขนาดเล็ก จัดเก็บในลักษณะของไฟลขอความ (Text 

file) ท่ีจะถูกสงไปยังเบราวเซอรของเจาของขอมูล เพ่ือสงขอมูลกลับมายังเซิรฟเวอรทุกครั้งท่ีเจาของขอมูลไดมี

การเยี่ยมชมหนาเว็บไซต โดยเว็บไซตของสภากาชาดไทยจะสงคุกกี้ไปยังเบราวเซอรของทาน และอาจมีการบันทึก

ลงในเครื่องคอมพิวเตอรหรืออุปกรณท่ีทานใชเขาเว็บไซต ซ่ึงคุกกี้มีประโยชนสําคัญในการทําใหเว็บไซตสามารถ

จดจําการต้ังคาตาง ๆ บนอุปกรณของทานได 

ท้ังน้ี เม่ือทานเลือกการบริการใด ๆ ของสภากาชาดไทย ลงทะเบียนรับขาวสารหรือการแจงทางอีเมล กรอก

ขอมูลแบบฟอรมออนไลน หรือกรอกแบบสอบถาม สภากาชาดไทยอาจระบุเบราวเซอรของทาน และนําขอมูลจาก

คุกกี้ และขอมูลอื่นท่ีเก็บรวบรวมออนไลนไปใชรวมกับขอมูลอื่นท่ีอยูในความครอบครองของสภากาชาดไทย ท้ังน้ี 

ทานอาจลบการต้ังคาเบราวเซอรเพ่ือยกเลิกการใชคุกกี้ และยังคงใชงานเว็บไซตของสภากาชาดไทยตอไปได 

รายละเอียดเพ่ิมเติมเปนไปตามนโยบายคุกกี้ (Cookie Policy)  

2.6 สภากาชาดไทยจะเก็บรักษาขอมูลสวนบุคคลของทานไวเปนระยะเวลาตราบเทาท่ีวัตถุประสงคของการ

นําขอมูลดังกลาวไปใชยังคงมีอยู หลังจากน้ันสภากาชาดไทยจะลบและทําลายขอมูลดังกลาว เวนแตกรณี

จําเปนตองเก็บรักษาขอมูลตอไปตามท่ีกฎหมายท่ีเกี่ยวของกําหนด หรือเพ่ือเปนการคุมครองสิทธิประโยชนของ

สภากาชาดไทย โดยปกติระยะเวลาการเก็บขอมูลสูงสุดจะไมเกินกําหนดระยะเวลา 10 (สิบ) ป เวนแตจะมีกฎหมาย

กําหนดใหเก็บรักษาขอมูลไวเปนระยะเวลานานกวาท่ีกําหนดไวดังกลาวขางตน หรือหากมีความจําเปนเพ่ือ
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วัตถุประสงคอื่น ๆ เชน เพ่ือความปลอดภัย เพ่ือการปองกันการละเมิดหรือการประพฤติมิชอบ หรือเพ่ือการเก็บ

บันทึกทางการเงิน เปนตน 

2.7 สภากาชาดไทยจะไมเปดเผยขอมูลสวนบุคคลของเจาของขอมูล โดยไมมีฐานการประมวลผลขอมูลโดย

ชอบดวยกฎหมาย โดยขอมูลของทานอาจถูกเปดเผย หรือโอนไปยังองคกรภาครัฐและภาคเอกชน หนวยงานของรัฐ 

หรือผูใหบริการภายนอก 

ในกรณีท่ีสภากาชาดไทยจําเปนตองสงขอมูลสวนบุคคลของทานใหแกบุคคลภายนอก สภากาชาดไทยจะ

ดําเนินการตามขั้นตอนท่ีเหมาะสมเพ่ือใหม่ันใจวา บุคคลภายนอกจะดูแลขอมูลสวนบุคคลของทาน ไมใหเกิดการ

สูญหาย การเขาถึงขอมูลโดยไมไดรับอนุญาต การใช การดัดแปลง หรือการเปดเผยและการใชงานท่ีไมถูกตอง 

2.8 สภากาชาดไทยจะทําการเปดเผยขอมูลสวนบุคคลตอผูรับขอมูลในตางประเทศ เฉพาะกรณีท่ีกฎหมาย

คุมครองขอมูลสวนบุคคลกําหนดใหทําไดเทาน้ัน ท้ังน้ี สภากาชาดไทยอาจปฏิบัติตามหลักเกณฑการโอนขอมูล

ระหวางประเทศ โดยเขาทําขอสัญญามาตรฐานหรือใชกลไกอื่นท่ีพึงมีตามกฎหมายวาดวยการคุมครองขอมูลท่ีใช

บังคับ และสภากาชาดไทยอาจอาศัยสัญญาการโอนขอมูล หรือกลไกอื่นท่ีไดรับการอนุมัติ เพ่ือการโอนขอมูลสวน

บุคคลไปยังตางประเทศ 

3.การรักษาความม่ันคงปลอดภัยของขอมูลสวนบุคคล 

3.1 สภากาชาดไทยจะใชมาตรการรักษาความม่ันคงปลอดภัยของขอมูลสวนบุคคล ซ่ึงครอบคลุมถึง

มาตรการปองกันดานการบริหารจัดการ (Administrative Safeguard) มาตรการปองกันดานเทคนิค (Technical 

Safeguard) และมาตรการปองกันทางกายภาพ (Physical Safeguard) ในเรื่องการเขาถึงหรือควบคุมการใชงาน

ขอมูลสวนบุคคล (Access Control) เพ่ือปองกันการเขาถึงและเปดเผยขอมูลโดยไมไดรับอนุญาต และสอดคลอง

กับการดําเนินงานของสภากาชาดไทย และมาตรฐานท่ีรับรองโดยท่ัวไป 

3.2 สภากาชาดไทยกําหนดใหเจาหนาท่ีของสภากาชาดไทย เขารับการฝกอบรมเกี่ยวกับการคุมครองขอมูล

สวนบุคคลและการรักษาความม่ันคงปลอดภัยของขอมูล นอกจากน้ี สภากาชาดไทยยังมีการจัดจางผูใหบริการ

ภายนอกเพ่ือดําเนินการตรวจสอบสถานะใหแนใจวา ผูใหบริการภายนอกท่ีสภากาชาดไทยทําการวาจางจะมีการใช

มาตรการในการเก็บรวบรวม ประมวลผล โอนยาย จัดการ และรักษาความม่ันคงปลอดภัยของขอมูลอยางเพียงพอ

ในการใหบริการภายใตวัตถุประสงคของสภากาชาดไทย 

3.3 สภากาชาดไทยจะมีการสอบทานและปรับปรุงมาตรการดังกลาวตามความจําเปนเพ่ือใหแนใจวาการ

ประมวลผลขอมูลดังกลาวเปนไปตามมาตรฐานตางๆ ของประเทศและกฎระเบียบท่ีเกี่ยวของ 

อยางไรก็ดีแมวาสภากาชาดไทยจะทุมเทและใชความพยายามในการดูแลขอมูลใหมีความปลอดภัย ดวยการ

ใชเครื่องมือทางเทคนิครวมกับการบริหารจัดการโดยบุคคล เพ่ือควบคุมและรักษาความปลอดภัยขอมูล มิใหมีการ

เขาถึงขอมูลสวนตัวหรือขอมูลท่ีเปนความลับของเจาของขอมูลโดยไมไดรับอนุญาต แตอาจไมสามารถปองกัน

ความผิดพลาดไดทุกประการ เชน การปกปองขอมูลของเจาของขอมูลจากการถูกจูโจมโดยไวรัสคอมพิวเตอร หรือ

ถูกเขาถึงโดยบุคคลท่ีไมมีอํานาจได เจาของขอมูลจึงควรติดตามขาวสารเกี่ยวกับคอมพิวเตอรใหทันสมัยอยูเสมอ 

ติดต้ังซอฟตแวรประเภท personal firewall เพ่ือปองกันคอมพิวเตอรจากการจูโจม หรือโจรกรรมขอมูล 

4.การรองรับการใชสิทธิของเจาของขอมูลสวนบุคคล 
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ภายใตกฎหมายคุมครองขอมูลสวนบุคคล เจาของขอมูลสามารถใชสิทธิตามท่ีกฎหมายกําหนด โดยมีสิทธิ

ดังตอไปน้ี 

4.1 สิทธิในการเขาถึงขอมูลสวนบุคคล 

4.2 สิทธิในการแกไขขอมูลสวนบุคคลใหถูกตอง 

4.3 สิทธิในการโอนถายขอมูลสวนบุคคล 

4.4 สิทธิในการขอใหลบขอมูลสวนบุคคล 

4.5 สิทธิในการระงับใชขอมูลสวนบุคคล 

4.6 สิทธิในการคัดคานการเก็บ การใช การเปดเผยขอมูลสวนบุคคล 

4.7 สิทธิในการถอนความยินยอม 

ในกรณีท่ีเจาของขอมูลเคยใหความยินยอมใด ๆ ไวใหแกสภากาชาดไทย (ท่ีไมใชความยินยอมตามท่ี

กฎหมายอื่นกําหนด) เจาของขอมูลสามารถเพิกถอนความยินยอมดังกลาวเม่ือใดก็ได แตอาจกระทบตอการ

ใหบริการบางประการซ่ึงจะไดแจงใหเจาของขอมูลทราบในเวลาท่ีเจาของขอมูลขอถอนความยินยอม 

5. การติดตอกับสภากาชาดไทย 

หากทานเห็นวา การประมวลผลขอมูลสวนบุคคลของทานไมเปนไปตามพระราชบัญญัติคุมครองขอมูลสวน

บุคคล พ.ศ.2562 ทานมีสิทธิท่ีจะรองเรียนเปนลายลักษณอักษรไปท่ีเจาหนาท่ีคุมครองขอมูลสวนบุคคลของ

สภากาชาดไทยผานชองทางท่ีระบุไวดานลาง ท้ังน้ี สภากาชาดไทยจะตอบกลับมายังทานภายในระยะเวลาท่ี

สมเหตุสมผล และไมเกินระยะเวลาท่ีกฎหมายกําหนด ท้ังน้ี สภากาชาดไทยจะใชความพยายามทุกวิถีทาง เพ่ือ

แกไขขอรองเรียนหรือปญหาตาง ๆ โดยเร็วท่ีสุดเทาท่ีทําได 

อยางไรก็ตาม สภากาชาดไทยจะช้ีแจงใหทานทราบ หากคํารองขอใชสิทธิของทานเกิดขอจํากัดบางประการ 

ซ่ึงไมสามารถปฏิบัติตามคํารองขอใชสิทธิของทานได เน่ืองจากขอจํากัดดังกลาวเปนไปตามท่ีกฎหมายกําหนด 

นอกจากน้ี หากทานเห็นวา สภากาชาดไทยมีการฝาฝนกฎหมายวาดวยการคุมครองขอมูลสวนบุคคล ทาน

สามารถยื่นขอรองเรียนตอสํานักงานคณะกรรมการคุมครองขอมูลสวนบุคคล 

 

ประกาศ ณ วันท่ี 1 เดือน พฤศจิกายน พ.ศ. 2564 

ท่ีมา website https://www.redcross.or.th/trcs-pdpa 

 


