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บทคัดย่อ 

การวิจัย ครั้งนี้มีวัตถุประสงค์เพื่อศึกษากฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์ เนื่องจากปัจจุบันพบปัญหาดังนี้ (1) ปัญหารูปแบบการกระท าความผิด (2) ปัญหา
ผลกระทบจากการกระท าผิด (3) ปัญหากฎหมายในการป้องกันการกระท าความผิด (4) ปัญหาความรับผิด
ทางแพ่ง (5) การป้องกันความเสียหายโดยผู้ถูกกระท าผิด (6) ปัญหาการด าเนินคดีเกี่ยวกับการกระท า
ความผิด  

ผลการวิจัย พบว่า (1) รูปแบบการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ เป็นการกระท า
ความผิดทางอาญาซึ่งเป็นการกระท าโดยเจตนา อาศัยความรู้ทางด้านเทคโนโลยีสารสนเทศกระท า
ความผิด (2) ผลกระทบจากการกระท าความผิด จะเกี่ยวข้องกับการคุ้มครองสิทธิและเสรีภาพของ
ประชาชน (3) มาตรการทางกฎหมายในการป้องกันการกระท าความผิด ของต่างประเทศ มีบทลงโทษ
ชัดเจน ของประเทศไทยยังไม่ชัดเจนพอท้ังทางอาญาและทางแพ่ง (4) ความรับผิดทางแพ่งอันเกิดจากการ
กระท าละเมิดต่อข้อมูลอิเล็กทรอนิกส์ ไม่มีกฎหมายก าหนดความรับผิดทางแพ่ง (5) ผู้ถูกกระท าผิดจะต้อง
มีมาตรการในการป้องกันตนเองด้วย (6) ควรมีการจัดต้ังศาลช านัญพิเศษพิจารณาคดีความผิดเกี่ยวกับ
อิเล็กทรอนิกส์ จึงมีข้อเสนอแนะให้มีการแก้ไขเพิ่มเติมประมวลกฎหมายอาญา มาตรา 269/1 วรรคสอง 
และแก้ไขเพิ่มเติมประมวลกฎหมายแพ่งและพาณิชย์ มาตรา 438 วรรคสาม และให้ผู้เสียหายสร้าง
โปรแกรมป้องกันการเข้าถึงข้อมูล ให้คณะกรรมการกิจการกระจายเสียง กิจการโทรทัศน์ และกิจการ
โทรคมนาคมแห่งชาติ โฆษณา ประชาสัมพันธ์ ให้ประชาชนทราบ เกี่ยวกับโทษของการกระท าความผิดต่อ
ข้อมูลอิเล็กทรอนิกส์ ให้มีการจัดต้ังศาลช านัญพิเศษเพื่อพิจารณาคดีเกี่ยวกับการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์โดยเฉพาะ  
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Abstract 
 The objectives of this research were to study the Legal Measures Relating to the 
Offenses of Electronic Data. Due to the following conditions, (1) the problem of the 
offense model (2) the problem of the offense impact, (3) the legal problem in 
preventing the offense, (4) the problem of a civil liability offense ,(5) the prevention of 
damaging by the offender, (6) the problem of prosecution in relation to offense. 
            The research results had found that (1) the offense model against the electronic 
data was the criminal offense which was an intentional act relying on knowledge of 
information technology to commit crimes, (2) the impact of offense involving the 
protection of the rights and liberties of the people (3) Legal measures to prevent 
offenses of the foreign countries. There were clear penalties, but in Thailand were not 
clear enough, both criminal and civil, (4) civil liability arising from violations of electronic 
data. There was no law specifying civil liability. (5) The offender must have measures to 
protect himself as well. (6) There should be a specialized court to consider electronic 
offenses. Therefore, there was the suggestion for the amendment of Section 269/1, the 
second paragraph and the amendment of the Civil and Commercial Code, Section 438, 
third paragraph, and the injured person to create a program to prevent data access. The 
Broadcasting Commission, Television business and the National Telecommunications 
Business, Advertising and public relations to the public to know about the penalty of an 
electronic data offense and setting up the special court and having the special experts 
to consider the case of electronic data abuse in particular. 
 
Keywords: Offense, Electronic Data 
 
บทน า 

สังคมปัจจุบันได้น าระบบอิเล็กทรอนิกส์เข้ามาช่วยในการติดต่อส่ือสาร ข้อมูลระหว่างกัน 
คอมพิวเตอร์จึงเป็นอุปกรณ์ส าคัญท่ีใช้ในการติดต่อส่ือสารในยุคเทคโนโลยีสารสนเทศ เช่นเดียวกับข้อมูล
อิเล็กทรอนิกส์ท่ีใช้ติดต่อส่ือสารก็มีความส าคัญตามไปด้วยคอมพิวเตอร์มีบทบาทส าคัญต่อระบบการ
ส่ือสารและการคมนาคมในการลดระยะทาง เวลารวมถึงค่าใช้จ่ายเพื่อการแลกเปล่ียนข้อมูลข่าวสารซึ่งกัน
และกันอันเป็นคุณประโยชน์แก่การพัฒนาสังคมทุกด้าน การส่ือสารข้อมูลต่างๆ เป็นอย่างรวดเร็วและมี
ประสิทธิภาพ ในยุคท่ี พัฒนาการทางเทคโนโลยีก้าวหน้าไปอย่างรวดเร็ว คอมพิวเตอร์และเครือข่าย
อินเตอร์เน็ตโดยผ่านส่ืออิเล็กทรอนิกส์ในการส่งข้อมูลระหว่างกัน ซึ่งน ามาใช้แก้ปัญหาความล่าช้าในการ
ติดต่อส่ือสาร สังคมโลกปัจจุบันจึงเข้าสู่ยุคท่ีไม่ต้องใช้เอกสาร แม้กระท่ังธนบัตรท่ีเป็นเงินสด ทุกส่ิงทุก
อย่างสามารถกระท าได้โดยผ่าน เครื่องมืออิเล็กทรอนิกส์ข้อมูลต่างๆ ถูกจัดเก็บอยู่ในรูปอิเล็กทรอนิกส์
สามารถใช้ประมวลผล แยกประเภท จัดหมวดหมู่ได้อย่างรวดเร็ว เก็บรักษาและควบคุมดูแลได้โดยง่าย 
สามารถคัดเก็บข้อมูล อิเล็กทรอนิกส์ในส่ือบันทึกข้อมูลรูปแบบใหม่ท่ีมีการพัฒนาให้มีขนาดเล็กกะทัดรัด
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แต่สามารถเก็บ ข้อมูลได้มากขึ้น สามารถเข้าถึงข้อมูลได้ง่ายยิ่งขึ้นจึงเอื้อต่อการน าข้อมูลไปใช้ประโยชน์ใน
หลายๆด้าน (ชัยวัฒน์  วงศ์วัฒน์ศานต์,  2545 : 2) 

การใช้เครื่องมือส่ือสารทางอิเล็กทรอนิกส์ในการกระท าความผิด จึงเป็นโอกาสใหม่ในการกระท า
ความผิด ซึ่งลักษณะของการกระท าความผิดมี 2 รูปแบบ คือการใช้คอมพิวเตอร์เป็นเครื่องมือในการ
กระท าความผิดแบบเดิม แต่ใช้วิธีหรือเครื่องมือใหม่ กับอีกรูปแบบหนึ่งเป็นการกระท าต่อข้อมูล
อิเล็กทรอนิกส์ เช่น การแก้ไข ท าลายค าส่ัง ชุดค าส่ัง และโปรแกรมคอมพิวเตอร์ เป็นเหตุให้เกิดความ
เสียหายแก่ผู้อื่นซึ่งลักษณะการกระท าผิดเช่นนี้กฎหมายอาญาเดิมอาจไม่ครอบคลุมเพี ยงพอ เพราะมี
ลักษณะท่ีแตกต่างจากการกระท าความผิดแบบเดิมในหลายแง่มุม ได้แก่ เรื่องวัตถุแห่งการกระท าผิดท่ี
เปล่ียนไปเป็นส่ิงท่ีไม่สามารถจับต้องได้ ในรูปข้อมูลข่าวสารท่ีเป็นแม่เหล็กไฟฟ้า (Electronic Impulse) 
ซึ่งในการกระท าความผิดโดยการใช้คอมพิวเตอร์เป็นเครื่องมื อในการกระท าความผิดนั้นถือว่าเป็น
อาชญากรรมทางอิเล็กทรอนิกส์ จะเห็นตัวอย่างในการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ เกิดขึ้นอยู่
เสมอ (วัลลิกา  อุ่นศรี,  2544 : 4) 

จะสังเกตเห็นว่าถึงแม้รัฐบาลจะได้ตราพระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับ
คอมพิวเตอร์ พ.ศ. 2550 และท่ีแก้ไขเพิ่มเติม (ฉบับท่ี 2) พ.ศ. 2560 ขึ้นมาเพื่อยับยั้ง ป้องกันการกระท า
ความผิดดังกล่าวแต่ก็ยังคงมีผู้กระท าความผิดเกี่ยวกับข้อมูลอิเล็กทรอนิกส์อยู่ ซึ่งบางรายก็มีการไกล่เกล่ีย
ยอมความกันไป บางรายก็มีค าพิพากษาลงโทษจ าคุก  
 ในส่วนของข้อมูลอิเล็กทรอนิกส์ก็สามารถน ามาใช้ประโยชน์ได้ในหลายๆด้านด้วยกัน เช่น 
เกี่ยวกับการด าเนินคดีอาชญากรรมต่างๆ ซึ่งมีคดีตัวอย่างดังต่อไปนี้ 
 1) คดีหวย 30 ล้าน ในคดีท่ีครูปรีชายื่นฟ้องหมวดจรูญในข้อหายักยอกสลากรางวัลท่ี1มูลค่า 30 
ล้านบาท หลังหลักฐานนิติวิทยาศาสตร์ไม่สอดคล้องกับข้อเท็จจริง ซึ่งจากข้อเท็จจริงเมื่อวันท่ี 4 มิ.ย. 62 
ศาลจังหวัดกาญจนบุรี ได้อ่านค าพิพากษาในคดีท่ี นายปรีชา ใคร่ครวญ หรือครูปรีชา เป็นโจทก์ยื่นฟ้อง 
ร้อยต ารวจโทจรูญ วิมูล หรือหมวดจรูญ อดีตข้าราชการต ารวจ ข้อหายักยอกทรัพย์ รับของโจร จากกรณี
การอ้างสิทธิเป็นเจ้าของสลากกินแบ่งรัฐบาล รางวัลท่ี 1 งวดประจ าวันท่ี 1 พ.ย. 2560 หมายเลข 
533726 จ านวน 1 ชุด 5 ใบ เป็นเงิน จ านวน 30 ล้านบาท 
 2) คดีนายสมคิด  พุ่มพวงได้ก่อเหตุการณ์สยองขวัญเป็นท่ีรับรู้เมื่อช่วงสายวันท่ี 16 ธันวาคม 
2562 โดย พ.ต.อ.ขจรฤทธิ์ วงษ์ราช ผกก.สภ.กระนวน จ.ขอนแก่น ระบุว่า เมื่อคืนวันท่ี 15 ธันวาคม2562 
ได้รับแจ้งเหตุฆาตกรรมนางรัศมี มุลิจันทร์ อายุ 51 ปี เหตุเกิดภายในบ้านเลขท่ี 293 ม.19 ต.หนองโก อ.
กระนวน จ.ขอนแก่น ของผู้ตายโดยเจ้าหน้าท่ีพบศพนางรัศมีถูกห่อด้วยผ้าห่ม ท่อนบนสวมเส้ือยืด ล าคอ
ถูกพันด้วยเทปใส ข้อเท้ามัดด้วยสายชาร์จแบตโทรศัพท์ ซุกอยู่ในฟูกท่ีนอนท่ีวางอยู่ในห้อง ตรวจสอบ
พบว่าเสียชีวิตมาประมาณ 8 ช่ัวโมง ร่างกายไม่มีร่องรอยถูกท าร้าย ไม่มีร่องรอยต่อสู้ ไม่มีร่องรอยรื้อค้นใน
บ้าน คาดคนร้ายลงมือตอนที่ผู้ตายนอนหลับเมื่อสืบสวนลึกเข้าก็พบว่าคนร้ายรายนี้ก็คือนายสมคิด พุ่มพวง 
ฆาตกรต่อเนื่องท่ีลงมือโหดมาแล้ว 5 ศพเมื่อปี 2548 และถูกศาลพิพากษาจ าคุกตลอดชีวิตแต่ในฐานะ
นักโทษช้ันดี ก็ได้ลดหย่อนโทษมาเป็นล าดับ จนติดคุกจริง 14 ปี พ้นคุกออกมาเมื่อกลางปีท่ีผ่านมาแล้วก่อ
เหตุสยองขึ้นมาอีก 
 จากกรณีศึกษาและค าพิพากษาศาลฎีกาดังกล่าวถึงแม้ว่ารัฐบาลจะได้ออกพ.ร.บ.ว่าด้วยการ
กระท าความผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550มาตรา 9 ซึ่งบัญญัติว่า “ผู้ใดท าให้เสียหาย ท าลาย แก้ไข 
เปล่ียนแปลง หรือเพิ่มเติมไม่ว่าท้ังหมดหรือบางส่วน ซึ่งข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิชอบ ต้องระวาง
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โทษจ าคุก ไม่เกินห้าปี หรือปรับไม่เกินหนึ่งแสนบาท หรือท้ังจ าท้ังปรับ” ซึ่งถึงแม้จะมีบทบัญญัติกฎหมาย
และก าหนดโทษบังคับเอาไว้เกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ ดังกล่าวแต่ก็ยังคงมีการ
กระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์อยู่เป็นจ านวนมาก ดังปรากฏเป็นข่าวเกิดขึ้นอย่างแพร่หลาย 
จนกระท่ังเป็นคดีฟ้องร้องยังศาลโดยเฉพาะอย่างยิ่งเกี่ยวกับนักการเมือง หรือนักข่าว จึงสามารถสรุป
ปัญหาท่ีเกิดขึ้นได้ดังนี้คือ(1) ปัญหารูปแบบการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ (2) ปัญหา
ผลกระทบจากการกระท าผิดต่อข้อมูลอิเล็กทรอนิกส์ (3) ปัญหาทางกฎหมายในการป้องกันการกระท า
ความผิดต่อข้อมูลอิเล็กทรอนิกส์ (4) ปัญหาความรับผิดทางแพ่งอันเกิดจากการกระท าละเมิดต่อข้อมูล
อิเล็กทรอนิกส์ (5) การป้องกันความเสียหายโดยผู้ถูกกระท าผิดต่อข้อมูลอิเล็กทรอนิกส์ (6) ปัญหาการ
ด าเนินคดีเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ ซึ่งจากการกระท าความผิดดังกล่าวอาจเกิด
จากความไม่ชัดเจนในตัวบทกฎหมาย หรือความไม่เข้าใจในตัวบทกฎหมายของประชาชนหรือกฎหมาย
อาจจะมีบทก าหนดโทษน้อยเกินไป และบทลงโทษตามกฎหมายต่างๆเกี่ยวกับการกระท าความผิดต่อ
ข้อมูลอิเล็กทรอนิกส์มีเฉพาะโทษทางอาญา ไม่มีบทลงโทษทางแพ่งเอาไว้  ดังนั้นผู้วิจัยจึงเห็นว่าควรต้องมี
การแก้ไขเพิ่มเติมกฎหมายเพื่อให้ทันสมัยต่อไป 
 
วัตถุประสงค์ของการวิจัย 
 1. เพื่อแก้ไขเพิ่มเติมกฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์       
 2. เพื่อศึกษามาตรการทางกฎหมายเกี่ยวกับมาตรการทางกฎหมายเกี่ยวกับการกระท าความผิด
ต่อข้อมูลอิเล็กทรอนิกส์ ท้ังของประเทศไทยและกฎหมายต่างประเทศ    
 3. เพื่อศึกษาวิเคราะห์ปัญหามาตรการทางกฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์       
 4. เพื่อเสนอแนะให้แก้ ไขเพิ่มเติมกฎหมายท่ีเกี่ยวข้องกับการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์ 
 
 
ระเบียบวิธีวิจัย  
 เนื่องจาก การวิจัยครั้งนี้ เป็นการวิจัย เชิงคุณภาพ (Qualitative Research) โดยเป็นการวิจัย
ข้อมูลจากเอกสาร (Documentary Research) โดยศึกษาและวิเคราะห์ข้อมูลท่ีได้จากแนวคิด ทฤษฎี
เกี่ยวกับมาตรการทางกฎหมายเกี่ยวกับการกระท าความผิด ต่อข้อมูลอิเล็กทรอนิกส์ ข้อมูลทาง 
อินเตอร์เน็ต บทความในวารสาร ต าราต่างๆท้ังของต่างประเทศ และ ของไทย และการหาข้อมูล
ภาคสนามโดยการออกแบบสัมภาษณ์บุคลากร ซึ่งมีความรู้ความเข้าใจ เกี่ยวกับมาตรการทางกฎหมาย
เกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ โดยเครื่องมือท่ีใช้ในการเก็บรวบรวมข้อมูลแบ่ง
ออกเป็น 2 ประเภท 
 (1) ข้อมูลปฐมภูมิ (Primary Data) ได้จากการสัมภาษณ์เชิงลึก ด้วยการออกแบบสอบถามแบบ
ปลายปิด เพื่อให้ง่ายต่อการเก็บข้อมูล ในประเด็นท่ีก าหนด ผสมผสานกับแบบปลายเปิด (Opened 
Form) เพื่อเปิดกว้างให้แสดงความคิดเห็นนอกเหนือประเด็นท่ีก าหนดไว้ ท้ังนี้ เพื่อให้ได้ข้อมูลในเชิงลึกท่ีมี
ความเหมาะสมภายใต้กรอบแนวคิดในการวิจัยในการสัมภาษณ์ จะประกอบด้วยค าถามท่ีเกี่ยวกับ
มาตรการทางกฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์       
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 (2) ข้อมูลทุติยภูมิ (Secondary Data) เป็นข้อมูล ท่ีได้จากเอกสารโดยการรวบรวมจาก แนวคิด 
และทฤษฎี ผลงานวิจัยท่ีเกี่ยวข้อง รัฐธรรมนูญแห่งราชอาณาจักรไทย พุทธศักดิราช 2560 และตัวบท
กฎหมายท่ีเกี่ยวข้อง หนังสือ ต ารา เอกสารวิชาการด้านกฎหมาย ค าพิพากษาศาลฎีกา และเอกสารท่ี
เกี่ยวข้องกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์       
  
ขอบเขตวิธีการวิจัย 

งานวิจัยฉบับนี้มุ่งศึกษาถึงกฎหมายท่ีเกี่ยวข้องเกี่ยวกับมาตรการทางกฎหมายเกี่ยวกับการกระท า
ความผิดต่อข้อมูลอิเล็กทรอนิกส์ โดยท าการศึกษา รัฐธรรมนูญแห่งราชอาณาจักรไทย พุทธศักราช 2560 
พระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ.2550 แก้ไขเพิ่มเติม (ฉบับท่ี 2) พ.ศ.
2560 พระราชบัญญัติว่าด้วยธุรกรรมทางอิเล็กทรอนิกส์ พ.ศ.2544 ประมวลกฎหมายอาญา ประมวล
กฎหมายแพ่งและพาณิชย์ และ กฎหมายของต่างประเทศ  
 
ประโยชน์ท่ีจะได้รับจากการวิจัย 

1. ท าให้สามารถแก้ไขเพิ่มเติมกฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์       
 2. ท าให้ทราบมาตรการทางกฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ ท้ังของ
ประเทศไทยและกฎหมายต่างประเทศ    
 3. ท าให้ทราบผลการวิเคราะห์ปัญหาทางกฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์       
 4. ท าให้ทราบแนวทางในการเสนอแนะให้แก้ไขเพิ่มเติมกฎหมายท่ีเกี่ยวข้องกับการกระท า
ความผิดต่อข้อมูลอิเล็กทรอนิกส์ 
 
อภิปรายผล 

จากการศึกษาวิจัยสามารถวิเคราะห์ข้อมูลอิเล็กทรอนิกส์ตามวัตถุประสงค์ของการวิจัยเพื่อศึกษา
แนวคิด และทฤษฎี เกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ และมาตรการทางกฎหมาย
เกี่ยวกับเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ ท้ังของประเทศไทยและกฎหมายต่างประเทศ 
เพื่อเสนอแนะให้แก้ไขเพิ่มเติมกฎหมายท่ีเกี่ยวข้องกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ ซึ่ง
สามารถสรุปผลการวิจัยได้ดังนี้ 
 (1) รูปแบบการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ 
 รูปแบบการกระท าผิดต่อข้อมูลอิเล็กทรอนิกส์ มีหลายรูปแบบด้วยกันมีต้ังแต่การเจาะระบบข้อมูล 
การเจาะเข้าไปในระบบส่ือสารและการรักษาความปลอดภัยของซอฟต์แวร์ข้อมูลต่าง ๆ การเจาะเข้าสู่
ระบบรักษาความปลอดภัยของระบบปฏิบัติการ และ การเจาะผ่านระบบรักษาความปลอดภัยส่วนบุคคล
อินเทอร์เน็ตเพื่อเป็นช่องทางในการกระท าความผิด รูปแบบของอาชญากรรมคอมพิวเตอร์ท่ีได้กล่าวมา
ข้างต้นนั้นเป็นรูปแบบเบื้องต้นท่ีกล่าวถึงอาชญากรรมคอมพิวเตอร์โดยแต่ละรูปแบบนั้นจะก่อให้เกิดความ
เสียหายท่ีแตกต่างกันออกไป ซึ่งผู้ท่ีได้รับผลกระทบจากอาชญากรรมคอมพิวเตอร์นั้นก็คือภาครัฐ 
ภาคเอกชน และองค์กรต่าง ๆ ซึ่งรวมไปถึงบุคคลโดยท่ัวไปด้วย ซึ่งโดยธรรมชาติของอาชญากรรม
คอมพิวเตอร์ ผู้กระท าผิดมักจะพยายามปรับรูปแบบเพื่อให้ง่ายต่อการกระท าผิดและยากต่อการสืบสวน
ติดตามจับกุม ในส่วนของอาชญากรรมทางคอมพิวเตอร์นั้นก็เช่นเดียวกัน ผู้กระท าผิดก็พยายามหาช่อง



 วารสารวิชาการสถาบันวิทยาการจัดการแห่งแปซิฟิค                                                 ปีที่ 10 ฉบับที ่2 พฤษภาคม – สิงหาคม 2567 
 The Journal of Pacific Institute of Management science                                    Vol.10 No.2 (2024)  May – August,2024  
******************************************************************************************************* 

   244 | page 
 

โอกาสท่ีเทคโนโลยีสมัยใหม่ได้เอื้ออ านวยประกอบกับมีช่องว่างทางกฎหมายบางประการดังจะเห็นได้ว่า
ในช่วงท่ีผ่านมาจะเกิดคดีอาชญากรรมทางคอมพิวเตอร์มีความถี่มากขึ้นรูปแบบการกระท าความผิดก็มี
ความหลากหลายมากขึ้นและนับวันจะเป็นปัญหามากยิ่งขึ้นหน่วยงานภาครัฐและเอกชนซึ่งรับผิดชอบ
เกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์จึงต้องหาวิธีการป้องกันไม่ให้เกิดการกระท าความผิด
ดังกล่าว 
 (2) ผลกระทบจากการกระท าผิดต่อข้อมูลอิเล็กทรอนิกส์ 
 จากการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ ท าให้ประชาชนผู้ใช้ระบบข้อมูลอิเล็กทรอนิกส์ 
รวมไปถึงผู้ให้บริการท้ังหลายจะต้องได้รับผลกระทบอย่างมาก เช่น การท าให้ข้อมูลได้รับความเสียหาย 
การท าลายข้อมูล การแก้ไขข้อมูล การเปล่ียนแปลงข้อมูล การเพิ่มเติมข้อมูลไม่ว่าท้ังหมดหรือบางส่วน 
หรือการถูกโจรกรรมข้อมูล ซึ่งการกระท าความผิดดังกล่าวนี้อาจท าให้เกิดผลกระทบไม่เป็นเพียงการ
กระทบต่อสิทธิเสรีภาพในการใช้ แสดงความคิดเห็น ซึ่งเป็นพื้นฐาน แต่ยังรวมไปถึงผลกระทบทาง
เศรษฐกิจท่ีมากมายมหาศาล เนื่องจากความเช่ือมั่นในการลงทุนสร้างระบบออนไลน์ในประเทศไทย 
จะต้องขาดความเช่ือถือ ซึ่งในส่วนนี้ เองท่ีจะท าให้ภาคธุรกิจท่ีใช้ระบบข้อมูลอิเล็กทรอนิกส์ หรือ
อินเตอร์เน็ตได้รับผลกระทบอย่างมาก ไม่ว่าจะเป็นส่ือสังคมออนไลน์ หรือ ธุรกิจขนดใหญ่อย่างธนาคารซึ่ง
มีข้อมูลข้อมูลอิเล็กทรอนิกส์เป็นจ านวนมากได้รับความเสียหายจากการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์  
 (3) มาตรการทางกฎหมายในการป้องกันการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์
 มาตรการทางกฎหมายในการป้องกันการกระท าความผิดต่อข้อมูลอิ เล็กทรอนิกส์ของ
สหรัฐอเมริกาในสหราชอาณาจักรและเวลส์ ในสก๊อตแลนด์ ในสหพันธ์สาธารณรัฐเยอรมนีในญี่ปุ่นและใน
สาธารณรัฐสิงคโปร์ ในแต่ละประเทศ มีกฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ ซึ่งมี
บทก าหนดโทษท้ังจ าคุกและปรับ ในประเทศไทยมีพระราชบัญญัติว่าด้วยการกระท าความผิดเกี่ยวกับ
คอมพิวเตอร์ พ.ศ. 2550 แก้ไขเพิ่มเติม (ฉบับท่ี 2) พ.ศ.2560 มีมาตรการทางกฎหมายเกี่ยวกับการกระท า
ความผิดต่อข้อมูลอิเล็กทรอนิกส์เอาไว้ในมาตรา 8 ผู้ใดกระท าด้วยประการใดโดยมิชอบด้วยวิธีการทาง
อิเล็กทรอนิกส์เพื่อดักรับไว้ซึ่งข้อมูลคอมพิวเตอร์ของผู้อื่นท่ีอยู่ระหว่างการส่งในระบบคอมพิวเตอร์ และ
ข้อมูลคอมพิวเตอร์นั้นมิได้มีไว้เพื่อประโยชน์สาธารณะหรือเพื่อให้บุคคลท่ัวไปใช้ประโยชน์ได้ต้องระวาง
โทษจ าคุกไม่เกินสามปี หรือปรับไม่เกินหกหมื่นบาท หรือท้ังจ าท้ังปรับ และ มาตรา 9 ผู้ใดท าให้เสียหาย 
ท าลาย แก้ไข เปล่ียนแปลง หรือเพิ่มเติมไม่ว่าท้ังหมดหรือบางส่วน ซึ่งข้อมูลคอมพิวเตอร์ของผู้อื่นโดยมิ
ชอบ ต้องระวางโทษจ าคุกไม่เกินห้าปี หรือปรับไม่เกินหนึ่งแสนบาท หรือท้ังจ าท้ังปรับ ซึ่งจะสังเกตเห็นว่า 
ในประมวลกฎหมายอาญาไม่มีบทบัญญัติเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์เอาไว้อย่าง
ชัดเจน ท าให้ประชาชนโดยส่วนมากไม่เกรงกลัวความผิดท่ีก าหนดเอาไว้ตามพระราชบัญญัติว่าด้วยการ
กระท าความผิดเกี่ยวกับคอมพิวเตอร์ พ.ศ. 2550 แก้ไขเพิ่มเติม (ฉบับท่ี 2) พ.ศ.2560 ท้ังๆท่ีเป็น
พระราชบัญญัติท่ีมีโทษทางอาญา 
 (4) ปัญหาความรับผิดทางแพ่งอันเกิดจากการกระท าละเมิดต่อข้อมูลอิเล็กทรอนิกส์ 

ลักษณะการกระท าความผิดเกี่ยวกับข้อมูลอิเล็กทรอนิกส์ท่ีจะเป็นความรับผิดทางแพ่งอันเกิดจาก
การกระท าละเมิดต่อข้อมูลอิเล็กทรอนิกส์ ได้แก่ การกระท าความผิดโดยใช้คอมพิวเตอร์ การท างานระบบ
คอมพิวเตอร์ โดยเข้าไปแก้ไขเปล่ียนแปลงหรือกระท าการอื่นใด โดยไม่ได้รับอนุญาต การกระท าดังกล่าว
เป็นความผิดตามประมวลกฎหมายแพ่งและพาณิชย์ว่าด้วยละเมิด ตามบทบัญญัติในประมวลกฎหมายแพ่ง
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และพาณิชย์ มีบทบัญญัติท่ีเกี่ยวข้องกับมาตรการทางกฎหมายเกี่ยวกับการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์ มาตรา 420 เป็นการกระท าความผิดต่อข้อมลอิเล็กทรอนิกส์เป็นการกระท าโดยจงใจหรือ
ประมาทเลินเล่อ กระท าโดยผิดกฎหมายท า ให้ผู้ถูกกระท าได้รับความเสียหาย ทรัพย์สิน หรือสิทธิ อย่าง
หนึ่งอย่างใด จึงจ าต้องชดใช้ค่าสินไหมทดแทน แต่ในประมวลกฎหมายแพ่งและพาณิชย์ของประเทศไทย
ไม่ได้ก าหนดความรับผิดทางแพ่งเกี่ยวกับการกระท าความผิดต่อข้อมลอิเล็กทรอนิกส์เอาไว้อย่างชัดเจน 

(5) การป้องกันความเสียหายโดยผู้ถูกกระท าผิดต่อข้อมูลอิเล็กทรอนิกส์ 
 ผู้เป็นเจ้าของข้อมูลอิเล็กทรอนิกส์ จะต้องมีการระงับการเผยแพร่เนื้อหา หรือปิดกั้นเว็บไซต์ เมื่อ
ปิดกั้นเว็บไซต์แล้ว ต้องมีกระบวนการต่อเนื่องเพื่อฟ้องร้องและด าเนินคดีกับบุคคลผู้เผยแพร่ข้อมูลอันเป็น
เหตุให้ต้องปิดกั้นเว็บไซต์ และมีมาตรการเยียวยาความเสียหายด้วย นอกจากนี้ ควรมีองค์กรผู้มีอ านาจ
ออกค าส่ังท่ีมีความรู้ความสามารถ เป็นผู้แทนจากหลายฝ่าย และควรก าหนดกระบวนการพิจารณา 
รวมทั้งการโต้แย้งคัดค้านค าส่ังไว้ในกฎหมายด้วย รัฐควรหามาตรการเพื่อก ากับดูแลเนื้อหาบนส่ือออนไลน์
ท่ีได้ดุลยภาพกับการคุ้มครองเสรีภาพของประชาชนแทนการใช้มาตรการปิดกั้นช่องทางการเข้าถึงเว็บไซต์ 
เช่น การส่งเสริมกระบวนการหรือกลไกตรวจสอบกันเองระหว่างผู้ใช้และผู้ให้บริการอินเทอร์เน็ต 
นอกจากนี้ต้องเร่งพัฒนาความรู้ความสามารถด้านเทคโนโลยีคอมพิวเตอร์ของเจ้าหน้าท่ีรัฐให้ดีขึ้น และ
จัดท าคู่มือปฏิบัติงาน หรืออธิบายกฎหมายและกฎระเบียบต่างๆท่ีเกี่ยวข้องให้ประชาชนได้รับรู้ 
 (6) ปัญหาการด าเนินคดีเก่ียวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ 

ควรมีการจัดต้ังศาลช านัญพิเศษพิจารณาคดีความผิดเกี่ยวกับอิเล็กทรอนิกส์ศาลช านัญพิเศษ เป็น
ศาลช้ันต้นท่ีใช้วิธีพิจารณาพิเศษตามแตกต่างจากศาลช้ันต้นท่ัวไป โดยผู้พิพากษาศาลช านัญพิเศษจะเป็นผู้
พิพากษาท่ีมีความรู้ความเข้าใจในเรื่องนั้น ๆ โดยเฉพาะศาลในกลุ่มนี้บางศาล เช่น ศาลเยาวชนและ
ครอบครัว ศาลแรงงาน ศาลภาษีอากร ศาลล้มละลาย และศาลทรัพย์สินทางปัญญาและการค้าระหว่าง
ประเทศ มีบุคคลภายนอกท่ีมิใช่ผู้พิพากษาแต่มีความรู้และความเข้าใจในเรื่องดังกล่าว ซึ่งได้รับการแต่งต้ัง
เป็นผู้พิพากษาสมทบเข้ามาร่วมพิจารณาและพิพากษาคดีด้วยตามความเหมาะสมของแต่ละประเภทคดี 
 
ข้อเสนอแนะ 

ผู้วิจัยจึงเสนอแนะแก้ไขเพิ่มเติมกฎหมายท่ีมีส่วนเกี่ยวข้องให้สอดคล้องกับพระราชบัญญัติการ
จัดท ายุทธศาสตร์ชาติ  พ.ศ. 2560 มาตรา 6 ยุทธศาสตร์ชาติอย่างน้อยต้องประกอบด้วยวิสัยทัศน์พัฒนา
ประเทศ และประกาศ เรื่อง ยุทธศาสตร์ชาติ (พ.ศ. 2561 - 2580) ก าหนดให้ยุทธศาสตร์ชาติด้านการปรับ
สมดุลและพัฒนาระบบการบริหารจัดการภาครัฐ ในด้านกฎหมายมีความสอดคล้องเหมาะสมกับบริบทต่าง 
ๆ และมีเท่าท่ีจ าเป็น กฎหมาย กฎ ระเบียบ ข้อบังคับมีเท่าท่ีจ าเป็น ทันสมัย มีความเป็นสากล มี
ประสิทธิภาพ โดยมุ่งใช้กฎหมาย เป็นเครื่องมือในการสนับสนุนการพัฒนา ซึ่ งมีแนวทางในการแก้ไข
เพิ่มเติมกฎหมายดังต่อไปนี้ 

 
 (1) มาตรการความรับผิดทางอาญาของผู้กระท าวามผิด 
 ควรต้องแก้ไขเพิ่มเติมประมวลกฎหมายอาญา ในหมวดท่ี 4 ความผิดเกี่ยวกับบัตรอิเล็กทรอนิกส์ 
โดยการเพิ่มเติมมาตรา 269/1 วรรคสอง “ผู้ใดท าให้เสียหาย ท าลาย แก้ไข เปล่ียนแปลง หรือเพิ่มเติมไม่
ว่าท้ังหมดหรือบางส่วน ซึ่งข้อมูลอิเล็กทรอนิกส์ของผู้อื่นโดยมิชอบ ต้องระวางโทษจ าคุก ไม่เกินห้าปี หรือ
ปรับไม่เกินสองแสนบาท หรือท้ังจ าท้ังปรับ 
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 ถ้าการกระท าความผิดตามวรรคแรก เป็นการกระท าต่อหน่วยงานราชการ รัฐวิสาหกิจ หรือ
เกี่ยวกับความมั่นคงปลอดภัยของประเทศ ต้องเพิ่มโทษกึ่งหนึ่ง” 
 เหตุผลท่ีมีการแก้ไขเพิ่มเติมประมวลกฎหมายอาญา เนื่องจากประมวลกฎหมายอาญาไม่มี
บทบัญญัติเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ และไม่มีบทก าหนดโทษเอาไว้โดยตรง จึง
ท าให้ผู้กระท าความผิดไม่เกรงกลัวต่อกฎหมาย 
 (2) มาตรการความรับผิดทางแพ่งของผู้กระท าความผิด 
 แก้ไขเพิ่มเติมประมวลกฎหมายแพ่งและพาณิชย์ ในหมวดท่ี 2 ค่าสินไหมทดแทนเพื่อการละเมิด 
โดยการเพิ่มเติม มาตรา 438วรรคสาม“กรณีค่าสินไหมทดแทนเกิดจากการกระท าละเมิดต่อข้อมูล
อิเล็กทรอนิกส์ ศาลมีอ านาจก าหนดค่าสินไหมทดแทนส าหรับความเสียหายต่อจิตใจอันเป็นผลเนื่องมาจาก
ความเสียหายต่อช่ือเสียง ร่างกาย สุขภาพ หรืออนามัยของ” 
 เหตุผลท่ีมีการแก้ไขเพิ่มเติมประมวลกฎหมายแพ่งและพาณิชย์เนื่องจากประมวลกฎหมายแพ่ง
และพาณิชย์ ไม่มีบทบัญญัติค่าสินไหมทดแทนเพื่อการละเมิดท่ีเกิดจากการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์เอาไว้อย่างชัดเจน จึงท าให้ผู้กระท าความผิดไม่เกรงกลัวต่อกฎหมาย 
 (3) มาตรการป้องกันความเสียหายโดยผู้ถูกกระท าความผิด 
 มาตรการป้องกันความเสียหายก่อนท่ีจะมีการกระท าต่อข้อมูลอิเล็กทรอนิกส์ผู้เสียหายจะต้อง
ระมัดระวัง โดยการสร้างโปรแกรมป้องกันการเข้าถึงข้อมูลอิเล็กทรอนิกส์และการแจ้งเตือนประชาชน
ท่ัวไปท่ีไม่มีความรู้ลึกซึ้งในระบบข้อมูลอิเล็กทรอนิกส์ ให้สามารถป้องกันตนเองได้จากผู้กระท าความผิด 
ซึ่งการป้องกันและปราบปรามการกระท าความผิดเกี่ยวกับข้อมูลอิเล็กทรอนิกส์ อาจไม่ใช่หน้าท่ีของเจ้า
พนักงานในกระบวนการยุติธรรมแต่ฝ่ายเดียว เป็นเรื่องท่ีบุคคลในสังคมต้องช่วยกันสอดส่อง ร่วมกัน
ต่อต้านการกระท าดังกล่าว  
 (4) มาตรการด้านการประชาสัมพันธ์แก่ประชาชนโดยทั่วไป 
 คณะกรรมการกิจการกระจายเสียง กิจการโทรทัศน์ และกิจการโทรคมนาคมแห่งชาติ เรียกโดย
ย่อว่า กสทช.ซึ่งก่อต้ังขึ้นตามพระราชบัญญัติองค์กรจัดสรรคล่ืนความถี่และก ากับการประกอบกิจการ
วิทยุกระจายเสียง วิทยุ โทรทัศน์  และกิจการโทรคมนาคม พ.ศ. 2553 ควรต้องมีการโฆษณา 
ประชาสัมพันธ์ ให้ประชาชนทราบ เกี่ยวกับโทษของการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ ซึ่ง
ก่อให้เกิดความเสียหายแก่ผู้ให้บริการและประชาชนโดยท่ัวไป จัดท าคู่มือในการปฏิบัติงาน หรืออธิบาย
กฎหมาย และ กฎระเบียบต่างๆ ท่ีเกี่ยวข้องให้แก่พนักงานเจ้าหน้าท่ี ผู้ให้บริการหรือ ผู้ประกอบการ
เกี่ยวกับข้อมูลอิเล็กทรอนิกส์รวมท้ังประชาชนท่ัวไปด้วย หรือผู้ให้บริการอินเทอร์เน็ต อาจรวมตัวกัน หรือ
จัดต้ังเป็นกลุ่มผู้ประกอบการให้มีความเข็มแข็ง รวมท้ังเฝ้าคอยติดตามการออกกฎหมาย และนโยบายท่ี
เกี่ยวกับเรื่องเกี่ยวกับการกระท าความผิดต่อข้อมูลอิเล็กทรอนิกส์ของรัฐด้วย  
 (5) มาตรการในการจัดต้ังศาลช านัญพิเศษข้ึนพิจารณาคดี 
 ควรต้องให้การจัดต้ังศาลช านัญพิเศษเพื่อพิจารณาคดีเกี่ยวกับการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์โดยเฉพาะ ท านองเดียวกันกับศาลเยาวชนและครอบครัว ศาลแรงงาน ศาลภาษีอากร หรือ
ศาลทรัพย์สินทางปัญญาและการค้าระหว่างประเทศ ซึ่งผู้พิพากษาศาลช านัญพิเศษนี้ควรเป็นผู้มีความรู้
ความเข้าใจอย่างดีในเรื่องเทคโนโลยีสารสนเทศ หรือระบบอิเล็กทรอนิกส์คอมพิวเตอร์ และ อาจมีการ
แต่งต้ังบุคคลภายนอกซึ่งมิใช่ผู้พิพากษาอาชีพ แต่มีความรู้และความเช่ียวชาญในเรื่องดังกล่าวให้เป็นผู้
พิพากษาสมทบ เพื่อเข้าร่วม พิจารณาและพิพากษาคดีด้วย  
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 เหตุผลท่ีต้องมีการแก้ไขเพิ่มเติม เนื่องจากปัญหาเกี่ยวกับการกระท าความผิดต่อข้อมูล
อิเล็กทรอนิกส์ เป็นการการละเมิดสิทธิส่วนบุคคลของผู้ให้บริการ ท าให้เกิดความเสียหายทางด้านการเงิน 
ธุรกิจ รายได้ และต่อจิตใจ ซึ่งอาจท าให้ผู้ให้บริการได้รับผลกระทบต่อสิทธิและเสรีภาพตามรัฐธรรมนูญ
แห่งราชอาณาจักรไทย พุทธศักราช 2560 เป็นการกระท าละเมิดตามประมวลกฎหมายแพ่งและพาณิชย์ 
เป็นความผิดอาญาและทางแพ่ง จึงควรแก้ไขเพิ่มเติมกฎหมายให้ทันสมัยต่อไป 
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