ACADEMICTALK

NIsIduiUooEw
funassnuAWUaDanalsiudsS
Become a cyber security professional

Wa.s.0. IFity dS132IATHL
gorusgmisaundguans

nsunisdoaisuazinalulagansauinfinkisiso

Rear Admiral Wisnu Srangwongmai

Director of Operation Department of Communication and
Information Technology RTN.

Email: siriporn.s@onec.mail.go.th




— |
Tugedoyainasiiagiu doyadlunswifuzesnsdns SsmsUseyndldinalulad
PN AN TN AnEn i AwaldiAnauldwseulunsugeiu Tupusiinan

[ 6

FoyadAnzevevAnildiuanuiemeasdsnaniznusoesAng MIsnmaNUaendiy
ﬁaga%ﬁmmﬁ%ﬂua&iwﬁa ﬁwmﬂ%‘ﬂuimzmumsﬁﬁﬂLﬂutﬁaTﬁaaﬁniﬂsﬂﬁaﬁn
ANLEEN ﬁ'}é]’u%wﬂmmiﬁm%@qﬂnscﬁﬂmﬁ’u LLa:ﬁﬂ@ﬂmuﬁLﬁm'mmﬂiuiaﬁ mMIseus
Fanaifumsndsadsufiofumefiasiindu isanadudieandnwlunissnumeny

Uasadaluwas

mad: anudasadelowed, dauas. dnandn, iareuimes

ABSTRACT

In the present information age Information is the property of the organisation.
The application of technology is appropriate. Will help optimise this results in
a competitive advantage. At the same time, if the critical information of the
organisation is damaged, it will affect the organisation. Information security is
essential to learning. The process required to keep the organisation free of risks.
Steps of installation of protective equipment and the threat of technology. Such
learning. Preparing for the incident. For professionalism in cyber security.
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Become a cyber security professional
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1. Cyber Security Concept
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Virus, Worm, Trojan, Botnets
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2. Security Architecture Principles
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3. Security Implications and Adoption of
Evolving Technology

APT (Advanced Persistent Threats) WHuns
Taafiszuuia3atugUuuunisiiuaninasaziien
Wmmneissnaiey wiijdanfiamzdmaneg
1y Imﬂmﬁ’ﬂmﬂﬁﬂmﬂwﬁgmmwﬁo 7 WRIUNU
wWisliszaunagusa lidrezdun1svih Social
Engineering mﬁﬂ%’agmmLﬂwm'}ﬂﬁmmfmm
16 vi3anseenuuuiauisdmsuldlandimvane
Tasawnz Wusu nszunslani unsndy ausesses
wazalusdoya 19funaRusmandUamiluaud
wandiaeiidien dasan ATP unislandfieanuuy
wawzfudnsnedu 9 ylszuusneau
fuavasadeimldenaliaunsosuiiofuganis
Tanfifivsznavludne Zero-day Exploits, Phishing,
Advanced Malware LLac Web Attacks #aIn#ang
sUuuuld wsisduaaudounseliiiuszunoasesding
HAURITUY IT Security AITANTAUNDY M3DBNLLY
3ruUANNTUAIABANELLUL Defense in Depth Ain
msruunTRIULasihs s NfidvssAnsnw Tusns
Threat Intelligence dnpussifiBiinANuAszIIng
mMadueNasaandauazIuwnugmiusuie
fumamsaisng o fienaiindu

nstdmealulagdmiuilinunsmaelusedng
maswasugluuugunsaiaenesasesdns siude
doyanednsanansadrdsldiunigunsaifiated

ﬂwﬁgﬂ@

viEnldladuidnzes viskildsunsguaduana
Uasadtlaviolafivesasdns Seiuwiliiafiaziily
gnsazifiannulaendniansgudsdoyaiiiiing
Fuptheann Hagiiufimealuladfeiduiiaulazesey
#lUfe Internet of Things %138 loT Vs fen1sd
fasing 7 gniaslsannaveteglandumesilln vk
aywiamsnauasmsldanugdnsaising q iune
w3ntedumasiidn wu msdla-Uagunsaiiedosld
i sopud Insdwileti 1n3asiiofionns winsila
vemsinens 8nens Thudeu wdeddudimiszdiu
se 7 smueietnedumesiia Tudaufiguaid
fimnzsanslanfietneann vlEdsUuuunslanii
vannvaneisanmslasdfieuldon feanmslaud
filuda Fefivarsunaawosy wu Android, iOS uay
Windows Phone tiaaanmslaudsinuuew Fegmmun
lailsTa w3olaid wu nsdafivdoysiisrdalagls
svimoslsiay seanmslanfiuszouuiaisnd
Tivaaadauazdue
wurltiuspanainiuaaduaslasasie
Towasfanaguusanndu Tiiezdumsiglinied
TawditadlwizesndninusiigngAnmsiuimssiayy
Tugh dawsiflensdutounaziianuasnsaluns
yauMAnnsasadundY Fbefegnaniitieari
Tnsdwifiafeaznuiiuldanndu lusnsfiguuoons
Tawdglinld a9dng uazszunamssumAng 7 019
fnsuldsuulasisludenizinunsuazineda uaz
Basmssaauundaya Mvildgnaudessoul

Nsa1ss1e 4 1@ou UR 60 aUUR 2 waunAu-FInAU 2561



a3

podnsadnlvaiioTguazianyusnafionde
welulafarsaumnaieaiuayunisufifenls
Uszauanusdide uwissuuasaunadianaduiou
Afausiszunad madu yaans wiestuumugw
NMIRARIMNGTH TLUUB1YS TLUUAINaIfAAEDS
Tunslésuanadome Sesnfuiifudmamnszsy
FounTeninfivANEIA N13TNEIANLRDALTY
Joya Wunszuaunsludegniieuimsanadse
Taglusziufivaasuld usdulnajssinsazsnl
\Aemansaituneundadesvisiasiu Seaziien
Taemnnienaudeveiiindu athelsima ns
Meuwutiianieauiafumanisaiuaznisuims
aNLEgRziiAA N EEEana v3eeala
Wamgnsahiu 4 1ae iidesanfimstiaeiuliuda
UNAIIN Become a cyber security professional
adlsignniiuasvhansdnlasmiuriguimasedns
savane uazaviiuyselemidmsumsdndulaluns
SnanuvseadvdayazesesAng wiaveafvinu
ITRIREIBN

The National Defence College of Thailand Journa

Vol. 60 No. 2 May-August 2018

y 83





