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ABSTRACT

The latest advancements in information
technology and wireless communication brought
along progress and comfort in our daily lives.
However, these developments come potential
harms in the form of cyber threats. In response,
the Ministry of Defense determined policy for
Royal Thai Armed Forces to set up a special unit
to be responsible for cyber security. Therefore,
the Royal Thai Army had approved the
establishment of the Army Cyber Center by
transforming the Military Technology Center. With

the conflicting scope of missions, nevertheless,
causes the operations in cyber security to not
meet the goals. This article aims to present the
idea of dividing the scope of operations between
information systems and cyber systems by using
the OSI model as a basis for consideration as well
as analyzing potential cyber threats so that the
responsible unit can rapidly identify and fix the
vulnerabilities, and that results in greater response

capabilities.
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