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Cybersecurity Threat is, now a day, becoming
more and more aggressive and complicated.
It impacts to every level from people to
organizations, the nations, and the world. One of
the best techniques for the large organizations
that implement a lot of information technologies
(IT), operational technologies (OT) and internet
of things (I0T) as a part of their organizations’
systems to handle and respond to the
cybersecurity threats is Cyber Security Operations
Center (CSOQ)

Abstract

There are a lot of confusion for many
countries including Thailand of how to set up and
operate the National Cybersecurity Operations
Center (NCOC) at the national level. Should the
NCOC set up and operate just like the CSOC of
the large organizations? Is there some special
characteristics for the NCOC at the national
level? Therefore, this research would try to find out
about the problems, the course of action of how
to set up the NCOC, and then offer the most
appropriate guidance to set up the NCOC for
Thailand.

Keywords: Cybersecurity Threat, National Cybersecurity Operations Center, Cyber Security Operations
Center
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