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unArnifgaUsrasdiioAnyilaseniside
nansmInelalasenis ARPANET (Advanced
Research Projects Agency Network) Faduedetne
dineulasnitetugeiagusrasdndn dielv
penfineamTndendeuasiufduiusiions
doansuarivdsdoyarouininisinuivaen e
firulnonsdsludnuazuindn (TCP/IP Packet
Switching: Packet) szwinsmoufiamesiufiuansil
#1455 (Non-state Actor) 919 ngunen1sHelnans
Uselomiuazinzeguunauveansiimun Tngnisih
welulafwaiindesenuumiudaiieuszgndld
Imzauran15NV0909ANT uaziigaulaseaing
fuguiiddfussuuasaumea (Critical Informa-
tion Infrastructure: Cll) Lﬁagﬂhua%ﬁmiﬂqaﬁqma
NEANLALININGIEHANTENUABTYUUNTANTUNY
Tnssadreiuguiiddduniely

MnMTieTzintususae s dung
nan1seldenly asnsiuuenLuukIunNITlaNdly
sULUUvRIAIRTLNaalas (Guerrilla Warfare) iy

nslaudgaiUsnzuns (vulnerabilities) fisinnstlasiu
Feuszansnmligeinuioseuneiiedentslauiivia
nensIveneden el naunon1se ISIS ng
Nan1338 Hamas waz Naunen1sing Al Qaeda &4
asnzadunaluladiileatuayunisinazvens
auusuhgausgivulanfdvia luniswdnlaiyan
yuideridedsiuiuaymnemenansensingiien]
KU Internet uanantl Ssmudn Tassadafugiud
ddey (Critical Infrastructure: CI) anidudavune
mslaudnmalaiuesedseidesinlanuazuudliiy
anunsaifinminusuussty Tasnslaufiiu
Fuansfivainuatsuavinfiansunegaziden
wuhnsidunuressruunua C fvuaasios
rulassadsfiugruiidi Ay dussuuansaume
(Critical Information Infrastructure: Cll) mﬁ]‘ﬁﬁu‘ﬁu
\A3DIsE QI Ao AAUGAALINAIATINNTTADNNT
Selugaddviaiiviinifisaudgnaziu davnafioaue
Faaadu o %ﬂ'qma'lﬁszwimqa%ﬁqﬁugmﬁﬁﬁauj
Fanungnszfudaremsludie
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Abstract

This article is intended to study the military
research project under the program Advanced
Research Projects Agency Network (ARPANET)
which is a network of the higher office of research
project with the main purpose of connecting
computers together and generate communications
as well as sending and receiving information
through a secure measure by using the TCP/IP
Packet Switching: Packet between computers and
Non-state Actor which are namely: terrorist
organizations that are using the network signal
for their benefits and development.They will
incorporate these technologies along with the
ideals to be suited for their organization and also
to prove Critical Information Infrastructure: ClI,
when attacked will it cause a physical and
psychological crisis, as well as affect other
important basic infrastructures also?

After the research it was concluded that since
the Cold War, terrorist organizations have chosen

unconventional warfare as an attack method along

with Guerrilla Warfare that is aimed at attacking
vulnerabilities that have a low security protection
measures or targets that are vulnerable towards
a direct or indirect attack. Terrorist organizations
such as ISIS, Hamas and Al Qaeda still continue
to uses technology frequencies to support their
mission and expand the battlefield into digital
domain in producing printed and live broadcast
propaganda through the Internet. Moreover, it
was determined that Critical Infrastructure: (Cl)
was a popular target for cyber attacks worldwide
and it is projected that the situation will increase
in magnitude for the future. Attacks will be carried
out through a variety of actors and after careful
consideration, all Cl are implemented through the
Critical Infrastructure: (Cll), which is an indication
that Cll'is the Center off gravity for the digital war
on terrorism, where if it is seized or temporarily
obstructed will have an effect on the functioning

of the whole basic infrastructure also.

Keywords: Antiterrorism, Critical Information Infrastructure, Cyber-terrorism, Digital Disruption,

Vulnerabilities
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MnmaAnyUhiusustase by (Cold
War 1947-1991) Wiethlugumenunanisnisnms
Fuansiiiuss (State Actor) Iisafindngniwluns
FouarauinaluladiielviiTanuaiuisn
wilonindnensadtulnsuinnssuiidaduduly
Tuanwaznsidulanwuuinansglan (Exponential
Growth) Fsdsaunsallfudlugaiiinusnazgnnauny
sedsgunsallmififuszansainuazlnonisly
uinnssuiiufe Suedida (A, 1969/m.a. 2512) 7
nsgnsnnatlvianig 1i3Euiaunanlasns
Wenumavmnsnelalaseinis ARPANET (Advanced
Research Projects Agency Network) Fa.dundetne
dinalasinsidetugedeilingusrasdvdn ol
AeuTmesansalieuseuariujduiusiiions
domsuazsudetoyademmsnisinyvaondoiindy
Tnansddludnuas wiinia (TCP/IP Packet Switch-
ing: Packet) sevinmauimeitufLansidlyy
(Non-state Actor) 9171 ngunens1elauaisselov
uazinzeguunauYeIN IR Tngnstimelulad
wiendunseenunuAnioUszgndlFlmmaneay
HoAN5AUDI0IFNT NMTIATIZNUTITUR S
aerudungunen1siedentld asnsnuuenuy
HunslauAlugULuuredansunedlas (Guerrila
Warfare) Aitfunslaufigaiusnzus (Vulnerabilities)
finstleafusheuszansnmlslgeinvieseunedte
senslaufivansnsmiomsdesludnuuzussg
wadnsliwanTinuseduiidnylne inguszasdrens
asseuvmandlungUszeneu fedngunentsiie
Futh 07 nqurenisie SIS, nduren1sie Hamas
uaz Naunen15¥e Al Qaeda fanameadumalulad
Weafuayunsiauarldversaunsudigausnd
vilanAdsia Taedinsldvtssuadiunslésuie
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m ‘S-ngﬁ‘s-ﬂu'

azyu (Soft PowerPersuasive Power) wagn13ly
g1un9uds (Hard Power: Coercive Power) Lilgld
sl 2 87 Taelutasfishusndssauanudise
¢ Soft Power AlFinslinaluladlunisuan
Tawanmuiderdodsiusinaynsdevonanenis
InsviAdny Internet (38w 2015, p.50-51, 186-187;
Byman, 2015, p.26-27, 57-58, 80, 108; Mazanec&
Whyte, 2019, p.70-71, 184-185; Mullins, 2016,
p.265-270) ulsesduiithdnunienisldl Hard Power
Audissldusngedisdaauiingunenistied
Paanuasalumsyhasanuleiussuuansniadva
woitusldmanefislilfegseiavanasmidaiie
ﬂ'am@gwmm‘ﬁ%iLﬂiwﬁﬂsm‘mﬁﬁqﬁmﬁaaqﬂiﬂm
sasnunsnensiglugatagiume n1snen1ssrenig
lgivessslanfdelassadefiugiudiddydu
foaneuausiunsvielsl
mﬂﬂﬁﬁﬂmwudﬂmaa%’wﬁugmﬁﬁ’ﬁ@
(Critical Infrastructure: CI) anduithuanenislaud
nslsivedodreaiiowhlanuazuunliuaomunisal
HepsvimusuussiulnensTaufkiuduansiivann
NAEUAYINNINTUIDE1RZBEANUTINTANLTUUY
YassruUAIUAN Cl Havuaasowilassasafiugu
fiddyduszuuansaumea (Critical Information
Im‘rastructure Cl) %duwm’mﬁmﬁ%ﬁﬂmLﬁaﬂmﬂ
1 il thy umwmmmﬂu&ma (Center of Gravity: CG)
fislegnlaufeziiningfviansnisnmias 3ninen
aqwaﬂﬁkumﬁvuumimLuumuimaaﬁwwug’m
fddyduvieliuas fuanamainmnensrsuu
ausgiiRaviaalandmeislafiannsothlugnisves/
sefudavnenisiiiunu Disuption) diethlugms
Wfunisesansdestusely



Usziuil 1: msian1siendlaiuasitys
Toudsialaseadrsiugiuiidrddiu
fuanAmAUluaviTalyl

“Terrorism and the threat to Critical
Infrastructure”

“I talked about the proposition that certain
critical infrastructure should be off-limits to attack,
period, by cyber or any other means, of 16 enti-
ties — 16 defined as critical infrastructure, from
the energy sector to our water systems.”

President Biden: Press Conference 17th June
2021 (Phillips, 2021; Walsh, 2021)

W9 16 1.8, 64 UsEsIUNBURULAY LAIErSTY

A

warUsesunBuAYRy wislale ladnnisuseyu
US-Russia Summit &4 n3uaiin laganunsaasy
Usuifuiiddnyio @ndeaudresiv) nislaude
wiasiiomslmiuasrelassadaiuguiidd (Critical
Infrastructure: CI) HuduAsiivuegradinnn (oft-
limits) wagn13NILYNaNYMULAINE1ITUIINAINNN
grumsnensenleiues (Cyber-Terrorism) lng
Whvsnefinanifiawdsesndi 16 Ussan Useneude
sevumalulafansauma seuun1sdoas sruus
YUAWAZANUIAN TTUUNITRUNNIEUIASG SEUUAIUAY
159URAAMNTTN TEUUNITUINITAUAISITUAY
sruUN13Uoaiulseng SEUUAIUANNSINY SEUU
anidu seuuiiuedes seuuall szuutsun ssuu
Weu STUUBNT SPULNUNIASTE STUUAIUANGINTIY
(Mazanec& Whyte, 2019, p.118; Phillips, 2021;
Walsh, 2021) 91nmsuszguadsiiduiniossdi
fuanauainnisnensiendlsiuasiaiiumeands
WwitinuidssgsgaressiuanuiuasmesUszine
(National Security Level) fidsualiidszinpumenuna
fuanusiunaaziumaluladfemBuUsifua
Neulfiziftormuaiianiy/adeeuiuiedunis
SrdanansEnuiimdseneseenluegnarindlugiue
WensEnetn (@5.2) Sallnihfilieseiuuafa

affoutsenileiamesiedidn (Ehouns) Tnenihi
adsimualildind@nimuativanelaydiue
fadoaBuannsmithmneiduaagudaa (Center
of Gravity: CG)-AugTINTRIMAITWAlagMINgNEn
N30YNANLAHA lAAINANTEN UL IITURTINTD
WNBUHTINIIMEAMLAZFUININET (53.485.10U.,
2013, p.2 3-1)-uif Cl i 16 Ussméanilrmnudndiny
9E19NNAHEM I T InlugARTTALARINNTUSIEY
wuh TessadaiugrudnuszuumelulaBansaume
() Viwmgﬂiﬁmﬁ%dmamwwia Cl 8u 9 ludnuas
ﬁmq%’ﬁmam%ﬁaﬂ’h %qmuaaﬂﬂ?{u “Ripple Effect”
mLﬂuﬂiﬂﬂgmimwLuammwaﬂi”wummmaﬂ | W@
mﬂaﬂﬂsmuummmmﬂuﬂauwmmiaawamamu
3u 9 venenieeniuGes 1
31nAINaveIlsEs1uBuUAle tluny weasy
Ussifiufidheanusiuasilansgsdosianuuaziiily
UFugnsmanisnueusiuasie mdrinauinge
nsremshetuldtinsudsuntastuu Inefauans
(Actor) idTamnuannsalunmslaufinidleedse C
ﬁmamamﬂﬁaLLamﬁ"’qﬁLﬂu%’% (State Actor), fiaunu
wne3g (Proxies), muam%ﬂ%% (Non-State Actor)
uumumumﬂaﬂfﬁiwmﬂmuaﬁmﬂu Tneluonans
uyuuuiﬂmsﬂﬂm Non-State Actor #3191z dnasly
fingurionselugaddvialagainnisinunanuide
U84 Mockaitis (2008, p.56-57, 96-97) waz Mullins
(2016, p.196-197) faiuiasingunonsse wu
Al Qaeda uagngunionisie IsIs linzeguunau
Sumefilaifionmsslonilunslinuedosdionis
lowuesTnetamzsnu Soft Power Wioldlunsugnils
9ANNTTAITULTIUUUARLAY “Online Jihadist”
Uszauanudisaegnannlunsuaismuuisinein
vaneituiinlanuarUssifiuiiozdmaliintamlu
aurnsulndfonisualaUsylevisu Hard Power
iosdniunslaud < feenysitliianzuunda
wwanwosuiiSeusldieuassanlsigaddlaunsaus
(Malicious Software: Malware) %ﬂLfJuanﬁmﬂmua%
flagyinsfuvngeseu/ns1zU1 (Vulnerabilities)
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dievhnislaufiuazasyinisveneniswizseluse
seuudmlutAvdenisdenisszuunidbnaiiagng
mﬁﬂﬂiajﬁlﬂu Ripple Effect Ao Malware Wanna
Cry Attack 2017 fiflannuanunsalunisnszanesiaes
Pniasesreuinmesnilsluduaiameufiamesau
TurSevnulalngonludAsutodnissuu SMB
(Server Message Block) w83 Window $an1slaui
Mndfawsiidmanszmusioneuiiamosiioglu Block-
chain [igfuannndi 200,000 1A389 990 112 UsEine
(Shackelford, 2020, p.100)

ayu/datauaunus

PnnsUsTnATTauTeIUsTs B URlUAY
\WudsBusulsinnsiemshemaluiuesiisjdasise
Tnssadsfiuguiiddyduldnaneidutoanaua
fupdlugARavauds Faiusnasns/amenisdesiuy
nsnemseazdealinsudsuulasiisjilugnis
dedumsnensemaluuesiivedoadunstestu
Lyfliin Ripple Effect Ingludesduazdoswiniiums
Auvn9nsew/aaiUs1zun (Vulnerabilities) iitevinly
gnsregnsmans “nisiasunszdesiudmng”
(Target hardening) #iflanuddaiduesneBads
awnsusafumsnensiglugeAtvatunmstosty
NNAGAIN LU mﬁmqﬁwé’qmmmﬁﬁﬁm AR
Lﬂsaqmaﬁ]anﬁmummiwLﬂummim’mmaﬂmﬂam
WumwmﬂmuuaammmmmmLLmluL‘wmwaaﬂ
soly Tneununssuiiovzdeafinfindanstlostu
sxw/m'%mhaﬂauﬂaLmaémﬂﬁaﬂﬂmumﬂiszjma%ﬁy’q
1M5YN Hack tlemsansnssudeyaniensdans
Malware tfion1sdarenisandusuvesssuy/
LASOUIIABNNIADS
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Useiiudi 2: Iﬂiqaswwumumul,miuiaﬂ
GREGIY G uuumqwuaﬂﬂuaﬂama‘lu

Critical Information Infrastructure (Cll) as
Center of Gravity (CG)

“Information technology (IT) is central to our
Nation’s security, economy, and public health
and safety. Businesses, sovernments, academia,
and private citizens are increasingly dependent
on IT Sector functions and services as are all
other critical infrastructure sectors’ products and
services.”

US Department of Homeland Security 2007

“LVIﬂIuIaEJﬂ’I‘JﬂULV!ﬂ (IT) ﬂaf\mmamamaa
Ussinea (ansg”) mmamumﬁwm Frupnuiuag
UGB T04EY Imeﬂmqaiﬁqwugfmmmwnﬂmmmu
JrfoafiunsfanIszu IT Wenisandusuuin
B

(AuUa: Jidew)

PnmsenemuinUszrnadlanduldnsemin
Samnudddinisnenisienislaueifilduans
Faaruanunsodelauflassaineiuguiiddgie
Malware Tusuuuuwasgensuasfilsinaniugunsal
doansuar/M3esruumaufimesldvanadvaneg
ihlan3aldadensouausiuiiontu Auriuniay
SfunawisanUszuf (United Nation Security
Council: UNSC) meladeudwiegnseans “n1s
sosun1Inan1Tieseaulan” (Global Counter-
Terrorism Strategy; 8th September 2006) Wi
aasn1stlostunazdnuing (Antiterrorism) tieldu
wwmnnludmstaAngvane dedsdu Wedunis
ysanmsaunislesiuiuie/dnvnadeanaiunin
nsrensenslauesinediod 2007 nsgnsiean
fiunsuianagiavigliusznimesdanuiilaseaing
ﬁugmﬁﬁﬂﬁigé'mﬁwumﬁaumﬂ () fu Wisy



Lamauﬁmﬁuﬂﬂa (CG) maﬂmmswwumummﬂm
au q edunusuag AULATYFND FNUAISITUAY
lesnn au%mﬂﬁniswLwﬂiuiaamiaum@
Fidsouaiiounnunanslunisnszane nsiiu ns
UismummaamﬂﬁawaﬁagaLLazﬁsummﬁmm
Fa8n 10 Vdaun 039519018 INTTUTENI
Usewnd (International Criminal Police Organization:
Interpol) fsmstudufsanuddggegalunistesiu
Cli Lﬁ@ﬁiﬁgﬂhmﬁ%ﬁzﬁﬂﬂ@ﬁmmeszﬂ Ripple
Effect 1ne) INTERPOL Secretary General Jiirgen
Stock 16ina1231 “One (cyber) attack on a single
point of failure could disrupt or destroy multiple
vital systems in the country directly affected,
causing a ripple effect worldwide...” Faludieniiu
UNSC lamumunannistunisessunisvesiu/uile
fumsiemsieguuvulmidieliaonadessionis
Wasuwasiumelulag3aldeenuumisufoR s
UNSC dosifi 2341 (2017) (S/RES/2341: 2017) 7135

aunndnanvasunulaeiiuiiesdn 1) nqunenisield

W Tnanuansansasasuleuesiitensssiu
UAYIINTTINNUVRITTUUAIUAN (disrupt) uaznIs
LﬁnzLﬁamiﬂﬁiwﬁamﬂaé’ﬁwmadﬁﬂi (Espionage)
Tnathmnenslaudiidulasadefiugudiddy
fsznoudie Tassassfiugiuiidfydussuy
ansauna () Tassadefugusunsoudey
Tadafind Taseadsfiugiudunisiiunissuiang
Tnssassiugudmumdsn Tnsfamuadowiiunis
ausessuumaluladansaunauasdumeside
YOIFTING (Internet of Things: loT) Fgyhnsdoans
serefuwuudnludd 2) nstesiungunenissie
gaRdTaroadumusndienanindguazniaonty
ilosnmsdemsszninaeiosdng/seuuneuiomes
femniigaineunsilatugounneidsgunsaifioy
TuszvuralgagaeslasunansenumaaAuduius
(Node) vessvuuvadlaswadituitddaydu q o
vandedlald

Taefeeamansallaufsng Malware fidssa
nsgnuma Cl Aa838N15TnUINNITHNTRTEUULEY
Toya 8191 M3lauAsEUUNSUSMSAUas1suaUlay
1510 9 n.0. 2563 s uaasyys 8nUnAINITEUY
arsawneavedlsameiuiagnhifalausitendild
Voidcrypt/Spade dwali aumn.sw.lalaunsang
ﬁwumi%’mmiLLaz%’ﬂmwmmaLﬁmmﬂgﬂﬁﬁ’mmw
msiindedeya (Disrupt) Bnsgudeyadauyanaues
aultldgnansnssulusng lullsewniile 8 n.a. 64 Ln
wanslaufimslevesrelasadsiugiussuunis
yudiLazALUIALYeY Iran Fadunisinzszuuns
AuAusal denalisvuuiusn ssuuanidu vy
dawalvisalnlulssinavaneSosvuugneniannsgiii
i Tnewgnisalsieunfe wenineslanunisinad
weslnsdmigindusuuy Social Media Wiledm3u
Huwesaeunuteya Snifiedsifdanidenniile
22 n.0. 64 fivmmsailasFlnsdwiiadeuiiann i
§1uIun 50,000 1A38Y (SUAS UIBEIAST Usw,
H¥ueie) ¢ae Spyware %fin Pegasus vasdasnioa lne
Malware wiatiannsode-Unndesodlnsdwsis
feamnsaufoRnnsia COMINT ilensansnssudaya
lusswrinsnisaunun (BBC 2021) a1nvts 3 ingnasal
Huillszdnsudrinisiemsemdlevesdu dl4
fi7ndinluZesoingnisueng (ROE) Ssanunsaiden
dmnsuasieiesiiolunislaufldegraaisady
snpsmssuiionsleveisinsasdonihnisenseiuiu
Usuiamhenuiiieadesssnsiosdumaae
mwiamigﬂiﬁmaa&hwiaLﬁaaﬁﬂﬁdqmamizﬁmmﬁ
Huedesusdhnsnensemslsweslihnislaud
Tassadaftuguiiddyegnanirsvndiudiingsl
Usnguanissinsland CI widuanansafaald
2 dnwaizhe ngunensedeglusenitnisiau
Inpuannsnuiioland CG wiienslanfdulfiAndy
wdnnusainasnssuiiedsegluseduiaiiiomaus
Widazdomsynininnslend € 8y q tuoredma
Ripple Effect Thdaunduiiioasrsanudemesie CI
nauriu
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ayu/darauauuy

nnfnwidlasadeiuguduimalulad
ansawna (Cl) guindu Center of Gravity (CG)
visoli Sehmeuroutrstanuilvogauiueu Fate
asUiulfnmnmsnenunhsnuduaiuag
lgButiuanniy 20 U Sndisldinsiamndaninu
aunsolunistestuauilgnisduiadousiu
ngmine/ngszifovauiinadeduly Jseaduszney
waniigemuadossdd ar fudu ce vesssuw/
wiov1e C By q Tudmunsiulloasasusesuns
ronseyaRdratudleannsafiun <G léay
dwalriannsathlugnmsiiesgiiledmuagagou/
Wz iaghliAsmudemeidnuese CG
warnansnmsdestuselulasduneuiiniuade
funisnensieluganeuaunsoutadu 3 nguenu
Usgnause 1) msstafunisienseiiuinnsnis
dasfumsgnlani 2) mseeulinisnenisie @
LﬂuﬂﬁiﬂﬁﬂﬁmiL%qqﬂﬁy’qmaﬁmﬂaﬁmEJLLasmwmi
Tumsduuagihanedmanedlognlend 3) ns
UImsnmsdanandainmedonisnieunisais
giuUszmadszaugnsIslunisuiluaniazings
(Antiterrorism, Counterterrorism, Consequence
Management) (Mockaitis, 2008, p. 92-95; Weina

2021)

2 o ax =~ y &
FTAUN 3: NS RAUALATIATISNUFIY
dAey

“99m57 60 NSNS BNB B LR IUNTUBU
Suanaunaloues.. Ineyauneinelauflasiadna

q 3

=h.c

PN

°

Wug Ui AguesTnaLarn1suAfnaITNaYI
syuuRefiumesviolastassdfy A saumned
Aendesiunsliusnmaedassaseiuguddyues
Uz 3 uaIuReuTosuaslssyvuldene
auldannsavinnunseliuinisle”

wszsvdyaAn1ssnuinuiunsaonsie
Torues .. 2562 (Ine)
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TuuniliiTnguszasanagiin e munsunag

Brsfinguienseyaiaviaiiamsadentdiiieli
\Wiansvee/seiudavananisaniiuaiy (Disruption)
suaﬁzuuimaa%fwﬁugmﬁﬁﬁzgLﬁaﬁﬂﬂfgjmsﬁmum
wwaauazansnstunswseunstesiusield win
#a1snudennas US-Russia 2021 weasulainnis
rewlauf €l feiedosiomdlaveiududnume
vean1sien1sie (wwes) lngainnisAinwinuin
mslauAfiusgansamdsdanansenuludnunse
Disruption 38171 “Cyber Blockade” #innslaufil
SnUszasddilinsvihau/szuudiomenadiugisna
Tanawmiie a1 fuiivseusnallausnamil (Disruption
Operations) lngazUsenaume 2 gnsiondan fe
Cyber Vandal (Vandalism) Fadhiziesmenisaie
g Website veamiaga11/a3Ans waz1ludly
au%’auﬂaﬁﬁa%ﬂﬁm waz Cyber Blockades &au3s
msfigiensiedesldunniian loun nisleudlag
Ufasn1sliuinis (Distribute Denial of Service:
DDOS) Inenduwmaianislaufiuuu Brute Force lng
Hacker agvin1sBngunsaluuieiotiedumesiin
3 Computer ua loTs sunazdsdoyasiuaumin
AArdosnazonazlilfifsadostunisufoRaui
wiia3ssnenisliedlyives DNS Server ilolviszuy
veelaenIeiawinsIu/duasUseana/Useidu
foyaiAudanuannsa auvhliiaiemienineins
wsetien1snLiunsiianisrenteinasaulianse
T3l wihhnsTanfionawadluiidsgunsald
919.9u loTs Mduiiuilesvunidnlu Blockchain usi
Aeariiun1sAIuguRiY Cll 917 sEuunIsBasiod
omagilusziunsufienafiléiann Software u
$TULIAUIL Vi3e Website U09MI891LT1BANTT
¢T3 Update seuunsiesiu (Firewall) Senns
Taduuseendu 2 guwuuldun 1) nslaudlusediv
Layer 3/4 39 Volumetric Attack Way 2) n15lauf
Tuszeu Layer 7 w39 Application Attack agitiulanf
lUgaTu@snines (Mazanec & Whyte, 2019. p.100-
101, 118, 122, 131)



91N318971U284 (The Australian Cyber Security
Center (ACSC)) WU1¥1TEEEIA NS 9 LABUVDY
U 2021 finslanfimslaiuesdegagow/gaiszuns
vodlassaisiuguiid o 67,500 ady (Autu
15 % 9107 2020) vieAailu 8 afyuillasidu
5l Malware S¥nquszasivdniiovhnisansnsss
Foyadunazmviliszuuvgayianudaainyiua
Arudiistuegsiitienduedosdhnaiens
Semidlavosinultduiazninuguusdeiusioly
lueuian (Guardian 2021) nqunen1sieazaie
Whlaudlufiszuumugumsinuluuszeslna
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