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การวิจัยครั้งนี้มีวัตถุประสงค์ของการวิจัยเพ่ือศึกษาตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิต
นักศึกษาในสถาบันอุดมศึกษา โดยมีวิธีดําเนินการวิจัย ได้แก่ 1. การศึกษาเอกสารที่เกี่ยวข้องกับความเป็น
พลเมืองดิจิทัล และทําการสังเคราะห์ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล 2. การตรวจสอบความ
เหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล โดยผู้เชี่ยวชาญจํานวน 8 คน ท่ีได้มาจากการ
เลือกแบบเจาะจง เครื่องมือท่ีใช้ในการวิจัยเป็นแบบประเมินความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความ
เป็นพลเมืองดิจิทัล สถิติท่ีใช้ในการวิเคราะห์ข้อมูล ได้แก่ การแจกแจงความถี่ ค่ามัธยฐาน และพิสัยระหว่างควอ
ไทล์ ผลการวิจัยพบว่า 1) ตัวบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา มีจํานวน 11 
ตัวบ่งชี้ 25 พฤติกรรมบ่งชี้ ได้แก่ การเข้าถึงดิจิทัล (2 พฤติกรรมบ่งชี้) การทําธุรกรรมทางดิจิทัล (3 พฤติกรรม
บ่งชี้) การสื่อสารทางดิจิทัล  (2 พฤติกรรมบ่งชี้) มารยาททางดิจิทัล (3 พฤติกรรมบ่งชี้) การรู้เท่าทันดิจิทัล       
(3 พฤติกรรมบ่งชี้) กฎหมายดิจิทัล (2 พฤติกรรมบ่งชี้) สิทธิและความรับผิดชอบทางดิจิทัล (2 พฤติกรรมบ่งชี้) 
สุขภาพกายและใจทางดิจิทัล (2 พฤติกรรมบ่งชี้) การรักษาความปลอดภัยทางดิจิทัล (2 พฤติกรรมบ่งชี้)        
อัตลักษณ์ทางดิจิทัล (2 พฤติกรรมบ่งชี้) และความปลอดภัยในการใช้ดิจิทัล (2 พฤติกรรมบ่งชี้) 2) ตัวบ่งชี้และ
พฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา พบว่า มีความเหมาะสมอยู่ใน
ระดับมากถึงมากท่ีสุด  
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ABSTRACT 
The purpose of this research is to study the student digital citizenship indicators in higher 
education institutions. The research methods are: 1. Study and synthesize the documents of 
digital citizenship indicators and behavioral indicators. 2. Investigate the appropriateness of 
digital citizenship indicators and behavioral indicators by experts 8 people who were selected 
by using purposive sampling. The research instrument was a questionnaire to evaluate the 
appropriateness of digital citizenship indicators and behavioral indicators. The data were 
analyzed by using frequency distributions, median, and interquartile range. The result revealed 
that; 1) There were 11 indicators and 24 behavioral indicators for student digital citizenship in 
higher education institutions as follows: digital access (2 behavioral indicators), digital 
commerce (3 behavioral indicators), digital communication (2 behavioral indicators), digital 
etiquette (3 behavioral indicators), digital literacy (3 behavioral indicators), digital law (2 
behavioral indicators), digital rights and responsibilities (2 behavioral indicators), digital health 
and wellness (2 behavioral indicators), digital security (2 behavioral indicators), digital identity 
(2 indicator behavior), and digital safety (2 behavioral indicators). 2) The indicators and 
behavioral indicators for student digital citizenship in higher education institutions were found 
that appropriateness was between a high level to the highest level. 
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ความเป็นมาและความสําคัญของปัญหา 
เทคโนโลยีดิจิทัลทําให้เกิดการเปลี่ยนแปลงและการเจริญก้าวหน้าไปอย่างรวดเร็วและไร้ขีดจํากัด อีกท้ัง

ยังได้แทรกซึมไปทุกมิติของสังคม ส่งผลให้พฤติกรรมในการดํารงชีวิตของมนุษย์เปลี่ยนแปลงไปจากเดิม 
เนื่องจากเทคโนโลยีดิจิทัลได้เข้ามามีบทบาทและกลายเป็นส่วนหนึ่งของชีวิตประจําวัน หรืออาจกล่าวได้ว่า
เทคโนโลยีดิจิทัลคือปัจจัยท่ี 5 ไปแล้ว ซ่ึงจากการเปลี่ยนแปลงของเทคโนโลยีดิจิทัลดังกล่าว Castells (2000) ได้
กล่าวว่า มนุษย์ได้ก้าวเข้าสู่กระบวนทัศน์ใหม่ทางเทคโนโลยี (New Technological Paradigm) และยิ่งไปกว่า
นั้น ในสังคมปัจจบุันเป็นสังคมยุคดิจิทัลอย่างเต็มรูปแบบ ก่อให้เกิดกลุ่ม Generation Z ซ่ึงเป็นกลุ่มคนรุ่นใหม่ท่ี
มีเทคโนโลยีดิจิทัลอยู่ในสายเลือด และในอนาคต Generation Z จะเป็นผู้บริโภคกลุ่มใหญ่ท่ีเติบโตในสังคมอย่าง
รวดเร็ว และจะเป็นพลเมืองกลุ่มใหม่ท่ีมีบทบาทสําคัญในการพัฒนาประเทศ (Lobato, 2015)  

การเปลี่ยนแปลงดังกล่าว ทําให้แผนพัฒนาดิจิทัลเพ่ือเศรษฐกิจและสังคม พ.ศ. 2559 ได้มีการกําหนด
ยุทธศาสตร์โดยเน้นในเรื่องการใช้เทคโนโลยีดิจิทัลให้เกิดประโยชน์และสร้างสรรค์ และที่สําคัญคือต้องพัฒนา
กําลังคนให้พร้อมเข้าสู่ยุคเศรษฐกิจและสังคมดิจทัิล เช่นเดียวกันกับพระราชบัญญัติการพัฒนาดิจิทัลเพ่ือ
เศรษฐกิจและสังคม พ.ศ. 2560 มาตรา 6 ได้กําหนดเป้าหมายเกี่ยวกับเทคโนโลยีดิจิทัลไว้ คือ มีการส่งเสริมให้
เกิดความพร้อมและความรู้ด้านเทคโนโลยีดิจิทัลและการนําไปใช้ประโยชน์ในรูปแบบท่ีเหมาะกับยุคสมัย (Digital 
Development for Economic and Social Development Act B.E. 2560, 2017) สอดคล้องกับแผน
ยุทธศาสตร์ชาติ ระยะ 20 ปี (พ.ศ. 2561-2580) ได้กําหนดยุทธศาสตร์ชาติในเรื่องของการพัฒนาและเสริมสร้าง
ศักยภาพคน รวมถึงการพัฒนาบุคลากรให้ใช้เทคโนโลยีดิจิทัลอย่างสร้างสรรค์และรู้เท่าทัน (Thailand’s 20 
Year National Strategy B.E. 2561-2580, 2018) นอกจากนี้ แผนการศึกษาแห่งชาติ ฉบับท่ี 12 (พ.ศ. 2560-
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เกิดความพร้อมและความรู้ด้านเทคโนโลยีดิจิทัลและการนําไปใช้ประโยชน์ในรูปแบบท่ีเหมาะกับยุคสมัย (Digital 
Development for Economic and Social Development Act B.E. 2560, 2017) สอดคล้องกับแผน
ยุทธศาสตร์ชาติ ระยะ 20 ปี (พ.ศ. 2561-2580) ได้กําหนดยุทธศาสตร์ชาติในเรื่องของการพัฒนาและเสริมสร้าง
ศักยภาพคน รวมถึงการพัฒนาบุคลากรให้ใช้เทคโนโลยีดิจิทัลอย่างสร้างสรรค์และรู้เท่าทัน (Thailand’s 20 
Year National Strategy B.E. 2561-2580, 2018) นอกจากนี้ แผนการศึกษาแห่งชาติ ฉบับท่ี 12 (พ.ศ. 2560-
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2574) ได้มีการกําหนดวิสัยทัศน์ ให้นักเรียน นักศึกษานําเทคโนโลยีดิจิทัลไปใช้ให้เกิดประโยชน์ (Office of the 
Education Council, Ministry of Education, 2017) 

นอกจากน้ี สํานักงานสถิติแห่งชาติได้ทําการสํารวจประชากรอายุตั้งแต่ 6 ปีขึ้นไป ในเรื่องของการใช้
คอมพิวเตอร์ อินเตอร์เน็ต และโทรศัพท์มือถือ จําแนกตามระดับการศึกษา พบว่ากลุ่มคนท่ีใช้คอมพิวเตอร์ 
อินเตอร์เน็ต และโทรศัพท์มือถือสูงท่ีสุดก็คือกลุ่มคนในระดับอุดมศึกษา ซ่ึงมากถึงร้อยละ 71.70, 95.10 และ 
99.50 ตามลําดับ (National Statistical Office, Ministry of Digital Economy and Society, 2018) เหตุท่ี
เป็นเช่นนี้เน่ืองจากนิสิตนักศึกษาเติบโตและใช้ชีวิตอยู่ท่ามกลางเทคโนโลยีดิจิทัล สามารถเข้าถึงได้ทุกท่ีและทุก
เวลา และถึงแม้ว่าเทคโนโลยีดิจิทัลจะช่วยอํานวยความสะดวกและนํามาซ่ึงประโยชน์ท่ีมากมาย แต่อย่างไรก็ตาม
ก็นํามาซ่ึงความเสี่ยงมากมายหลากหลายรูปแบบเช่นกัน โดยจากผลการวิจัยของแพทย์หญิงพรรณพิมล วิปุลากร          
ชี้ให้เห็นว่ากลุ่มวัยรุ่นแสดงพฤติกรรมที่เป็นความเสี่ยงมากขึ้น จึงก่อให้เกิดปัญหาความรุนแรงเพิ่มข้ึนตามมา ไม่
ว่าจะเป็นการกลั่นแกล้งทางไซเบอร์ (Cyberbullying) การพนันออนไลน์ การหลงเชื่อโฆษณาชวนเชื่อ การด่าทอ
กันในโลกออนไลน์หรือท่ีเรียกกันอีกอย่างว่าโลกเสมือนจริง ทําให้นํามาซ่ึงปัญหาการทะเลาะวิวาทกันในชีวิตจริง 
อีกทั้งอิทธิพลของเทคโนโลยีดิจิทัลทําให้เกิดสังคมก้มหน้า ปฏิสัมพันธ์ระหว่างครอบครัวและคนรอบข้างน้อยลง 
การรับรู้เรื่องราวจากสังคมภายนอกเพิ่มมากขึ้น ซ่ึงนั่นส่งผลต่อการใช้ชีวิต กระบวนการคิด ภาวะทางอารมณ์ 
การยับย้ังชั่งใจ และการตัดสินใจโดยพลการ (Musikaphan & Pokpong, 2010) ด้วยเหตุนี้ กลุ่มคนในระดับ
การศึกษาอุดมศึกษาจึงจําเป็นต้องมีความเป็นพลเมืองดิจิทัล (Digital Citizenship) เน่ืองจากความเป็นพลเมือง
ดิจิทัลนับเป็นมาตรฐานหนึ่งด้านเทคโนโลยีการศึกษาท่ีเสนอโดยสมาคมเทคโนโลยีการศึกษานานาชาติ 
(International Society for Technology in Education, 2007) เพ่ือให้ผู้เรียนได้มีความเข้าใจในเร่ือง
เทคโนโลยีดิจิทัล สามารถใช้ข้อมูลข่าวสารได้อย่างปลอดภัย เชน่เดียวกันกับกรอบมาตรฐานคุณวุฒิ
ระดับอุดมศึกษาแห่งชาติ ในองค์ประกอบด้านท่ี 5 ได้เน้นในเรื่องของทักษะการวิเคราะห์เชิงตัวเลข การสื่อสาร
และการใช้เทคโนโลยี (Numerical Analysis, Communication and Information Technology Skills) ซ่ึง
จะเห็นได้ว่า 1 ใน 5 ของกรอบมาตรฐานคุณวุฒิระดับอุดมศึกษาแห่งชาติ ได้มีการเน้นในเรื่องของการส่ือสาร
และการใช้เทคโนโลยี (Ministry of Education, 2009) ซ่ึงจะสอดคล้องกับเรื่องความเป็นพลเมืองดิจิทัล แต่
อย่างไรก็ตามการเป็นพลเมืองดิจิทัลนั้นเป็นอะไรท่ีมากกว่าการใช้เทคโนโลยีดิจิทัล เพราะการเป็นพลเมืองในยุค
ดจิิทัลจะต้องเป็นบุคคลที่ประพฤติปฏิบัติตนเพื่อใช้เทคโนโลยีดิจิทัลได้อย่างเหมาะสมและรับผิดชอบ (Ribble, 
2009) ประกอบกับการเป็นพลเมืองดิจิทัลนั้น ไม่ใช่เพียงเป็นแค่บุคคลเกิดและเติบโตมาในยุคดิจิทัลเท่าน้ัน แต่
ต้องเป็นผู้ท่ีใช้ประโยชน์จากเทคโนโลยีดิจิทัลได้อย่างสร้างสรรคแ์ละถูกต้อง ตระหนักถึงความปลอดภัย และไม่
เกิดผลกระทบที่ร้ายแรงต่อตนเองและผู้อ่ืน 

ดังนั้นจากความเสี่ยงและผลกระทบที่อาจเกิดขึ้นกับพลเมืองกลุ่มคนในระดบัการศึกษาอุดมศึกษา ซ่ึงเป็น
กําลังสําคัญในการขับเคลื่อนประเทศในอนาคต ทําให้สถาบันการศึกษาควรตระหนักและควรเตรียมการ เพ่ือ
ส่งเสริมและสร้างความพร้อมให้กับพลเมืองในยุค Generation Z หรือกลุ่มนิสิตนักศึกษาให้สามารถดํารงชีวิต
ควบคู่ไปพร้อมกับเทคโนโลยีดิจิทัลได้อย่างชาญฉลาดและรู้เท่าทัน นั่นก็คือการทําให้นิสิตนักศึกษาก้าวเข้าสู่ความ
เป็นพลเมืองดิจิทัลได้อย่างสมบูรณ์แบบ แต่อย่างไรก็ตามจากการศึกษาวิจัยที่มีผู้ทําการศึกษาไว้เกี่ยวกับความ
เป็นพลเมืองดิจิทัลนั้น ยังไม่พบในบริบทของประเทศไทยถึงความชัดเจนของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็น
พลเมืองดิจิทัล ด้วยเหตุนี้ผู้วิจัยจึงได้มีการศึกษาตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล ซ่ึงบทความ
วิจัยนี้เป็นผลการศึกษาในข้ันตอนที่ 1 ของการวิจัยเร่ืองการพัฒนาแบบวัดและเกณฑ์ปกติความเป็นพลเมือง
ดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา ท้ังนี้ผลการศึกษาดังกล่าวจะทําให้ทราบถึงตัวบ่งชี้และพฤติกรรม

บ่งชี้ความเป็นพลเมืองดิจิทัลท่ีได้จากการสังเคราะห์เอกสาร และผลการตรวจสอบความเหมาะสมของตัวบ่งชี้
และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลโดยผู้เชี่ยวชาญ ประกอบกับสามารถนําตัวบ่งชี้และพฤติกรรมบ่งชี้
ความเป็นพลเมืองดิจิทัลท่ีได้นี้มาสร้างเป็นแบบวัดความเป็นพลเมืองดิจิทัลเพ่ือใช้ตรวจสอบระดับความเป็น
พลเมืองดิจิทัลของนิสิตนักศึกษา อีกท้ังยังเป็นประโยชน์ต่อคณาจารย์ และบุคลากรท่ีเก่ียวข้องกับการพัฒนานิสิต
นักศึกษาท่ีสามารถนําตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลไปวางแผนพัฒนากิจกรรมเพ่ือส่งเสริม
ความเป็นพลเมืองดิจิทัล ให้เป็นไปตามเจตนารมณ์ของพระราชบัญญัติการพัฒนาดิจิทัลเพ่ือเศรษฐกิจและ
สังคมไทย พ.ศ. 2560 มาตรา 6 ท่ีมีเป้าหมายเพื่อพัฒนาพลเมืองให้มีความพร้อม มีความรู้ ด้านเทคโนโลยีดิจิทัล 
อีกท้ังแผนยุทธศาสตร์ชาติ ระยะ 20 ปี ท่ีต้องการพัฒนาพลเมืองให้สามารถใช้เทคโนโลยีดิจิทัลได้อย่าง
สร้างสรรค์และรู้เท่าทันการเปลี่ยนแปลง 
 
วัตถุประสงค์ของการวิจัย 

เพ่ือศึกษาตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา 
 

วิธีดําเนินการวิจัย 
ในการศึกษาตัวบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษาคร้ังนี้ ผู้วิจัยได้แบ่ง

วิธีดําเนินการวิจัย ประกอบด้วย 
1. การศึกษาเอกสารท่ีเก่ียวข้องกับความเป็นพลเมืองดิจิทัล และทําการสังเคราะห์ตัวบ่งชี้และพฤติกรรม

บ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา  
1.1 แหล่งข้อมูล ได้แก่ เอกสารท่ีเกี่ยวกับความเป็นพลเมืองดิจิทัล (Digital Citizenship) โดยผู้วิจัยได้

ยึดกรอบแนวคิดหลัก 2 แนวคิด ของ Ribble (2011) และ Park (2016) 
1.2 เครื่องมือท่ีใช้ในการวิจัย ได้แก่ แบบสังเคราะห์ตัวบ่งชี้ความเป็นพลเมืองดิจิทัล 
1.3 การเก็บรวบรวมข้อมูล ได้แก่ 1) ศึกษาแนวคิดความเป็นพลเมืองดิจิทัล ของ Ribble (2011) และ 

Park (2016) เพ่ือสังเคราะห์ตัวบ่งชี้ และ 2) ทําการศึกษาเอกสาร และงานวิจัยที่เก่ียวข้องกับตัวบ่งชี้ท่ีผู้วิจัยได้
ศึกษาเพ่ิมเติม เพ่ือทําการสังเคราะห์พฤติกรรมบ่งชี้ และกําหนดเป็นนิยามศัพท์เชิงปฏิบัติการ 

1.4 การวิเคราะห์ข้อมูล ได้แก่ การสังเคราะห์เนื้อหา 
2.  การตรวจสอบความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิต

นักศึกษาในสถาบันอุดมศึกษา  
2.1 แหล่งข้อมูล ได้แก่ ผู้เชี่ยวชาญ จํานวน 8 คน ท่ีได้มาจากการเลือกแบบเจาะจง (Purposive 

Selection) โดยคุณสมบัติของผู้เชี่ยวชาญในการตรวจสอบความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความ
เป็นพลเมืองดิจิทัล แบ่งออกเป็น 3 กลุ่ม ได้แก่  

กลุ่มท่ี 1 อาจารย์ในสถาบันอุดมศึกษา ท่ีมีความเชี่ยวชาญด้านการสอนเกี่ยวกับเทคโนโลยีดิจิทัล และ/
หรือ เทคโนโลยีดิจิทัลและการสื่อสาร  

กลุ่มท่ี 2 นักวิชาการ ท่ีมีความเชี่ยวชาญทางด้านเทคโนโลยีดิจิทัล และ/หรือ เทคโนโลยีดิจิทัลและการ
สื่อสาร  

กลุ่มท่ี 3 อาจารย์ในสถาบันอุดมศึกษา ท่ีมีความเชี่ยวชาญทางด้านการสร้างเครื่องมือวัดทางจิต
ลักษณะและทางการศึกษา 
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2574) ได้มีการกําหนดวิสัยทัศน์ ให้นักเรียน นักศึกษานําเทคโนโลยีดิจิทัลไปใช้ให้เกิดประโยชน์ (Office of the 
Education Council, Ministry of Education, 2017) 

นอกจากน้ี สํานักงานสถิติแห่งชาติได้ทําการสํารวจประชากรอายุตั้งแต่ 6 ปีขึ้นไป ในเรื่องของการใช้
คอมพิวเตอร์ อินเตอร์เน็ต และโทรศัพท์มือถือ จําแนกตามระดับการศึกษา พบว่ากลุ่มคนท่ีใช้คอมพิวเตอร์ 
อินเตอร์เน็ต และโทรศัพท์มือถือสูงท่ีสุดก็คือกลุ่มคนในระดับอุดมศึกษา ซ่ึงมากถึงร้อยละ 71.70, 95.10 และ 
99.50 ตามลําดับ (National Statistical Office, Ministry of Digital Economy and Society, 2018) เหตุท่ี
เป็นเช่นนี้เน่ืองจากนิสิตนักศึกษาเติบโตและใช้ชีวิตอยู่ท่ามกลางเทคโนโลยีดิจิทัล สามารถเข้าถึงได้ทุกท่ีและทุก
เวลา และถึงแม้ว่าเทคโนโลยีดิจิทัลจะช่วยอํานวยความสะดวกและนํามาซ่ึงประโยชน์ท่ีมากมาย แต่อย่างไรก็ตาม
ก็นํามาซ่ึงความเสี่ยงมากมายหลากหลายรูปแบบเช่นกัน โดยจากผลการวิจัยของแพทย์หญิงพรรณพิมล วิปุลากร          
ชี้ให้เห็นว่ากลุ่มวัยรุ่นแสดงพฤติกรรมที่เป็นความเสี่ยงมากขึ้น จึงก่อให้เกิดปัญหาความรุนแรงเพิ่มขึ้นตามมา ไม่
ว่าจะเป็นการกลั่นแกล้งทางไซเบอร์ (Cyberbullying) การพนันออนไลน์ การหลงเชื่อโฆษณาชวนเชื่อ การด่าทอ
กันในโลกออนไลน์หรือท่ีเรียกกันอีกอย่างว่าโลกเสมือนจริง ทําให้นํามาซ่ึงปัญหาการทะเลาะวิวาทกันในชีวิตจริง 
อีกทั้งอิทธิพลของเทคโนโลยีดิจิทัลทําให้เกิดสังคมก้มหน้า ปฏิสัมพันธ์ระหว่างครอบครัวและคนรอบข้างน้อยลง 
การรับรู้เรื่องราวจากสังคมภายนอกเพิ่มมากขึ้น ซ่ึงนั่นส่งผลต่อการใช้ชีวิต กระบวนการคิด ภาวะทางอารมณ์ 
การยับย้ังชั่งใจ และการตัดสินใจโดยพลการ (Musikaphan & Pokpong, 2010) ด้วยเหตุนี้ กลุ่มคนในระดับ
การศึกษาอุดมศึกษาจึงจําเป็นต้องมีความเป็นพลเมืองดิจิทัล (Digital Citizenship) เนื่องจากความเป็นพลเมือง
ดิจิทัลนับเป็นมาตรฐานหนึ่งด้านเทคโนโลยีการศึกษาท่ีเสนอโดยสมาคมเทคโนโลยีการศึกษานานาชาติ 
(International Society for Technology in Education, 2007) เพ่ือให้ผู้เรียนได้มีความเข้าใจในเร่ือง
เทคโนโลยีดิจิทัล สามารถใช้ข้อมูลข่าวสารได้อย่างปลอดภัย เชน่เดียวกันกับกรอบมาตรฐานคุณวุฒิ
ระดับอุดมศึกษาแห่งชาติ ในองค์ประกอบด้านท่ี 5 ได้เน้นในเรื่องของทักษะการวิเคราะห์เชิงตัวเลข การสื่อสาร
และการใช้เทคโนโลยี (Numerical Analysis, Communication and Information Technology Skills) ซ่ึง
จะเห็นได้ว่า 1 ใน 5 ของกรอบมาตรฐานคุณวุฒิระดับอุดมศึกษาแห่งชาติ ได้มีการเน้นในเรื่องของการส่ือสาร
และการใช้เทคโนโลยี (Ministry of Education, 2009) ซ่ึงจะสอดคล้องกับเรื่องความเป็นพลเมืองดิจิทัล แต่
อย่างไรก็ตามการเป็นพลเมืองดิจิทัลนั้นเป็นอะไรท่ีมากกว่าการใช้เทคโนโลยีดิจิทัล เพราะการเป็นพลเมืองในยุค
ดจิิทัลจะต้องเป็นบุคคลที่ประพฤติปฏิบัติตนเพื่อใช้เทคโนโลยีดิจิทัลได้อย่างเหมาะสมและรับผิดชอบ (Ribble, 
2009) ประกอบกับการเป็นพลเมืองดิจิทัลนั้น ไม่ใช่เพียงเป็นแค่บุคคลเกิดและเติบโตมาในยุคดิจิทัลเท่านั้น แต่
ต้องเป็นผู้ท่ีใช้ประโยชน์จากเทคโนโลยีดิจิทัลได้อย่างสร้างสรรคแ์ละถูกต้อง ตระหนักถึงความปลอดภัย และไม่
เกิดผลกระทบที่ร้ายแรงต่อตนเองและผู้อ่ืน 

ดังน้ันจากความเสี่ยงและผลกระทบที่อาจเกิดขึ้นกับพลเมืองกลุ่มคนในระดบัการศึกษาอุดมศึกษา ซ่ึงเป็น
กําลังสําคัญในการขับเคลื่อนประเทศในอนาคต ทําให้สถาบันการศึกษาควรตระหนักและควรเตรียมการ เพ่ือ
ส่งเสริมและสร้างความพร้อมให้กับพลเมืองในยุค Generation Z หรือกลุ่มนิสิตนักศึกษาให้สามารถดํารงชีวิต
ควบคู่ไปพร้อมกับเทคโนโลยีดิจิทัลได้อย่างชาญฉลาดและรู้เท่าทัน นั่นก็คือการทําให้นิสิตนักศึกษาก้าวเข้าสู่ความ
เป็นพลเมืองดิจิทัลได้อย่างสมบูรณ์แบบ แต่อย่างไรก็ตามจากการศึกษาวิจัยที่มีผู้ทําการศึกษาไว้เกี่ยวกับความ
เป็นพลเมืองดิจิทัลนั้น ยังไม่พบในบริบทของประเทศไทยถึงความชัดเจนของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็น
พลเมืองดิจิทัล ด้วยเหตุนี้ผู้วิจัยจึงได้มีการศึกษาตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล ซ่ึงบทความ
วิจัยนี้เป็นผลการศึกษาในขั้นตอนท่ี 1 ของการวิจัยเร่ืองการพัฒนาแบบวัดและเกณฑ์ปกติความเป็นพลเมือง
ดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา ท้ังนี้ผลการศึกษาดังกล่าวจะทําให้ทราบถึงตัวบ่งชี้และพฤติกรรม

บ่งชี้ความเป็นพลเมืองดิจิทัลท่ีได้จากการสังเคราะห์เอกสาร และผลการตรวจสอบความเหมาะสมของตัวบ่งชี้
และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลโดยผู้เชี่ยวชาญ ประกอบกับสามารถนําตัวบ่งชี้และพฤติกรรมบ่งชี้
ความเป็นพลเมืองดิจิทัลท่ีได้นี้มาสร้างเป็นแบบวัดความเป็นพลเมืองดิจิทัลเพ่ือใช้ตรวจสอบระดับความเป็น
พลเมืองดิจิทัลของนิสิตนักศึกษา อีกทั้งยังเป็นประโยชน์ต่อคณาจารย์ และบุคลากรท่ีเกี่ยวข้องกับการพัฒนานิสิต
นักศึกษาท่ีสามารถนําตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลไปวางแผนพัฒนากิจกรรมเพ่ือส่งเสริม
ความเป็นพลเมืองดิจิทัล ให้เป็นไปตามเจตนารมณ์ของพระราชบัญญัติการพัฒนาดิจิทัลเพ่ือเศรษฐกิจและ
สังคมไทย พ.ศ. 2560 มาตรา 6 ท่ีมีเป้าหมายเพื่อพัฒนาพลเมืองให้มีความพร้อม มีความรู้ ด้านเทคโนโลยีดิจิทัล 
อีกทั้งแผนยุทธศาสตร์ชาติ ระยะ 20 ปี ท่ีต้องการพัฒนาพลเมืองให้สามารถใช้เทคโนโลยีดิจิทัลได้อย่าง
สร้างสรรค์และรู้เท่าทันการเปลี่ยนแปลง 
 
วัตถุประสงค์ของการวิจัย 

เพ่ือศึกษาตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา 
 

วิธีดําเนินการวิจัย 
ในการศึกษาตัวบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษาคร้ังนี้ ผู้วิจัยได้แบ่ง

วิธีดําเนินการวิจัย ประกอบด้วย 
1. การศึกษาเอกสารท่ีเกี่ยวข้องกับความเป็นพลเมืองดิจิทัล และทําการสังเคราะห์ตัวบ่งชี้และพฤติกรรม

บ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา  
1.1 แหล่งข้อมูล ได้แก่ เอกสารที่เก่ียวกับความเป็นพลเมืองดิจิทัล (Digital Citizenship) โดยผู้วิจัยได้

ยึดกรอบแนวคิดหลัก 2 แนวคิด ของ Ribble (2011) และ Park (2016) 
1.2 เครื่องมือท่ีใช้ในการวิจัย ได้แก่ แบบสังเคราะห์ตัวบ่งชี้ความเป็นพลเมืองดิจิทัล 
1.3 การเก็บรวบรวมข้อมูล ได้แก่ 1) ศึกษาแนวคิดความเป็นพลเมืองดิจิทัล ของ Ribble (2011) และ 

Park (2016) เพ่ือสังเคราะห์ตัวบ่งชี้ และ 2) ทําการศึกษาเอกสาร และงานวิจัยที่เกี่ยวข้องกับตัวบ่งชี้ท่ีผู้วิจัยได้
ศึกษาเพิ่มเติม เพ่ือทําการสังเคราะห์พฤติกรรมบ่งชี้ และกําหนดเป็นนิยามศัพท์เชิงปฏิบัติการ 

1.4 การวิเคราะห์ข้อมูล ได้แก่ การสังเคราะห์เน้ือหา 
2.  การตรวจสอบความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิต

นักศึกษาในสถาบันอุดมศึกษา  
2.1 แหล่งข้อมูล ได้แก่ ผู้เชี่ยวชาญ จํานวน 8 คน ท่ีได้มาจากการเลือกแบบเจาะจง (Purposive 

Selection) โดยคุณสมบัติของผู้เชี่ยวชาญในการตรวจสอบความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความ
เป็นพลเมืองดิจิทัล แบ่งออกเป็น 3 กลุ่ม ได้แก่  

กลุ่มท่ี 1 อาจารย์ในสถาบันอุดมศึกษา ท่ีมีความเชี่ยวชาญด้านการสอนเกี่ยวกับเทคโนโลยีดิจิทัล และ/
หรือ เทคโนโลยีดิจิทัลและการสื่อสาร  

กลุ่มท่ี 2 นักวิชาการ ท่ีมีความเชี่ยวชาญทางด้านเทคโนโลยีดิจิทัล และ/หรือ เทคโนโลยีดิจิทัลและการ
สื่อสาร  

กลุ่มท่ี 3 อาจารย์ในสถาบันอุดมศึกษา ท่ีมีความเชี่ยวชาญทางด้านการสร้างเครื่องมือวัดทางจิต
ลักษณะและทางการศึกษา 
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2.2 เครื่องมือท่ีใช้ในการวิจัย ได้แก่ แบบประเมินความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความ
เป็นพลเมืองดิจิทัล มีลักษณะเป็นมาตรประมาณค่า (Rating Scale) 5 ระดับ ท่ีมีช่องสําหรับให้ผู้เชี่ยวชาญ
ประเมินความเหมาะสม และให้ข้อเสนอแนะเพ่ิมเติม 

2.3 การเก็บรวบรวมข้อมูล โดย 1) ผู้วิจัยติดต่อขอหนังสือจากบัณฑิตวิทยาลัย มหาวิทยาลัยนเรศวร 
เพ่ือขอความอนุเคราะห์ในการเป็นผู้เชี่ยวชาญ 2) ดําเนินการส่งแบบประเมินความเหมาะสมของตัวบ่งชี้และ
พฤติกรรมบ่งชี้ความเป็นพลเมือง พร้อมด้วยตารางในการสังเคราะห์ และนิยามศัพท์เชิงปฏิบัติการของตัวบ่งชี้
และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล ท้ังนี้ได้แนบหนังสือขอความอนุเคราะห์ในการเป็นผู้เชี่ยวชาญทาง
ไปรษณีย์ พร้อมสอดซองติดแสตมป์สําหรับให้ผู้เชี่ยวชาญส่งกลับคนื  

2.4 การวิเคราะห์ข้อมูล โดย 1) รวมคะแนนจากแบบประเมินความเหมาะสมของตัวบ่งชี้และ
พฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลจากผู้เชี่ยวชาญทั้งหมด จากนั้นนํามาคํานวณหาค่ามัธยฐาน (Median : 
Mdn) และค่าพิสัยระหว่างควอไทล์ (Interquartile range : IQR) ของข้อคําถามเป็นรายตัวบ่งชี้และพฤติกรรม
บ่งชี้ 2) นําค่า Median ท่ีคํานวณได้มาเปรียบเทียบกับเกณฑ์ 3) ผู้วิจัยกําหนดเกณฑ์ในการคัดเลือกตัวบ่งชี้ท่ีมี
ความเหมาะสม คือ ค่ามัธยฐาน มีค่ามากกว่าเท่ากับ 3.50 คะแนน และค่าพิสัยระหว่างควอไทล์ มีค่าไม่เกิน 
1.50 คะแนน ท้ังนี้การแปลความหมายของคะแนนค่ามัธยฐาน มีรายละเอียดดังนี้ 

ค่ามัธยฐาน 1.00 ถึง 1.49 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับน้อยท่ีสุด 
ค่ามัธยฐาน 1.50 ถึง 2.49 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับน้อย 
ค่ามัธยฐาน 2.50 ถึง 3.49 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับปานกลาง 
ค่ามัธยฐาน 3.50 ถึง 4.49 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับมาก 
ค่ามัธยฐาน 4.50 ถึง 5.00 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับมากท่ีสุด 

 

สรุปผลการวิจัย 
ผู้วิจัยนําเสนอสรุปผลการวิจัยตามวัตถุประสงค์ของการวิจัย ดังน้ี 
1. ผลการศึกษาเอกสารที่เกี่ยวข้องกับความเป็นพลเมืองดิจิทัล และทําการสังเคราะห์ตัวบ่งชี้และ

พฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา แสดงดังตารางท่ี 1 
 

ตารางที่ 1 ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา 
 

ตัวบ่งชี้ พฤติกรรมบ่งชี้ 
1. การเข้าถึงดิจิทัล 1.1 มีส่วนร่วมในการใช้เทคโนโลยี  

1.2 ตระหนักถึงบุคคลอ่ืนให้ได้รับโอกาสในการใช้เทคโนโลยี 
2. การซื้อขายทางดิจิทัล 2.1 ขายของออนไลน์ได้อย่างเหมาะสม 

2.2 ซ้ือของออนไลน์ได้อย่างชาญฉลาด     
2.2 สืบค้นแหล่งท่ีมา หรือเว็บไซต์ในการซ้ือสินค้าทางดิจิทัล  

3. การสื่อสารทางดิจิทัล 3.1 ระมัดระวังการสื่อสารทางดิจทัิลกับผู้ร่วมสนทนา 
3.2 เคารพและให้เกียรติผู้ร่วมสนทนาทางดิจิทัล 

4. มารยาททางดิจิทัล 4.1 สร้างความสมัพันธ์ท่ีดีกับผู้อ่ืนในโลกดิจิทัล 
4.2 ควบคุมอารมณ์ของตนเองในโลกดิจิทัล 
4.3 รู้จักกาลเทศะในการใช้งานอุปกรณ์ดิจิทัล 

 
ตารางที่ 1 (ต่อ) 
 

ตัวบ่งชี้ พฤติกรรมบ่งชี้ 
5. การรู้เท่าทันดิจิทัล 5.1 ประเมินข้อมูลข่าวสารทางดิจิทัลได้อย่างถูกต้อง 

5.2 ส่งต่อข้อมูลข่าวสาร หรือเร่ืองราวต่างๆ ทางดิจิทัลได้อย่างเหมาะสม 
5.3 การสร้างสรรค์ข้อมูลทางดิจิทัล 

6. กฎหมายดิจิทัล 6.1 หลีกเลี่ยงการเผยแพร่ข้อมูลทางดิจิทัลท่ีไม่เป็นความจริง 
6.2 หลีกเลี่ยงการละเมิดทรัพย์สินทางปัญญาทางดิจิทัล 

7. สิทธิและความรับผิดชอบ 
   ทางดิจิทัล 

7.1 หลีกเลี่ยงการละเมิดความเป็นส่วนตัวของผู้อ่ืนผ่านทางดิจิทัล 
7.2 หลีกเลี่ยงการขโมยความคิดหรือผลงานของผู้อ่ืนทางดิจิทัลมาเป็นของ
ตนเอง 

8. สุขภาพกายและใจทาง 
   ดิจิทัล 

8.1 จัดสรรเวลาในการใช้งานโซเชียลมิเดียและการทํางานผ่านอุปกรณ์ดิจิทัล 
8.2 รู้จักใช้ชีวิตออนไลน์และออฟไลน์ได้อย่างสมดุล 

9. การรักษาความปลอดภัย 
   ทางดิจิทัล 

9.1 ปกป้องข้อมูลทางดิจิทัลของตนเอง 
9.2 เข้าถึงข้อมูลทางดิจิทัลด้วยความรอบคอบ 

10. อัตลักษณ์ทางดิจิทัล 10.1 สร้างข้อมูลส่วนตัวทางดิจิทัลเท่าท่ีจําเป็น 
10.2 เปิดเผยข้อมูลทางดิจิทัลได้อย่างเหมาะสม 

11. ความปลอดภัยในการใช้    
     ดิจิทัล 

11.1 จัดการการถูกกลั่นแกล้งบนโลกไซเบอร์ 
11.2 หลีกเลี่ยงการกลั่นแกล้งผู้อ่ืนบนโลกไซเบอร์ 

 

จากตาราง 1 พบว่า ความเป็นพลเมืองดิจิทัล มีจํานวน 11 ตัวบ่งชี้ 25 พฤติกรรมบ่งชี้ ประกอบด้วย 
การเข้าถึงดิจิทัล (2 พฤติกรรมบ่งชี้) การซ้ือขายทางดิจิทัล (3 พฤติกรรมบ่งชี้) การสื่อสารทางดิจิทัล (2 
พฤติกรรมบ่งชี้) มารยาททางดิจิทัล (3 พฤติกรรมบ่งชี้) การรู้เท่าทันดิจิทัล (3 พฤติกรรมบ่งชี้) กฎหมายดิจิทัล (2 
พฤติกรรมบ่งชี้) สิทธิและความรับผิดชอบทางดิจทัิล (2 พฤติกรรมบ่งชี้) สุขภาพกายและใจทางดิจิทัล (2 
พฤติกรรมบ่งชี้) การรักษาความปลอดภัยทางดิจิทัล (2 พฤติกรรมบ่งชี้) อัตลักษณ์ทางดิจิทัล (2 พฤติกรรมบ่งชี้) 
และความปลอดภัยในการใช้ดิจิทัล (2 พฤติกรรมบ่งชี้)  

2. การตรวจสอบความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิต
นักศึกษาในสถาบันอุดมศึกษา โดยผู้เชี่ยวชาญจํานวน 8 คน แสดงดังตารางที่ 2 
 

ตารางที่ 2 ความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาใน 
              สถาบันอุดมศึกษา 
 

ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล Mdn IQR ผลการพิจารณา 
1. การเข้าถึงดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
   1.1 มีส่วนร่วมในการใช้เทคโนโลยี 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
   1.2 ตระหนักถึงบุคคลอื่นให้ได้รับโอกาสในการใช้เทคโนโลยี 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
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2.2 เครื่องมือท่ีใช้ในการวิจัย ได้แก่ แบบประเมินความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความ
เป็นพลเมืองดิจิทัล มีลักษณะเป็นมาตรประมาณค่า (Rating Scale) 5 ระดับ ท่ีมีช่องสําหรับให้ผู้เชี่ยวชาญ
ประเมินความเหมาะสม และให้ข้อเสนอแนะเพ่ิมเติม 

2.3 การเก็บรวบรวมข้อมูล โดย 1) ผู้วิจัยติดต่อขอหนังสือจากบัณฑิตวิทยาลัย มหาวิทยาลัยนเรศวร 
เพ่ือขอความอนุเคราะห์ในการเป็นผู้เชี่ยวชาญ 2) ดําเนินการส่งแบบประเมินความเหมาะสมของตัวบ่งชี้และ
พฤติกรรมบ่งชี้ความเป็นพลเมือง พร้อมด้วยตารางในการสังเคราะห์ และนิยามศัพท์เชิงปฏิบัติการของตัวบ่งชี้
และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล ท้ังนี้ได้แนบหนังสือขอความอนุเคราะห์ในการเป็นผู้เชี่ยวชาญทาง
ไปรษณีย์ พร้อมสอดซองติดแสตมป์สําหรับให้ผู้เชี่ยวชาญส่งกลับคนื  

2.4 การวิเคราะห์ข้อมูล โดย 1) รวมคะแนนจากแบบประเมินความเหมาะสมของตัวบ่งชี้และ
พฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลจากผู้เชี่ยวชาญทั้งหมด จากนั้นนํามาคํานวณหาค่ามัธยฐาน (Median : 
Mdn) และค่าพิสัยระหว่างควอไทล์ (Interquartile range : IQR) ของข้อคําถามเป็นรายตัวบ่งชี้และพฤติกรรม
บ่งชี้ 2) นําค่า Median ท่ีคํานวณได้มาเปรียบเทียบกับเกณฑ์ 3) ผู้วิจัยกําหนดเกณฑ์ในการคัดเลือกตัวบ่งชี้ท่ีมี
ความเหมาะสม คือ ค่ามัธยฐาน มีค่ามากกว่าเท่ากับ 3.50 คะแนน และค่าพิสัยระหว่างควอไทล์ มีค่าไม่เกิน 
1.50 คะแนน ท้ังนี้การแปลความหมายของคะแนนค่ามัธยฐาน มีรายละเอียดดังนี้ 

ค่ามัธยฐาน 1.00 ถึง 1.49 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับน้อยท่ีสุด 
ค่ามัธยฐาน 1.50 ถึง 2.49 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับน้อย 
ค่ามัธยฐาน 2.50 ถึง 3.49 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับปานกลาง 
ค่ามัธยฐาน 3.50 ถึง 4.49 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับมาก 
ค่ามัธยฐาน 4.50 ถึง 5.00 หมายถึง ตัวบ่งชี้/ พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่ในระดับมากท่ีสุด 

 

สรุปผลการวิจัย 
ผู้วิจัยนําเสนอสรุปผลการวิจัยตามวัตถุประสงค์ของการวิจัย ดังนี้ 
1. ผลการศึกษาเอกสารที่เกี่ยวข้องกับความเป็นพลเมืองดิจิทัล และทําการสังเคราะห์ตัวบ่งชี้และ

พฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา แสดงดังตารางที่ 1 
 

ตารางที่ 1 ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา 
 

ตัวบ่งชี้ พฤติกรรมบ่งชี้ 
1. การเข้าถึงดิจิทัล 1.1 มีส่วนร่วมในการใช้เทคโนโลยี  

1.2 ตระหนักถึงบุคคลอ่ืนให้ได้รับโอกาสในการใช้เทคโนโลยี 
2. การซื้อขายทางดิจิทัล 2.1 ขายของออนไลน์ได้อย่างเหมาะสม 

2.2 ซ้ือของออนไลน์ได้อย่างชาญฉลาด     
2.2 สืบค้นแหล่งท่ีมา หรือเว็บไซต์ในการซ้ือสินค้าทางดิจิทัล  

3. การสื่อสารทางดิจิทัล 3.1 ระมัดระวังการสื่อสารทางดิจทัิลกับผู้ร่วมสนทนา 
3.2 เคารพและให้เกียรติผู้ร่วมสนทนาทางดิจิทัล 

4. มารยาททางดิจิทัล 4.1 สร้างความสมัพันธ์ท่ีดีกับผู้อ่ืนในโลกดิจิทัล 
4.2 ควบคุมอารมณ์ของตนเองในโลกดิจิทัล 
4.3 รู้จักกาลเทศะในการใช้งานอุปกรณ์ดิจิทัล 

 
ตารางที่ 1 (ต่อ) 
 

ตัวบ่งชี้ พฤติกรรมบ่งชี้ 
5. การรู้เท่าทันดิจิทัล 5.1 ประเมินข้อมูลข่าวสารทางดิจิทัลได้อย่างถูกต้อง 

5.2 ส่งต่อข้อมูลข่าวสาร หรือเรื่องราวต่างๆ ทางดิจิทัลได้อย่างเหมาะสม 
5.3 การสร้างสรรค์ข้อมูลทางดิจิทัล 

6. กฎหมายดิจิทัล 6.1 หลีกเลี่ยงการเผยแพร่ข้อมูลทางดิจิทัลท่ีไม่เป็นความจริง 
6.2 หลีกเลี่ยงการละเมิดทรัพย์สินทางปัญญาทางดิจิทัล 

7. สิทธิและความรับผิดชอบ 
   ทางดิจิทัล 

7.1 หลีกเลี่ยงการละเมิดความเป็นส่วนตัวของผู้อ่ืนผ่านทางดิจิทัล 
7.2 หลีกเลี่ยงการขโมยความคิดหรือผลงานของผู้อ่ืนทางดิจิทัลมาเป็นของ
ตนเอง 

8. สุขภาพกายและใจทาง 
   ดิจิทัล 

8.1 จัดสรรเวลาในการใช้งานโซเชียลมิเดียและการทํางานผ่านอุปกรณ์ดิจิทัล 
8.2 รู้จักใช้ชีวิตออนไลน์และออฟไลน์ได้อย่างสมดุล 

9. การรักษาความปลอดภัย 
   ทางดิจิทัล 

9.1 ปกป้องข้อมูลทางดิจิทัลของตนเอง 
9.2 เข้าถึงข้อมูลทางดิจิทัลด้วยความรอบคอบ 

10. อัตลักษณ์ทางดิจิทัล 10.1 สร้างข้อมูลส่วนตัวทางดิจิทัลเท่าท่ีจําเป็น 
10.2 เปิดเผยข้อมูลทางดิจิทัลได้อย่างเหมาะสม 

11. ความปลอดภัยในการใช้    
     ดิจิทัล 

11.1 จัดการการถูกกลั่นแกล้งบนโลกไซเบอร์ 
11.2 หลีกเลี่ยงการกลั่นแกล้งผู้อ่ืนบนโลกไซเบอร์ 

 

จากตาราง 1 พบว่า ความเป็นพลเมืองดิจิทัล มีจํานวน 11 ตัวบ่งชี้ 25 พฤติกรรมบ่งชี้ ประกอบด้วย 
การเข้าถึงดิจิทัล (2 พฤติกรรมบ่งชี้) การซื้อขายทางดิจิทัล (3 พฤติกรรมบ่งชี้) การสื่อสารทางดิจิทัล (2 
พฤติกรรมบ่งชี้) มารยาททางดิจิทัล (3 พฤติกรรมบ่งชี้) การรู้เท่าทันดิจิทัล (3 พฤติกรรมบ่งชี้) กฎหมายดิจิทัล (2 
พฤติกรรมบ่งชี้) สิทธิและความรับผิดชอบทางดิจทัิล (2 พฤติกรรมบ่งชี้) สุขภาพกายและใจทางดิจิทัล (2 
พฤติกรรมบ่งชี้) การรักษาความปลอดภัยทางดิจิทัล (2 พฤติกรรมบ่งชี้) อัตลักษณ์ทางดิจิทัล (2 พฤติกรรมบ่งชี้) 
และความปลอดภัยในการใช้ดิจิทัล (2 พฤติกรรมบ่งชี้)  

2. การตรวจสอบความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิต
นักศึกษาในสถาบันอุดมศึกษา โดยผู้เชี่ยวชาญจํานวน 8 คน แสดงดังตารางท่ี 2 
 

ตารางที่ 2 ความเหมาะสมของตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาใน 
              สถาบันอุดมศึกษา 
 

ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล Mdn IQR ผลการพิจารณา 
1. การเข้าถึงดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
   1.1 มีส่วนร่วมในการใช้เทคโนโลยี 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
   1.2 ตระหนักถึงบุคคลอื่นให้ได้รับโอกาสในการใช้เทคโนโลยี 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
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ตารางที่ 2 (ต่อ) 
 

ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล Mdn IQR ผลการพิจารณา 
2. การทําธุรกรรมทางดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
   2.1 ขายสินค้าทางดิจิทัลได้อย่างเหมาะสม 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
   2.2 ซ้ือสินค้าทางดิจิทัลได้อย่างเหมาะสม 4.50 1.00 เหมาะสมระดับมากท่ีสุด 
   2.3 สืบค้นแหล่งท่ีมา หรือเว็บไซต์ในการซ้ือสินค้าทางดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
3. การสื่อสารทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
   3.1 ระมัดระวังการสื่อสารทางดิจิทัลกับผู้ร่วมสนทนา 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   3.2 เคารพและให้เกียรติผู้ร่วมสนทนาทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
4. มารยาททางดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   4.1 สร้างความสัมพันธ์ท่ีดีกับผู้อ่ืนในโลกดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   4.2 ควบคุมอารมณ์ของตนเองในโลกดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   4.3 รู้จักกาลเทศะในการใช้งานอุปกรณ์ดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
5. การรู้เท่าทันดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
   5.1 ประเมินข้อมูลข่าวสารทางดิจิทัลได้อย่างถูกต้อง 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
   5.2 ส่งต่อข้อมูลข่าวสาร หรือเรื่องราวต่างๆ ทางดิจิทัลได้ 
        อย่างเหมาะสม 

5.00 0.00 เหมาะสมระดับมากท่ีสุด 

   5.3 สร้างสรรค์ข้อมูลทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
6. กฎหมายดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
   6.1 หลีกเลี่ยงการเผยแพร่ข้อมูลทางดิจิทัลท่ีเป็นเท็จ 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   6.2 หลีกเลี่ยงการละเมิดทรัพย์สินทางปัญญาทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
7. สิทธิและความรับผิดชอบทางดิจิทัล 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
   7.1 หลีกเลี่ยงการละเมิดความเป็นส่วนตัวของผู้อ่ืนผ่านทาง 
        ดิจิทัล 

5.00 0.00 เหมาะสมระดับมากท่ีสุด 

   7.2 หลีกเลี่ยงการขโมยความคิดหรือผลงานของผู้อ่ืนทาง 
        ดิจิทัลมาเป็นของตนเอง 

5.00 0.75 เหมาะสมระดับมากท่ีสุด 

8. สุขภาพกายและใจทางดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   8.1 จัดสรรเวลาในการใช้งานโซเชียลมิเดียและการทํางาน 
         ผ่านอุปกรณ์ดิจิทัล 

5.00 0.75 เหมาะสมระดับมากท่ีสุด 

   8.2 รู้จักใช้ชีวิตออนไลน์และออฟไลน์ได้อย่างสมดุล 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
9. การรักษาความปลอดภัยทางดิจิทัล 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
   9.1 ปกป้องข้อมูลทางดิจิทัลของตนเอง 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
   9.2 เข้าถึงข้อมูลทางดิจิทัลด้วยความรอบคอบ 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
10. อัตลักษณ์ทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
    10.1 สร้างข้อมูลส่วนตัวทางดิจิทัลเท่าท่ีจําเป็น 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
    10.2 เปิดเผยข้อมูลทางดิจิทัลได้อย่างเหมาะสม 5.00 0.00 เหมาะสมระดับมากท่ีสุด 

ตารางที่ 2 (ต่อ) 
 

ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล Mdn IQR ผลการพิจารณา 
11. ความปลอดภัยในการใช้ดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
    11.1 จัดการการถูกกลั่นแกล้งบนโลกไซเบอร์ 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
    11.2 หลีกเลี่ยงการกลั่นแกล้งผู้อ่ืนบนโลกไซเบอร์ 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
 

จากตารางที่ 2 พบว่า ความเป็นพลเมืองดิจิทัลท้ัง 11 ตัวบ่งชี้ 25 พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่
ในระดับมากถึงมากท่ีสุด และผู้เชี่ยวชาญเสนอแนะให้แก้ไขตัวบ่งชี้และพฤติกรรมบ่งชี้ ได้แก่ ตัวบ่งชี้ท่ี 2 การซ้ือ
ขายทางดิจิทัล แก้ไขเป็นการทําธุรกรรมทางดิจิทัล พฤติกรรมบ่งชี้ท่ี 2.1 ขายของออนไลน์ได้อย่างเหมาะสม 
แก้ไขเป็นขายสินค้าทางดิจิทัลได้อย่างเหมาะสม พฤติกรรมบ่งชี้ท่ี 2.2 ซ้ือของออนไลน์ได้อย่างชาญฉลาด แก้ไข
เป็นซ้ือสินค้าทางดิจิทัลได้อย่างเหมาะสม พฤติกรรมบ่งชี้ท่ี 5.3 การสร้างสรรค์ข้อมูลทางดิจิทัล แก้ไขเป็น
สร้างสรรค์ข้อมูลทางดิจิทัล และพฤติกรรมบ่งชี้ท่ี 6.1 หลีกเลี่ยงการเผยแพร่ข้อมูลทางดิจิทัลท่ีไม่เป็นความจริง 
แก้ไขเป็นหลีกเลี่ยงการเผยแพร่ข้อมูลทางดิจิทัลท่ีเป็นเท็จ  

 

อภิปรายผลการวิจัย 
จากผลการวิจัยพบว่าความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา ประกอบไปด้วย 

11 ตัวบ่งชี้ ได้แก่ 1) การเข้าถงึดิจิทัล 2) การทําธุรกรรมทางดิจิทัล 3) การสื่อสารทางดิจิทัล 4) มารยาททาง
ดิจิทัล 5) การรู้เท่าทันดิจิทัล 6) กฎหมายดิจิทัล 7) สิทธิและความรับผิดชอบทางดิจิทัล 8) สุขภาพกายและใจ
ทางดิจิทัล 9) การรักษาความปลอดภัยทางดิจิทัล 10) อัตลักษณ์ทางดิจิทัล และ 11) ความปลอดภัยในการใช้
ดิจิทัล ซ่ึงท้ัง 11 ตัวบ่งชี้ของความเป็นพลเมืองดิจิทัลนี้ ผู้วิจัยได้ทําการสังเคราะห์จากเอกสารของ Ribble 
(2011) และ Park (2016) ท่ีกล่าวถึงความสําคัญของ 11 ตัวบ่งชี้ท่ีนิสิตนักศึกษาควรมี เพ่ือก้าวเข้าสู่การเป็น
พลเมืองท่ีดีในยุคดิจิทัล เนื่องจากกลุ่มนิสิตนักศึกษาเหล่านี้ถูกแวดล้อมไปด้วยโลกของเทคโนโลยี สมาร์ทโฟน 
และสื่อโซเชียลมีเดีย ไม่ว่าจะเป็นการติดต่อสื่อสารกับผู้อ่ืนท่ีรวดเร็วเพียงปลายน้ิวสัมผัสลงบนสมาร์ทโฟน การ
ซ้ือขายทางออนไลน์ผ่านระบบเครือข่ายอินเตอร์เน็ต และที่เห็นได้ชัดเจนก็คือสมาร์ทโฟนนั้นได้กลายเป็นส่วน
หนึ่งของชีวิตประจําวันไปแล้ว ทําให้เกิดสังคมก้มหน้า ปฏิสัมพันธ์ของคนรอบข้างน้อยลง ก่อให้เกิดผลกระทบต่อ
ความรับผิดชอบ หน้าท่ี การงาน การเรียน และสุขภาพ  ดังน้ันนิสิตนักศึกษาควรเรียนรู้วา่จะใช้ประโยชน์จาก
เทคโนโลยีดิจิทัลอย่างไรจึงจะปกป้องตนเองจากความเสี่ยงต่างๆ ได้อย่างเหมาะสม สอดคล้องกับ สมาคม
เทคโนโลยีการศึกษานานาชาติ (International Society for Technology in Education, 2007) ได้เสนอให้
ความเป็นพลเมืองดิจิทัลเป็นมาตรฐานหนึ่งด้านเทคโนโลยีการศึกษา มุ่งเน้นให้ทุกคนสามารถใช้เทคโนโลยีดิจิทัล
และปฏิบัติตนได้อย่างเหมาะสม เป็นไปตามที่ Ribble (2011) ได้กล่าวถึงเรื่องความเป็นพลเมืองดิจิทัลว่าเป็น
เร่ืองท่ีพลเมืองในยุคนี้ต้องเรียนรู้และควรจะทําความเข้าใจในเรื่องต่างๆ ของเทคโนโลยีดิจิทัล สามารถใช้
เทคโนโลยีดิจิทัลได้อย่างถูกต้องและปลอดภัย และที่สําคัญต้องถูกตามหลักของกฎหมายทางเทคโนโลยีดิจิทัล 
สอดคล้องกับงานวิจัยของ Pescetta (2011) ได้ทําการศึกษาเรื่องการสอนพลเมืองดิจิทัลในสถาบันอุดมศึกษา
ระดับโลก ท่ีพบว่าเทคโนโลยีดิจิทัลยังคงมีการเปลี่ยนแปลงอย่างต่อเนื่อง ดังนั้นนิสิตนักศึกษาจะต้องเตรียมตัว
และเตรียมความพร้อมสําหรับการเรียนรู้เร่ืองความเป็นพลเมืองดิจิทัลที่ดี เนื่องจากนิสิตนักศึกษาสว่นใหญ่มักนํา
เทคโนโลยีดิจิทัลไปใช้อย่างผิดวิธี เช่นเดียวกันกับ Synder (2016) ได้ทําการศึกษาเรื่องการรับรู้ของครูเก่ียวกับ
ความเป็นพลเมืองดิจิทัลของผู้เรียนในเรื่องของการใช้สื่อสังคมออนไลน์ ท่ีพบว่า ผู้เรียนนั้นใช้สื่อออนไลน์ในทาง 
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ตารางที่ 2 (ต่อ) 
 

ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล Mdn IQR ผลการพิจารณา 
2. การทําธุรกรรมทางดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
   2.1 ขายสินค้าทางดิจิทัลได้อย่างเหมาะสม 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
   2.2 ซ้ือสินค้าทางดิจิทัลได้อย่างเหมาะสม 4.50 1.00 เหมาะสมระดับมากท่ีสุด 
   2.3 สืบค้นแหล่งท่ีมา หรือเว็บไซต์ในการซ้ือสินค้าทางดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
3. การสื่อสารทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
   3.1 ระมัดระวังการสื่อสารทางดิจิทัลกับผู้ร่วมสนทนา 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   3.2 เคารพและให้เกียรติผู้ร่วมสนทนาทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
4. มารยาททางดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   4.1 สร้างความสัมพันธ์ท่ีดีกับผู้อ่ืนในโลกดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   4.2 ควบคุมอารมณ์ของตนเองในโลกดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   4.3 รู้จักกาลเทศะในการใช้งานอุปกรณ์ดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
5. การรู้เท่าทันดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
   5.1 ประเมินข้อมูลข่าวสารทางดิจิทัลได้อย่างถูกต้อง 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
   5.2 ส่งต่อข้อมูลข่าวสาร หรือเรื่องราวต่างๆ ทางดิจิทัลได้ 
        อย่างเหมาะสม 

5.00 0.00 เหมาะสมระดับมากท่ีสุด 

   5.3 สร้างสรรค์ข้อมูลทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
6. กฎหมายดิจิทัล 4.50 1.00 เหมาะสมระดับมาก 
   6.1 หลีกเลี่ยงการเผยแพร่ข้อมูลทางดิจิทัลท่ีเป็นเท็จ 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   6.2 หลีกเลี่ยงการละเมิดทรัพย์สินทางปัญญาทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
7. สิทธิและความรับผิดชอบทางดิจิทัล 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
   7.1 หลีกเลี่ยงการละเมิดความเป็นส่วนตัวของผู้อ่ืนผ่านทาง 
        ดิจิทัล 

5.00 0.00 เหมาะสมระดับมากท่ีสุด 

   7.2 หลีกเลี่ยงการขโมยความคิดหรือผลงานของผู้อ่ืนทาง 
        ดิจิทัลมาเป็นของตนเอง 

5.00 0.75 เหมาะสมระดับมากท่ีสุด 

8. สุขภาพกายและใจทางดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
   8.1 จัดสรรเวลาในการใช้งานโซเชียลมิเดียและการทํางาน 
         ผ่านอุปกรณ์ดิจิทัล 

5.00 0.75 เหมาะสมระดับมากท่ีสุด 

   8.2 รู้จักใช้ชีวิตออนไลน์และออฟไลน์ได้อย่างสมดุล 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
9. การรักษาความปลอดภัยทางดิจิทัล 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
   9.1 ปกป้องข้อมูลทางดิจิทัลของตนเอง 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
   9.2 เข้าถึงข้อมูลทางดิจิทัลด้วยความรอบคอบ 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
10. อัตลักษณ์ทางดิจิทัล 5.00 0.75 เหมาะสมระดับมากท่ีสุด 
    10.1 สร้างข้อมูลส่วนตัวทางดิจิทัลเท่าท่ีจําเป็น 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
    10.2 เปิดเผยข้อมูลทางดิจิทัลได้อย่างเหมาะสม 5.00 0.00 เหมาะสมระดับมากท่ีสุด 

ตารางที่ 2 (ต่อ) 
 

ตัวบ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจิทัล Mdn IQR ผลการพิจารณา 
11. ความปลอดภัยในการใช้ดิจิทัล 5.00 0.00 เหมาะสมระดับมากท่ีสุด 
    11.1 จัดการการถูกกลั่นแกล้งบนโลกไซเบอร์ 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
    11.2 หลีกเลี่ยงการกลั่นแกล้งผู้อ่ืนบนโลกไซเบอร์ 5.00 1.00 เหมาะสมระดับมากท่ีสุด 
 

จากตารางที่ 2 พบว่า ความเป็นพลเมืองดิจิทัลท้ัง 11 ตัวบ่งชี้ 25 พฤติกรรมบ่งชี้ มีความเหมาะสมอยู่
ในระดับมากถึงมากท่ีสุด และผู้เชี่ยวชาญเสนอแนะให้แก้ไขตัวบ่งชี้และพฤติกรรมบ่งชี้ ได้แก่ ตัวบ่งชี้ท่ี 2 การซื้อ
ขายทางดิจิทัล แก้ไขเป็นการทําธุรกรรมทางดิจิทัล พฤติกรรมบ่งชี้ท่ี 2.1 ขายของออนไลน์ได้อย่างเหมาะสม 
แก้ไขเป็นขายสินค้าทางดิจิทัลได้อย่างเหมาะสม พฤติกรรมบ่งชี้ท่ี 2.2 ซ้ือของออนไลน์ได้อย่างชาญฉลาด แก้ไข
เป็นซ้ือสินค้าทางดิจิทัลได้อย่างเหมาะสม พฤติกรรมบ่งชี้ท่ี 5.3 การสร้างสรรค์ข้อมูลทางดิจิทัล แก้ไขเป็น
สร้างสรรค์ข้อมูลทางดิจิทัล และพฤติกรรมบ่งชี้ท่ี 6.1 หลีกเลี่ยงการเผยแพร่ข้อมูลทางดิจิทัลท่ีไม่เป็นความจริง 
แก้ไขเป็นหลีกเลี่ยงการเผยแพร่ข้อมูลทางดิจิทัลท่ีเป็นเท็จ  

 

อภิปรายผลการวิจัย 
จากผลการวิจัยพบว่าความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา ประกอบไปด้วย 

11 ตัวบ่งชี้ ได้แก่ 1) การเข้าถึงดิจิทัล 2) การทําธุรกรรมทางดิจิทัล 3) การสื่อสารทางดิจิทัล 4) มารยาททาง
ดิจิทัล 5) การรู้เท่าทันดิจิทัล 6) กฎหมายดิจิทัล 7) สิทธิและความรับผิดชอบทางดิจิทัล 8) สุขภาพกายและใจ
ทางดิจิทัล 9) การรักษาความปลอดภัยทางดิจิทัล 10) อัตลักษณ์ทางดิจิทัล และ 11) ความปลอดภัยในการใช้
ดิจิทัล ซ่ึงท้ัง 11 ตัวบ่งชี้ของความเป็นพลเมืองดิจิทัลนี้ ผู้วิจัยได้ทําการสังเคราะห์จากเอกสารของ Ribble 
(2011) และ Park (2016) ท่ีกล่าวถึงความสําคัญของ 11 ตัวบ่งชี้ท่ีนิสิตนักศึกษาควรมี เพ่ือก้าวเข้าสู่การเป็น
พลเมืองท่ีดีในยุคดิจิทัล เนื่องจากกลุ่มนิสิตนักศึกษาเหล่าน้ีถูกแวดล้อมไปด้วยโลกของเทคโนโลยี สมาร์ทโฟน 
และสื่อโซเชียลมีเดีย ไม่ว่าจะเป็นการติดต่อสื่อสารกับผู้อ่ืนท่ีรวดเร็วเพียงปลายน้ิวสัมผัสลงบนสมาร์ทโฟน การ
ซ้ือขายทางออนไลน์ผ่านระบบเครือข่ายอินเตอร์เน็ต และที่เห็นได้ชัดเจนก็คือสมาร์ทโฟนนั้นได้กลายเป็นส่วน
หนึ่งของชีวิตประจําวันไปแล้ว ทําให้เกิดสังคมก้มหน้า ปฏิสัมพันธ์ของคนรอบข้างน้อยลง ก่อให้เกิดผลกระทบต่อ
ความรับผิดชอบ หน้าท่ี การงาน การเรียน และสุขภาพ  ดังน้ันนิสิตนักศึกษาควรเรียนรู้วา่จะใช้ประโยชน์จาก
เทคโนโลยีดิจิทัลอย่างไรจึงจะปกป้องตนเองจากความเสี่ยงต่างๆ ได้อย่างเหมาะสม สอดคล้องกับ สมาคม
เทคโนโลยีการศึกษานานาชาติ (International Society for Technology in Education, 2007) ได้เสนอให้
ความเป็นพลเมืองดิจิทัลเป็นมาตรฐานหนึ่งด้านเทคโนโลยีการศึกษา มุ่งเน้นให้ทุกคนสามารถใช้เทคโนโลยีดิจิทัล
และปฏิบัติตนได้อย่างเหมาะสม เป็นไปตามที่ Ribble (2011) ได้กล่าวถึงเรื่องความเป็นพลเมืองดิจิทัลว่าเป็น
เรื่องท่ีพลเมืองในยุคนี้ต้องเรียนรู้และควรจะทําความเข้าใจในเรื่องต่างๆ ของเทคโนโลยีดิจิทัล สามารถใช้
เทคโนโลยีดิจิทัลได้อย่างถูกต้องและปลอดภัย และที่สําคัญต้องถูกตามหลักของกฎหมายทางเทคโนโลยีดิจิทัล 
สอดคล้องกับงานวิจัยของ Pescetta (2011) ได้ทําการศึกษาเรื่องการสอนพลเมืองดิจิทัลในสถาบันอุดมศึกษา
ระดับโลก ท่ีพบว่าเทคโนโลยีดิจิทัลยังคงมีการเปลี่ยนแปลงอย่างต่อเนื่อง ดังน้ันนิสิตนักศึกษาจะต้องเตรียมตัว
และเตรียมความพร้อมสําหรับการเรียนรู้เรื่องความเป็นพลเมืองดิจิทัลท่ีดี เน่ืองจากนิสิตนักศึกษาสว่นใหญ่มักนํา
เทคโนโลยีดิจิทัลไปใช้อย่างผิดวิธี เช่นเดียวกันกับ Synder (2016) ได้ทําการศึกษาเรื่องการรับรู้ของครูเกี่ยวกับ
ความเป็นพลเมืองดิจิทัลของผู้เรียนในเรื่องของการใช้สื่อสังคมออนไลน์ ท่ีพบว่า ผู้เรียนนั้นใช้สื่อออนไลน์ในทาง 
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ท่ีผิด และไม่คํานึงถึงอิทธิพลทางลบของรอยต่อทางเทคโนโลยีดิจิทัลกับชีวิตของตนเอง เป็นไปตามที่ Suppo 
(2013) ได้ทําการศึกษาเรื่องการสอนความเป็นพลเมืองดิจิทัลในโรงเรียน เครือรัฐเพนซิลเวเนีย ท่ีพบว่า เรื่องของ
ความเป็นพลเมืองดิจิทัลนี้ควรต้องส่งเสริมให้กับนักเรียนทุกคน เน่ืองจากนักเรียนส่วนใหญ่ยังขาดทักษะในการ
เป็นพลเมืองดิจิทัล สอดคล้องกับ Gazi (2016) ได้ทําการศึกษาเรื่องการศึกษาความเป็นพลเมืองดิจิทัลสําหรับ
อนาคตของทุกระดับการศึกษา ซ่ึง Gazi มีความตระหนักว่าผู้เรียนควรมีความสามารถในการใช้เทคโนโลยีดิจิทัล
ได้อย่างถูกวิธี ปลอดภัย และเกิดประสิทธิผล ท้ังนี้ผลการศึกษาพบว่า ผู้เรียนและครูผู้สอนมีความตระหนักใน
เรื่องของความเป็นพลเมืองดิจิทัล และควรมีการบูรณาการความรู้ความเข้าใจทางด้านความเป็นพลเมืองดิจิทัลไว้
ในหลักสูตรการศึกษา เพ่ือส่งเสริมความเป็นพลเมืองดิจิทัลให้กับผู้เรียน ได้มีความพร้อมในการปรับตัวให้เข้ากับ
ยุคดิจิทัลท่ีแวดล้อมไปด้วยเทคโนโลยี ประกอบกับ Park (2016) ยังได้กล่าวเพิ่มเติมไว้ด้วยว่า ในระยะเวลาอีก 
10 ปีข้างหน้า ประชากรบนโลกร้อยละ 90 จะเข้าถึงอินเทอร์เน็ต อันจะขับเคลื่อนสังคมโลกให้ก้าวไปสู่สภาวะที่
ทุกสิ่งจะเชื่อมเข้ากับโลกอินเทอร์เน็ต (Internet of Everything) หรืออินเทอร์เน็ตของสรรพสิ่ง (Internet of 
Things: IoT) ซ่ึงทําให้โลกเสมือนและโลกทางกายภาพเชื่อมเข้าหากันอย่างใกล้ชิด ชนิดท่ีไม่เคยเกิดข้ึนมาก่อนใน
ประวัติศาสตร์ ดังนั้นจึงจําเป็นอย่างย่ิงท่ีกลุ่มคนในยุคนี้จะต้องเป็นผู้ท่ีใช้ประโยชน์จากเทคโนโลยีดิจิทัลได้อย่าง
สร้างสรรค์และถูกต้อง ตระหนักถึงความปลอดภัย และไม่เกิดผลกระทบท่ีร้ายแรงต่อตนเองและผู้อ่ืน  

เม่ือพิจารณาตัวบ่งชี้ความเป็นพลเมืองดิจิทัล ท้ัง 11 ตัวบ่งชี้ ของนิสิตนักศึกษา สามารถนํามาอภิปราย
ผล ได้ดังนี้  

1. การเข้าถึงดิจิทัล (Digital Access) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ มีส่วนร่วมในการใช้
เทคโนโลยี และตระหนักถึงบุคคลอ่ืนให้ได้รับโอกาสในการใช้เทคโนโลยี ท้ังนี้เป็นเพราะการจะเข้าสู่การเป็น
พลเมืองดิจิทัลนั้น สิ่งสําคัญอันดับแรกก็คือการเข้าถึงดิจิทัล เน่ืองจากเป็นจุดเร่ิมต้นของการเป็นพลเมืองดิจิทัล 
หรืออาจกล่าวได้ว่าเป็นคุณลักษณะเบื้องต้นของการเป็นพลเมืองดิจิทัล เป็นไปตามแนวคิดของ Ribble (2009) 
ท่ีกล่าวว่าในปัจจุบันเทคโนโลยีได้เอ้ืออํานวยความสะดวกให้กับคนจํานวนมากในการติดต่อสื่อสาร สนทนาและ
โต้ตอบกันอย่างรวดเร็ว ประกอบกับการใช้งานทางด้านเทคโนโลยีดิจิทัลนั้นถือได้ว่าเป็นจุดเร่ิมต้นของการก้าว
เข้าไปสู่การเป็นพลเมืองในยุคดิจิทัล ประกอบกับจะต้องตระหนักถึงบุคคลอื่นให้ได้รับโอกาสในการใช้เทคโนโลยี 
ได้อย่างเท่าเทียมกันในสังคม สอดคล้องกับ Suppo (2013) ท่ีกล่าวว่าบุคคลที่กําลงัจะก้าวเข้าสู่สังคมยุคดิจิทัล
และมีโอกาสในการเข้าถึงดิจิทัลได้นั้น ควรตระหนักดีว่าบุคคลอ่ืนก็ควรที่จะมีความเท่าเทียมในการเข้าถึงดิจิทัล
เช่นเดียวกัน และ World Information (2017) ได้อธิบายถึงการจะเข้าสู่ความเป็นพลเมืองดิจิทัลนั้น จําเป็น
อย่างย่ิงท่ีทุกกลุ่มคนจะต้องมีส่วนร่วมในการใช้เทคโนโลยีในสังคมเสียก่อน จึงจะถือได้ว่าบุคคลน้ันมีความเป็น
พลเมืองดิจิทัล 

2. การทําธุรกรรมทางดิจิทัล (Digital Commerce) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ ขายและซ้ือ
สินค้าทางดิจิทัลได้อย่างเหมาะสม และสืบค้นแหลง่ท่ีมา หรือเว็บไซต์ในการซ้ือสินค้าทางดิจิทัล ท้ังนี้เน่ืองมาจาก
โลกธุรกิจการค้าออนไลน์ได้เติบโตขึ้นอย่างต่อเนื่อง อํานวยความสะดวกและความรวดเร็วให้กับผู้ใช้งาน ท้ังการ
ชําระเงินออนไลน์ การเลือกซ้ือสินค้าผ่านแอพพลิเคชั่นต่างๆ เป็นต้น แต่อย่างไรก็ความสะดวกและความรวดเร็ว
ในการทําธุรกรรมทางดิจิทัลนี้ หากไม่ระมัดระวังและขาดความรอบคอบก็อาจก่อให้เกิดผลกระทบตามมา ดังน้ัน
การเป็นพลเมืองดิจิทัลจึงต้องเรียนรู้ ทําความเข้าใจ และระมัดระวัง จะได้ไม่ตกเป็นเหย่ือของมิจฉาชีพท่ีแฝงตัว
เข้ามาในรูปแบบของการทําธุรกรรมทางดิจิทัล เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวว่า ในยุคปัจจุบันนี ้
จะเห็นได้อย่างชัดเจนว่าการทําธุรกรรมทางดิจิทัลได้กลายมาเป็นบรรทัดฐานอย่างรวดเร็วในสังคม ทําให้กลุ่ม
วัยรุ่นในยุคดิจิทัลเหล่านี้ต้องปรับตัวและเรียนรู้เร่ืองการเป็นผู้บริโภคท่ีชาญฉลาด การทําการสืบคน้ข้อมูลในการ

ทําธุรกรรมทางดิจิทัลได้อย่างมีประสิทธิภาพและปลอดภัย และต้องสืบค้นต้นตอของแหล่งท่ีมา หรือเว็บไซต์ใน
การซ้ือสินค้าออนไลน์ สอดคล้องกับ Iamsiriwong (2011) ท่ีกล่าวว่าการทําธุรกรรมทางดิจิทัล มีจุดเด่นก็คือ
ประหยัดเวลาและค่าใช้จ่าย แต่ผู้บริโภคควรมีความรอบคอบและตระหนักถึงภัยร้ายท่ีจะตามมากับการทํา
ธุรกรรมทางดิจิทัล เช่นเดียวกันกับ Tongchot, Tabatanon, & Hommanee (2014) ท่ีกล่าวว่าผู้บริโภคในยุค
ดิจิทัลนี้จะต้องมีความระมัดระวัง และคํานึงถึงความปลอดภัยในการทําธุรกรรมทางดิจิทัลให้มาก  

3. การสื่อสารทางดิจิทัล (Digital Communication) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ ระมัดระวัง
การสื่อสารทางดิจิทัลกับผู้ร่วมสนทนา และเคารพและให้เกียรติผู้ร่วมสนทนาทางดิจิทัล ท่ีเป็นเช่นนี้เพราะ
เทคโนโลยีดิจิทัลทําให้การติดต่อสื่อสารระหว่างบุคคลเกิดความรวดเร็ว สามารถติดต่อสื่อสารกันได้ทุกท่ีและทุก
เวลาผ่านทางโซเชียลมิเดียหลากหลายประเภท อีกท้ังยังช่วยประหยัดค่าใช้จ่ายในการติดต่อสื่อสารอีกด้วย แต่ก็
มักจะพบว่ามีบางกลุ่มคนใช้ช่องทางการสื่อสารดิจิทัลนี้ในลักษณะที่ไม่เหมาะสม อาทิ การให้ข้อมูลสําคัญกับคน
แปลกหน้าในโลกออนไลน์ การสื่อสารท่ีมีเจตนาหม่ินประมาทต่อผู้อ่ืนและอาจนํามาซ่ึงปัญหาการทะเลาะวิวาท
กันในชีวิตจริง ดังนั้นพลเมืองดิจิทัลท่ีดีควรประพฤติปฏิบัติตนในการส่ือสารทางดิจทัิลให้มีความเหมาะสมและ
เกิดประโยชน์ เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวถึงตัวเลือกในการติดต่อสื่อสารผ่านทางช่องทาง
ต่างๆ ได้แพร่กระจายมากข้ึน ผู้คนสามารถติดต่อสื่อสารกันได้อย่างต่อเนื่อง ทุกท่ีทุกเวลา โดยเฉพาะสมาร์ทโฟน
ท่ีให้อิสระเสรีภาพมากมายในการสื่อสารระหว่างกัน แต่อย่างไรก็ตามยังพบปัญหาสําคัญก็คือ ด้วยความรวดเร็ว
ในการสื่อสารทําให้เกิดการส่งข้อความในลักษณะที่ไม่เหมาะสม และไม่เคารพผู้ร่วมสนทนา สอดคล้องกับ Park 
(2016) ท่ีพบว่าช่องทางการสื่อสารผ่านทางอินเตอร์เน็ตมีความสะดวกรวดเร็วและมีความเชื่อมโยงกันท่ัวโลก  
ทําให้พบว่ามีผู้ใช้ข้อได้เปรียบของช่องทางการสื่อสารดังกล่าวอย่างไม่เหมาะสม ท้ังท่ีกระทําไปโดยเจตนาหรือ
รู้เท่าไม่ถึงการณ์ เนื่องจากผู้ที่ใช้การสื่อสารผ่านทางโซเชียลมิเดียจํานวนมากไม่ได้ถูกสอนให้รู้ว่าควรจะตัดสิน
อย่างไรจึงจะเหมาะสมเมื่อมีตัวเลือกในการติดต่อสื่อสารท่ีแตกต่างหลากหลาย เพราะในทุกวันนี้ ทุกกลุ่มคน
สามารถใช้สื่อออนไลน์เพ่ือส่ือสารหรือแสดงตัวตนให้ผู้อ่ืนรับรู้ แต่คนที่รู้จริงเท่านั้นจึงจะสามารถเลือกใช้การ
สื่อสารดิจิทัลได้ด้วยความระมัดระวัง (Chirasopone, & et al, 2016) นอกจากน้ี Shea (2009) ยังได้กล่าวถึง
การสื่อสารดิจิทัลท่ีดีว่าควรใช้ภาษาท่ีสุภาพชนท่ัวไปพึงใช้ มีความระมัดระวังในการสนทนา และไม่ใช้ภาษาท่ี
ก่อให้เกิดการแตกแยกหรือเสียดสี  

4. มารยาททางดิจิทัล (Digital Etiquette) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ สร้างความสัมพันธ์ท่ีดี
กับผู้อื่นในโลกดิจิทัล ควบคุมอารมณ์ของตนเองในโลกดิจิทัล และรู้จักกาลเทศะในการใช้งานอุปกรณด์ิจิทัล ท้ังนี้
เป็นเพราะการพัฒนาไปอย่างไร้ขีดจํากัดของเทคโนโลยีดิจิทัล ทําให้ผู้ใช้งานอินเตอร์เน็ตนั้นมีแนวโน้มเพ่ิมขึ้น 
ส่งผลให้การเชื่อมโยงความสัมพันธ์ระหว่างบุคคลน้ันเป็นไปอย่างง่ายดาย ดังนั้นพลเมืองดิจิทัลจึงไม่ควรละเลยใน
การพึงตระหนักถึงเรื่องมารยาทและแสดงพฤติกรรมท่ีเหมาะสมในโลกออนไลน์เพ่ือให้เกิดการใช้งานในสังคม
ออนไลน์ได้อย่างมีความสุข เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวว่าเทคโนโลยีได้มีการพัฒนาและ
เจริญก้าวหน้าย่ิงๆ ขึ้นไปอย่างไม่หยุดย้ัง ทําให้ผู้คนสามารถติดต่อสื่อสารกันได้อย่างต่อเนื่องได้ทุกท่ีทุกเวลา   
แต่อย่างไรก็ตามผู้ใช้เทคโนโลยีส่วนใหญ่มักมองว่าเรื่องของมารยาทดิจิทัลเป็นปัญหาอย่างหนึ่ง เนื่องจากเกิด
พฤติกรรมท่ีไม่เหมาะสม และสามารถพบได้บ่อยในการใช้เทคโนโลยีดิจิทัล ดังนั้นทุกคนจึงควรมีมารยาท รู้จัก
กาลเทศะในการใช้งานผ่านสื่อดิจทัิลด้วย และนอกจากนี้ผู้ใช้ทุกคนควรรู้จักควบอารมณ์คุมตนเองเม่ือต้องมีการ
สนทนากันด้วยถ้อยคําท่ีรุนแรง สอดคล้องกับ Park (2016) ท่ีกล่าวถึงพลเมืองดิจิทัลท่ีดีจะต้องมีมารยาทและ
สร้างความสัมพันธ์ท่ีดีกับผู้อ่ืนในโลกออนไลน์ หรือท่ีรู้จักกันดีในนามของ Digital Etiquette ท่ีจะเป็นสิ่งท่ียํ้า
เตือนสติว่าควรกระทําพฤติกรรมท่ีเหมาะสมในการสื่อสารทุกประเภทในยุคดิจิทัล เช่นเดียวกันกับ Shea (2009) 
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ท่ีผิด และไม่คํานึงถึงอิทธิพลทางลบของรอยต่อทางเทคโนโลยีดิจิทัลกับชีวิตของตนเอง เป็นไปตามที่ Suppo 
(2013) ได้ทําการศึกษาเรื่องการสอนความเป็นพลเมืองดิจิทัลในโรงเรียน เครือรัฐเพนซิลเวเนีย ท่ีพบว่า เรื่องของ
ความเป็นพลเมืองดิจิทัลนี้ควรต้องส่งเสริมให้กับนักเรียนทุกคน เนื่องจากนักเรียนส่วนใหญ่ยังขาดทักษะในการ
เป็นพลเมืองดิจิทัล สอดคล้องกับ Gazi (2016) ได้ทําการศึกษาเรื่องการศึกษาความเป็นพลเมืองดิจิทัลสําหรับ
อนาคตของทุกระดับการศึกษา ซ่ึง Gazi มีความตระหนักว่าผู้เรียนควรมีความสามารถในการใช้เทคโนโลยีดิจิทัล
ได้อย่างถูกวิธี ปลอดภัย และเกิดประสิทธิผล ท้ังนี้ผลการศึกษาพบว่า ผู้เรียนและครูผู้สอนมีความตระหนักใน
เรื่องของความเป็นพลเมืองดิจิทัล และควรมีการบูรณาการความรู้ความเข้าใจทางด้านความเป็นพลเมืองดิจิทัลไว้
ในหลักสูตรการศึกษา เพ่ือส่งเสริมความเป็นพลเมืองดิจิทัลให้กับผู้เรียน ได้มีความพร้อมในการปรับตัวให้เข้ากับ
ยุคดิจิทัลท่ีแวดล้อมไปด้วยเทคโนโลยี ประกอบกับ Park (2016) ยังได้กล่าวเพิ่มเติมไว้ด้วยว่า ในระยะเวลาอีก 
10 ปีข้างหน้า ประชากรบนโลกร้อยละ 90 จะเข้าถึงอินเทอร์เน็ต อันจะขับเคลื่อนสังคมโลกให้ก้าวไปสู่สภาวะที่
ทุกสิ่งจะเชื่อมเข้ากับโลกอินเทอร์เน็ต (Internet of Everything) หรืออินเทอร์เน็ตของสรรพสิ่ง (Internet of 
Things: IoT) ซ่ึงทําให้โลกเสมือนและโลกทางกายภาพเชื่อมเข้าหากันอย่างใกล้ชิด ชนิดท่ีไม่เคยเกิดข้ึนมาก่อนใน
ประวัติศาสตร์ ดังนั้นจึงจําเป็นอย่างย่ิงท่ีกลุ่มคนในยุคนี้จะต้องเป็นผู้ท่ีใช้ประโยชน์จากเทคโนโลยีดิจิทัลได้อย่าง
สร้างสรรค์และถูกต้อง ตระหนักถึงความปลอดภัย และไม่เกิดผลกระทบท่ีร้ายแรงต่อตนเองและผู้อ่ืน  

เม่ือพิจารณาตัวบ่งชี้ความเป็นพลเมืองดิจิทัล ท้ัง 11 ตัวบ่งชี้ ของนิสิตนักศึกษา สามารถนํามาอภิปราย
ผล ได้ดังน้ี  

1. การเข้าถึงดิจิทัล (Digital Access) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ มีส่วนร่วมในการใช้
เทคโนโลยี และตระหนักถึงบุคคลอื่นให้ได้รับโอกาสในการใช้เทคโนโลยี ท้ังนี้เป็นเพราะการจะเข้าสู่การเป็น
พลเมืองดิจิทัลนั้น สิ่งสําคัญอันดับแรกก็คือการเข้าถึงดิจิทัล เนื่องจากเป็นจุดเริ่มต้นของการเป็นพลเมืองดิจิทัล 
หรืออาจกล่าวได้ว่าเป็นคุณลักษณะเบื้องต้นของการเป็นพลเมืองดิจิทัล เป็นไปตามแนวคิดของ Ribble (2009) 
ท่ีกล่าวว่าในปัจจุบันเทคโนโลยีได้เอ้ืออํานวยความสะดวกให้กับคนจํานวนมากในการติดต่อสื่อสาร สนทนาและ
โต้ตอบกันอย่างรวดเร็ว ประกอบกับการใช้งานทางด้านเทคโนโลยีดิจิทัลนั้นถือได้ว่าเป็นจุดเริ่มต้นของการก้าว
เข้าไปสู่การเป็นพลเมืองในยุคดิจิทัล ประกอบกับจะต้องตระหนักถึงบุคคลอื่นให้ได้รับโอกาสในการใช้เทคโนโลยี 
ได้อย่างเท่าเทียมกันในสังคม สอดคล้องกับ Suppo (2013) ท่ีกล่าวว่าบุคคลที่กําลงัจะก้าวเข้าสู่สังคมยุคดิจิทัล
และมีโอกาสในการเข้าถึงดิจิทัลได้นั้น ควรตระหนักดีว่าบุคคลอ่ืนก็ควรที่จะมีความเท่าเทียมในการเข้าถึงดิจิทัล
เช่นเดียวกัน และ World Information (2017) ได้อธิบายถึงการจะเข้าสู่ความเป็นพลเมืองดิจิทัลนั้น จําเป็น
อย่างย่ิงท่ีทุกกลุ่มคนจะต้องมีส่วนร่วมในการใช้เทคโนโลยีในสังคมเสียก่อน จึงจะถือได้ว่าบุคคลน้ันมีความเป็น
พลเมืองดิจิทัล 

2. การทําธุรกรรมทางดิจิทัล (Digital Commerce) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ ขายและซ้ือ
สินค้าทางดิจิทัลได้อย่างเหมาะสม และสืบค้นแหลง่ท่ีมา หรือเว็บไซต์ในการซ้ือสินค้าทางดิจิทัล ท้ังนี้เนื่องมาจาก
โลกธุรกิจการค้าออนไลน์ได้เติบโตขึ้นอย่างต่อเนื่อง อํานวยความสะดวกและความรวดเร็วให้กับผู้ใช้งาน ท้ังการ
ชําระเงินออนไลน์ การเลือกซ้ือสินค้าผ่านแอพพลิเคชั่นต่างๆ เป็นต้น แต่อย่างไรก็ความสะดวกและความรวดเร็ว
ในการทําธุรกรรมทางดิจิทัลนี้ หากไม่ระมัดระวังและขาดความรอบคอบก็อาจก่อให้เกิดผลกระทบตามมา ดังนั้น
การเป็นพลเมืองดิจิทัลจึงต้องเรียนรู้ ทําความเข้าใจ และระมัดระวัง จะได้ไม่ตกเป็นเหย่ือของมิจฉาชีพท่ีแฝงตัว
เข้ามาในรูปแบบของการทําธุรกรรมทางดิจิทัล เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวว่า ในยุคปัจจุบันนี ้
จะเห็นได้อย่างชัดเจนว่าการทําธุรกรรมทางดิจิทัลได้กลายมาเป็นบรรทัดฐานอย่างรวดเร็วในสังคม ทําให้กลุ่ม
วัยรุ่นในยุคดิจิทัลเหล่าน้ีต้องปรับตัวและเรียนรู้เร่ืองการเป็นผู้บริโภคท่ีชาญฉลาด การทําการสืบคน้ข้อมูลในการ

ทําธุรกรรมทางดิจิทัลได้อย่างมีประสิทธิภาพและปลอดภัย และต้องสืบค้นต้นตอของแหล่งท่ีมา หรือเว็บไซต์ใน
การซื้อสินค้าออนไลน์ สอดคล้องกับ Iamsiriwong (2011) ท่ีกล่าวว่าการทําธุรกรรมทางดิจิทัล มีจุดเด่นก็คือ
ประหยัดเวลาและค่าใช้จ่าย แต่ผู้บริโภคควรมีความรอบคอบและตระหนักถึงภัยร้ายท่ีจะตามมากับการทํา
ธุรกรรมทางดิจิทัล เช่นเดียวกันกับ Tongchot, Tabatanon, & Hommanee (2014) ท่ีกล่าวว่าผู้บริโภคในยุค
ดิจิทัลนี้จะต้องมีความระมัดระวัง และคํานึงถึงความปลอดภัยในการทําธุรกรรมทางดิจิทัลให้มาก  

3. การสื่อสารทางดิจิทัล (Digital Communication) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ ระมัดระวัง
การสื่อสารทางดิจิทัลกับผู้ร่วมสนทนา และเคารพและให้เกียรติผู้ร่วมสนทนาทางดิจิทัล ท่ีเป็นเช่นนี้เพราะ
เทคโนโลยีดิจิทัลทําให้การติดต่อสื่อสารระหว่างบุคคลเกิดความรวดเร็ว สามารถติดต่อสื่อสารกันได้ทุกที่และทุก
เวลาผ่านทางโซเชียลมิเดียหลากหลายประเภท อีกทั้งยังช่วยประหยัดค่าใช้จ่ายในการติดต่อสื่อสารอีกด้วย แต่ก็
มักจะพบว่ามีบางกลุ่มคนใช้ช่องทางการสื่อสารดิจิทัลนี้ในลักษณะที่ไม่เหมาะสม อาทิ การให้ข้อมูลสําคัญกับคน
แปลกหน้าในโลกออนไลน์ การสื่อสารท่ีมีเจตนาหม่ินประมาทต่อผู้อ่ืนและอาจนํามาซ่ึงปัญหาการทะเลาะวิวาท
กันในชีวิตจริง ดังนั้นพลเมืองดิจิทัลท่ีดีควรประพฤติปฏิบัติตนในการส่ือสารทางดิจทัิลให้มีความเหมาะสมและ
เกิดประโยชน์ เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวถึงตัวเลือกในการติดต่อสื่อสารผ่านทางช่องทาง
ต่างๆ ได้แพร่กระจายมากข้ึน ผู้คนสามารถติดต่อส่ือสารกันได้อย่างต่อเนื่อง ทุกที่ทุกเวลา โดยเฉพาะสมาร์ทโฟน
ท่ีให้อิสระเสรีภาพมากมายในการสื่อสารระหว่างกัน แต่อย่างไรก็ตามยังพบปัญหาสําคัญก็คือ ด้วยความรวดเร็ว
ในการสื่อสารทําให้เกิดการส่งข้อความในลักษณะที่ไม่เหมาะสม และไม่เคารพผู้ร่วมสนทนา สอดคล้องกับ Park 
(2016) ท่ีพบว่าช่องทางการสื่อสารผ่านทางอินเตอร์เน็ตมีความสะดวกรวดเร็วและมีความเชื่อมโยงกันท่ัวโลก  
ทําให้พบว่ามีผู้ใช้ข้อได้เปรียบของช่องทางการสื่อสารดังกล่าวอย่างไม่เหมาะสม ท้ังท่ีกระทําไปโดยเจตนาหรือ
รู้เท่าไม่ถึงการณ์ เนื่องจากผู้ที่ใช้การสื่อสารผ่านทางโซเชียลมิเดียจํานวนมากไม่ได้ถูกสอนให้รู้ว่าควรจะตัดสิน
อย่างไรจึงจะเหมาะสมเมื่อมีตัวเลือกในการติดต่อส่ือสารท่ีแตกต่างหลากหลาย เพราะในทุกวันนี้ ทุกกลุ่มคน
สามารถใช้สื่อออนไลน์เพ่ือส่ือสารหรือแสดงตัวตนให้ผู้อ่ืนรับรู้ แต่คนท่ีรู้จริงเท่าน้ันจึงจะสามารถเลือกใช้การ
สื่อสารดิจิทัลได้ด้วยความระมัดระวัง (Chirasopone, & et al, 2016) นอกจากน้ี Shea (2009) ยังได้กล่าวถึง
การสื่อสารดิจิทัลท่ีดีว่าควรใช้ภาษาท่ีสุภาพชนท่ัวไปพึงใช้ มีความระมัดระวังในการสนทนา และไม่ใช้ภาษาท่ี
ก่อให้เกิดการแตกแยกหรือเสียดสี  

4. มารยาททางดิจิทัล (Digital Etiquette) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ สร้างความสัมพันธ์ท่ีดี
กับผู้อ่ืนในโลกดิจิทัล ควบคุมอารมณ์ของตนเองในโลกดิจิทัล และรู้จักกาลเทศะในการใช้งานอุปกรณด์ิจิทัล ท้ังนี้
เป็นเพราะการพัฒนาไปอย่างไร้ขีดจํากัดของเทคโนโลยีดิจิทัล ทําให้ผู้ใช้งานอินเตอร์เน็ตน้ันมีแนวโน้มเพ่ิมข้ึน 
ส่งผลให้การเชื่อมโยงความสัมพันธ์ระหว่างบุคคลน้ันเป็นไปอย่างง่ายดาย ดังน้ันพลเมืองดิจิทัลจึงไม่ควรละเลยใน
การพึงตระหนักถึงเรื่องมารยาทและแสดงพฤติกรรมท่ีเหมาะสมในโลกออนไลน์เพ่ือให้เกิดการใช้งานในสังคม
ออนไลน์ได้อย่างมีความสุข เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวว่าเทคโนโลยีได้มีการพัฒนาและ
เจริญก้าวหน้าย่ิงๆ ขึ้นไปอย่างไม่หยุดย้ัง ทําให้ผู้คนสามารถติดต่อสื่อสารกันได้อย่างต่อเนื่องได้ทุกท่ีทุกเวลา   
แต่อย่างไรก็ตามผู้ใช้เทคโนโลยีส่วนใหญ่มักมองว่าเรื่องของมารยาทดิจิทัลเป็นปัญหาอย่างหนึ่ง เน่ืองจากเกิด
พฤติกรรมท่ีไม่เหมาะสม และสามารถพบได้บ่อยในการใช้เทคโนโลยีดิจิทัล ดังน้ันทุกคนจึงควรมีมารยาท รู้จัก
กาลเทศะในการใช้งานผ่านสื่อดิจทัิลด้วย และนอกจากนี้ผู้ใช้ทุกคนควรรู้จักควบอารมณ์คุมตนเองเม่ือต้องมีการ
สนทนากันด้วยถ้อยคําท่ีรุนแรง สอดคล้องกับ Park (2016) ท่ีกล่าวถึงพลเมืองดิจิทัลท่ีดีจะต้องมีมารยาทและ
สร้างความสัมพันธ์ท่ีดีกับผู้อ่ืนในโลกออนไลน์ หรือท่ีรู้จักกันดีในนามของ Digital Etiquette ท่ีจะเป็นสิ่งท่ียํ้า
เตือนสติว่าควรกระทําพฤติกรรมท่ีเหมาะสมในการสื่อสารทุกประเภทในยุคดิจิทัล เช่นเดียวกันกับ Shea (2009) 
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ได้กล่าวว่าให้ระลึกเสมอว่าอีกฝ่ายที่ทําการสื่อสารด้วยเป็นมนุษย์ จึงควรปฏิบัติกับผู้อ่ืนเหมือนกับที่เราอยากให้
ผู้อ่ืนปฏิบัติต่อตัวเราเอง ควรสื่อสารระหว่าวกันด้วยถ้อยคําท่ีดี เพ่ือให้เกิดปฏิสัมพันธ์ท่ีดีกับผู้อ่ืนในโลกออนไลน์ 
และ Thailand's Media Literacy (2017) เสนอว่าจะต้องรู้จักยับย้ังชั่งใจหรือควบคมุอารมณ์ไม่ทะเลาะวิวาทกับ
คนที่มีความเห็นหรือความรู้สึกที่แตกต่างหรืออยู่คนละข้ัว สามารถแสดงความคิดเห็น และยอมรับความคิดเห็นท่ี
แตกต่างได้  

5. การรู้เท่าทันดิจิทัล (Digital Literacy) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ ประเมินข้อมูลข่าวสาร
ทางดิจิทัลได้อย่างถูกต้อง ส่งต่อข้อมูลข่าวสาร หรือเรื่องราวต่างๆ ทางดิจิทัลได้อย่างเหมาะสม และสร้างสรรค์
ข้อมูลทางดิจิทัล ท้ังนี้เนื่องมาจากเทคโนโลยีดิจิทัลมีความอัจฉริยะมากขึ้น การหลั่งไหลของข้อมูลข่าวสารเป็นไป
อย่างรวดเร็ว แต่อย่างไรก็ตามข้อมูลทุกอย่างในโลกออนไลน์นั้นเม่ือมีด้านบวกก็ย่อมมีด้านลบเสมอ ดังเช่นข้อมูล
ข่าวสารท่ีถาโถมเข้ามาแต่ละวันในโลกออนไลน์ ซ่ึงไม่ใช่ข้อมูลท่ีมีประโยชน์ท้ังหมด และไม่ใช่ข้อมูลท่ีเป็นความ
จริงท้ังหมดอีกด้วย ดังนั้นพลเมืองดิจิทัลจงึมีความจําเป็นอย่างย่ิงท่ีต้องมีทักษะท่ีดีและรู้เท่าทันดิจิทัล เป็นไปตาม
แนวคิดของ Ribble (2011) ท่ีกล่าวถึงการรู้เท่าทันดิจิทัลว่าเป็นพฤติกรรมท่ีแสดงถึงความสามารถในการใช้
เทคโนโลยีดิจิทัลได้อย่างรู้เท่าทัน การรู้เท่าทันดิจิทัลจึงเป็นศาสตร์ท่ีกว้างมาก จําเป็นต้องมีการเลือกสรรเน้ือหาท่ี
พลเมืองในยุคดิจิทัลควรรู้ อีกทั้งพลเมืองดิจิทัลนั้นเป็นเยาวชนที่ควรต้องฝึกประเมินข้อมูลได้อย่างถูกต้อง 
สอดคล้องกับ Park (2016) ยังได้กล่าวว่าการรู้เท่าทันดิจิทัลว่าเป็นความสามารถในการประเมินข้อมูลได้อย่าง
ถูกต้อง รวมไปถึงการส่งต่อข้อมูลต่างๆ อย่างเหมาะสม และสร้างสรรค์ข้อมูล เช่นเดียวกันกับ Llywodraeth 
Cymru Welsh Government (2015) ได้ออกแบบหลักการเพื่อพัฒนาทักษะการเรียนรู้เกี่ยวกับการรู้เท่าทัน
ดิจิทัล โดยในทักษะด้านการรู้เท่าทันดิจิทัล ระบุว่าจะต้องสามารถทําการประเมินข้อมูลในสภาพแวดล้อมทาง
ดิจิทัล และต้องตระหนักถึงความเหมาะสมในการส่งต่อข้อมูล ประกอบกับ Secker & Beel (2013) และ 
Thailand's Media Literacy (2017) ได้กล่าวว่าการรู้เท่าทันดิจิทัลเป็นความสามารถในการประเมินข้อมูล
ข่าวสารอย่างความเหมาะสม ถูกต้อง และเชื่อถือได้ คิดทบทวนก่อนส่งหรือแชร์ข้อความ รูปภาพ เสียง หรือคลิป
วิดีโอลงไปบนอินเทอร์เน็ต เพ่ือไม่ก่อให้เกิดความเสียหายต่อตนเองและผู้อ่ืน  

6. กฎหมายดิจิทัล (Digital Law) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ หลีกเลี่ยงการเผยแพร่ข้อมูลทาง
ดิจิทัลท่ีเป็นเท็จ และหลีกเลี่ยงการละเมิดทรัพย์สินทางปัญญาทางดิจิทัล ท่ีเป็นเช่นนี้เพราะความสัมพันธ์ของ
มนุษย์สมัยใหม่ได้เคลื่อนย้ายไปอยู่บนโลกออนไลน์ ทําให้สามารถเชื่อมต่อกับผู้อ่ืน เข้าถึงและดาวน์โหลดข้อมูล
ตามที่ต้องการ รวมถึงการโพสต์และการส่งต่อเรื่องราวลงบนโลกออนไลน์ได้อย่างอิสระ ทําให้บางกลุ่มคนท่ี
รู้เท่าไม่ถึงการณ์ละเมิดกฎหมายดิจิทัล อาทิ การส่งต่อข้อมูลต่างๆ บนโลกออนไลนท่ี์ไม่เป็นความจริง การขโมย
ทรัพย์สินทางปญัญาของผู้อ่ืนมาเป็นของตน เป็นต้น ด้วยเหตุนี้จึงจําเป็นต้องมีกฎเกณฑ์หรือออกฎหมายดิจิทัล
ขึ้นมาเพ่ือควบคุมการกระทําบนโลกออนไลน์ดังกล่าว ดังน้ันพลเมืองดิจิทัลจึงควรเรียนรู้กฎหมายดิจิทัลเพ่ือจะได้
ใช้ชีวิตอยู่กับสังคมดิจิทัลได้อย่างปลอดภัย เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวว่าโซเชียลมิเดียทําให้
การโพสต์ การค้นหา และการดาวน์โหลดเอกสารได้ง่ายและรวดเร็ว ซ่ึงเป็นท่ีแน่นอนว่าความสามารถในการ
แบ่งปันข้อมูลที่สามารถเข้าถึงได้ง่ายดายนี้เป็นสิ่งท่ีควรได้รับการพิจารณา เน่ืองจากมักมีผู้ใช้ท่ีไม่คํานึงหรือ
พิจารณาถึงสิง่ท่ีเหมาะสมหรือไม่เหมาะสม และเม่ือมีการโพสต์ข้อความที่ไม่เหมาะสมลงไป หรือเผยแพร่ข้อมูลท่ี
ไม่ตรงกับความเป็นจริง ก็อาจก่อให้เกิดความเสียหายต่อผู้อ่ืนได้ และสิ่งสําคัญอีกประการหนึ่งคือการพิจารณาใน
ประเด็นเรื่องสิทธิในทรัพย์สินทางปัญญาและการคุ้มครองลิขสิทธิ์ สอดคล้องกับ Suppo (2013) และ 
Poovarawan (2003) และ Sakdivorapong (2010) ท่ีกล่าวถึงสิ่งสําคัญที่ผู้ใช้ควรตระหนักถึงทรัพย์สินทาง

ปัญญาและการคุ้มครองลิขสิทธิ์ ไม่ขโมยทรัพย์ทางปัญญาของผู้อ่ืนถึงแม้จะเป็นทรัพย์สินทางปัญญาท่ีอยู่ในโลก
เสมือนจริงมาแอบอ้างเป็นของตนเอง  

7. สิทธิและความรับผิดชอบทางดิจิทัล (Digital Rights & Responsibilities) ประกอบด้วยพฤติกรรม
บ่งชี้ ได้แก่ หลีกเลี่ยงการละเมิดความเป็นส่วนตัวของผู้อื่นผ่านทางดิจิทัล และหลีกเลี่ยงการขโมยความคิดหรือ
ผลงานของผู้อ่ืนทางดิจิทัลมาเป็นของตนเอง ท้ังนี้เป็นเพราะทุกสังคมย่อมมีการการลักขโมยสิ่งของหรือการ
ละเมิดสิทธิของผู้อ่ืน ในสังคมดิจิทัลก็เช่นเดียวกันท่ีการละเมิดสิทธิของผู้อ่ืนสามารถทําได้ง่าย อาทิ การแอบอ้าง
ผลงานของผู้อ่ืนมาเป็นของตนเอง หรือแม้แต่การเปิดเผยข้อมูลของผู้อ่ืนโดยไม่ได้รับอนุญาต จนอาจกล่าวได้ว่า
เทคโนโลยีดิจิทัลทําให้เกิดการขโมยความคิดในรูปแบบใหม่ ดังนั้นพลเมืองดิจิทัลจึงควรทําความเข้าใจเรื่องของ
สิทธิและความรับผิดชอบเพ่ือให้สามารถใช้เทคโนโลยีได้อย่างมีประสิทธิภาพ เป็นไปตามแนวคิดของ Ribble 
(2011) ท่ีกล่าวว่าเทคโนโลยีดิจิทัลทําให้ข้อมูลที่เราโพสต์สามารถกระจายถึงผู้อ่ืนให้อ่านหรือดูได้ท่ัวทุกมุมโลก
ภายในพริบตา พลเมืองในยุคดิจิทัลท่ีดีจึงต้องเรียนรู้ขอบเขตสิขสิทธ์ิของตนเองในสังคมออนไลน์ (Rights) และ
รับผิดชอบในสิ่งท่ีตนโพสต์ (Responsibilities) เพ่ือท่ีจะไม่ละเมิดสิทธิของผู้อ่ืน อีกท้ังผู้ใช้ควรตระหนักถึงการ
ขโมยทรัพย์สินทางปัญญาของผู้อ่ืน และด้วยการไม่ละเมิดสิทธิเหล่านี้นี่เองจะเกิดเป็นความรับผิดชอบตามมา 
สอดคล้องกับ Park (2016) ท่ีกล่าวว่า สิทธิและความรับผิดชอบทางดิจิทัล ว่าเป็นความเข้าใจในสิทธิเฉพาะตัว 
รวมไปถึงการไม่ละเมิดสิทธิความเป็นส่วนตัวของผู้อ่ืน เช่นเดียวกันกับ Shea (2009) และ 
Urapeepathanapong (2013) และ Thailand's Media Literacy (2017) เสนอว่าเป็นการเคารพความเป็น
ส่วนตัวของผู้อ่ืนท่ีอยู่ร่วมกันบนอินเทอร์เน็ต ไม่บุกรุกหรือเข้าถึงข้อมูลส่วนบุคคลโดยไม่ได้รับอนุญาต ไม่เปิดอ่าน
อีเมล์ของคนอ่ืน ไม่ส่งต่อข้อมูล หรือความลับของคนอ่ืน 

8. สุขภาพกายและใจทางดิจิทัล (Digital Health & Wellness) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ 
จัดสรรเวลาในการใช้งานโซเชียลมิเดียและการทํางานผ่านอุปกรณ์ดิจิทัล และรู้จักใช้ชีวิตออนไลน์และออฟไลน์ได้
อย่างสมดุล ท้ังนี้เนื่องมาจากโซเชียลมิเดียได้กลายเป็นส่วนหนึ่งของการดํารงชีวิตของกลุ่มคนในยุคดิจิทัล และ
เป็นอุปกรณ์ท่ีสําคัญท่ีต้องอยู่ข้างกายตลอดเวลา ทําให้ในหลายสถานการณ์มักจะพบเห็นผู้คนก้มหน้าก้มตาจ้อง
แต่สมาร์ทโฟนมากกว่าหันหน้าสนทนาระหว่างกัน หรือท่ีเรียกว่าการเสพติดอินเตอร์เน็ตมากเกินไป อาจ
ก่อให้เกิดความเครียด ความวิตกกังวล ส่งผลกระทบต่อตนเองและคนรอบข้างท้ังทางร่างกายและจิตใจ ด้วยเหตุ
นี้พลเมืองดิจิทัลจึงต้องรู้จักควบคมุตนเอง สามารถบริหารเวลาในการใช้งานในโลกเสมือนจริงและในชีวิตจริงได้
อย่างสมดุล เป็นไปตามแนวคิดของ Ribble (2011) และ Berardi (2015) ท่ีกล่าวว่าบางกลุ่มคนท่ีเสพติด
อินเตอร์เน็ตไม่สามารถถอนตัวหรือยับย้ังชั่งใจในการเล่นอินเตอร์เน็ตได้ คล้ายกับอาการติดสุราก็ว่าได้ ถ้าหากไม่
รู้จักยับย้ังชั่งใจ และแบ่งเวลาในการใช้งานเหมาะสมก็ก่อให้เกิดผลกระทบตามมา สอดคล้องกับ Park (2016) 
กล่าวว่าการใช้สมาร์ทโฟนคือทักษะอย่างหนึ่งในการใช้เครื่องมือและสื่อในยุคดิจิตอลให้เกิดประโยชน์สูงสุด โดย
จะต้องสามารถสร้างสมดุลให้กับชีวิตออนไลน์และออฟไลน์ได้ และสามารถแบ่งเวลาในการใช้งานอุปกรณ์ดจิิทัล
ได้อย่างมีประสิทธิภาพ เช่นเดียวกันกับ Digiteen (2017) ท่ีกล่าวว่าพลเมืองดิจิทัลควรหลีกเลี่ยงอันตรายท่ีจะ
ก่อให้เกิดความเสียหายต่อร่างกายและจิตใจ อีกท้ังความปลอดภัยของดวงตา และปัญหาความเครียดท่ีเกิดจาก
การเสพติดอุปกรณ์ดิจิทัลและอินเตอร์เน็ตมากเกินไป จะทําให้สมดุลชีวิตผิดเพ้ียนไปจากเดิม 

9. การรักษาความปลอดภัยทางดิจิทัล (Digital Security) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ ปกป้อง
ข้อมูลทางดิจิทัลของตนเอง และเข้าถึงข้อมูลทางดิจิทัลด้วยความรอบคอบ ท่ีเป็นเช่นนี้เพราะความสะดวกสบาย
ของเทคโนโลยีดิจิทัลนั้นช่วยเอ้ืออํานวยความสะดวกให้กับผู้ใช้งานจํานวนมาก ไม่ว่าจะเป็นการทําธุรกรรม
ออนไลน์ การบันทึกข้อมูลสําคัญ อาทิ ข้อมูลส่วนตัว รูปภาพ คลิปวิดิโอ และงานหรือเอกสารสําคัญลงในระบบ
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ได้กล่าวว่าให้ระลึกเสมอว่าอีกฝ่ายที่ทําการสื่อสารด้วยเป็นมนุษย์ จึงควรปฏิบัติกับผู้อ่ืนเหมือนกับท่ีเราอยากให้
ผู้อ่ืนปฏิบัติต่อตัวเราเอง ควรสื่อสารระหว่าวกันด้วยถ้อยคําท่ีดี เพ่ือให้เกิดปฏิสัมพันธ์ท่ีดีกับผู้อ่ืนในโลกออนไลน์ 
และ Thailand's Media Literacy (2017) เสนอว่าจะต้องรู้จักยับย้ังชั่งใจหรือควบคมุอารมณ์ไม่ทะเลาะวิวาทกับ
คนท่ีมีความเห็นหรือความรู้สึกที่แตกต่างหรืออยู่คนละข้ัว สามารถแสดงความคิดเห็น และยอมรับความคิดเห็นท่ี
แตกต่างได้  

5. การรู้เท่าทันดิจิทัล (Digital Literacy) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ ประเมินข้อมูลข่าวสาร
ทางดิจิทัลได้อย่างถูกต้อง ส่งต่อข้อมูลข่าวสาร หรือเรื่องราวต่างๆ ทางดิจิทัลได้อย่างเหมาะสม และสร้างสรรค์
ข้อมูลทางดิจิทัล ท้ังนี้เน่ืองมาจากเทคโนโลยีดิจิทัลมีความอัจฉริยะมากขึ้น การหลั่งไหลของข้อมูลข่าวสารเป็นไป
อย่างรวดเร็ว แต่อย่างไรก็ตามข้อมูลทุกอย่างในโลกออนไลน์นั้นเม่ือมีด้านบวกก็ย่อมมีด้านลบเสมอ ดังเช่นข้อมูล
ข่าวสารท่ีถาโถมเข้ามาแต่ละวันในโลกออนไลน์ ซ่ึงไม่ใช่ข้อมูลท่ีมีประโยชน์ท้ังหมด และไม่ใช่ข้อมูลที่เป็นความ
จริงท้ังหมดอีกด้วย ดังน้ันพลเมืองดิจิทัลจงึมีความจําเป็นอย่างย่ิงท่ีต้องมีทักษะท่ีดีและรู้เท่าทันดิจิทัล เป็นไปตาม
แนวคิดของ Ribble (2011) ท่ีกล่าวถึงการรู้เท่าทันดิจิทัลว่าเป็นพฤติกรรมท่ีแสดงถึงความสามารถในการใช้
เทคโนโลยีดิจิทัลได้อย่างรู้เท่าทัน การรู้เท่าทันดิจิทัลจึงเป็นศาสตร์ท่ีกว้างมาก จําเป็นต้องมีการเลือกสรรเน้ือหาท่ี
พลเมืองในยุคดิจิทัลควรรู้ อีกทั้งพลเมืองดิจิทัลนั้นเป็นเยาวชนที่ควรต้องฝึกประเมินข้อมูลได้อย่างถูกต้อง 
สอดคล้องกับ Park (2016) ยังได้กล่าวว่าการรู้เท่าทันดิจิทัลว่าเป็นความสามารถในการประเมินข้อมูลได้อย่าง
ถูกต้อง รวมไปถึงการส่งต่อข้อมูลต่างๆ อย่างเหมาะสม และสร้างสรรค์ข้อมูล เช่นเดียวกันกับ Llywodraeth 
Cymru Welsh Government (2015) ได้ออกแบบหลักการเพื่อพัฒนาทักษะการเรียนรู้เกี่ยวกับการรู้เท่าทัน
ดิจิทัล โดยในทักษะด้านการรู้เท่าทันดิจิทัล ระบุว่าจะต้องสามารถทําการประเมินข้อมูลในสภาพแวดล้อมทาง
ดิจิทัล และต้องตระหนักถึงความเหมาะสมในการส่งต่อข้อมูล ประกอบกับ Secker & Beel (2013) และ 
Thailand's Media Literacy (2017) ได้กล่าวว่าการรู้เท่าทันดิจิทัลเป็นความสามารถในการประเมินข้อมูล
ข่าวสารอย่างความเหมาะสม ถูกต้อง และเชื่อถือได้ คิดทบทวนก่อนส่งหรือแชร์ข้อความ รูปภาพ เสียง หรือคลิป
วิดีโอลงไปบนอินเทอร์เน็ต เพ่ือไม่ก่อให้เกิดความเสียหายต่อตนเองและผู้อ่ืน  

6. กฎหมายดิจิทัล (Digital Law) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ หลีกเลี่ยงการเผยแพร่ข้อมูลทาง
ดิจิทัลท่ีเป็นเท็จ และหลีกเลี่ยงการละเมิดทรัพย์สินทางปัญญาทางดิจิทัล ท่ีเป็นเช่นนี้เพราะความสัมพันธ์ของ
มนุษย์สมัยใหม่ได้เคลื่อนย้ายไปอยู่บนโลกออนไลน์ ทําให้สามารถเชื่อมต่อกับผู้อ่ืน เข้าถึงและดาวน์โหลดข้อมูล
ตามที่ต้องการ รวมถึงการโพสต์และการส่งต่อเรื่องราวลงบนโลกออนไลน์ได้อย่างอิสระ ทําให้บางกลุ่มคนท่ี
รู้เท่าไม่ถึงการณ์ละเมิดกฎหมายดิจิทัล อาทิ การส่งต่อข้อมูลต่างๆ บนโลกออนไลนท่ี์ไม่เป็นความจริง การขโมย
ทรัพย์สินทางปญัญาของผู้อ่ืนมาเป็นของตน เป็นต้น ด้วยเหตุนี้จึงจําเป็นต้องมีกฎเกณฑ์หรือออกฎหมายดิจิทัล
ขึ้นมาเพ่ือควบคุมการกระทําบนโลกออนไลน์ดังกล่าว ดังน้ันพลเมืองดิจิทัลจึงควรเรียนรู้กฎหมายดิจิทัลเพ่ือจะได้
ใช้ชีวิตอยู่กับสังคมดิจิทัลได้อย่างปลอดภัย เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวว่าโซเชียลมิเดียทําให้
การโพสต์ การค้นหา และการดาวน์โหลดเอกสารได้ง่ายและรวดเร็ว ซ่ึงเป็นท่ีแน่นอนว่าความสามารถในการ
แบ่งปันข้อมูลท่ีสามารถเข้าถึงได้ง่ายดายน้ีเป็นสิ่งท่ีควรได้รับการพิจารณา เนื่องจากมักมีผู้ใช้ท่ีไม่คํานึงหรือ
พิจารณาถึงสิง่ท่ีเหมาะสมหรือไม่เหมาะสม และเม่ือมีการโพสต์ข้อความที่ไม่เหมาะสมลงไป หรือเผยแพร่ข้อมูลท่ี
ไม่ตรงกับความเป็นจริง ก็อาจก่อให้เกิดความเสียหายต่อผู้อ่ืนได้ และสิ่งสําคัญอีกประการหนึ่งคือการพิจารณาใน
ประเด็นเรื่องสิทธิในทรัพย์สินทางปัญญาและการคุ้มครองลิขสิทธิ์ สอดคล้องกับ Suppo (2013) และ 
Poovarawan (2003) และ Sakdivorapong (2010) ท่ีกล่าวถึงสิ่งสําคัญที่ผู้ใช้ควรตระหนักถึงทรัพย์สินทาง

ปัญญาและการคุ้มครองลิขสิทธิ์ ไม่ขโมยทรัพย์ทางปัญญาของผู้อ่ืนถึงแม้จะเป็นทรัพย์สินทางปัญญาท่ีอยู่ในโลก
เสมือนจริงมาแอบอ้างเป็นของตนเอง  

7. สิทธิและความรับผิดชอบทางดิจิทัล (Digital Rights & Responsibilities) ประกอบด้วยพฤติกรรม
บ่งชี้ ได้แก่ หลีกเล่ียงการละเมิดความเป็นส่วนตัวของผู้อื่นผ่านทางดิจิทัล และหลีกเล่ียงการขโมยความคิดหรือ
ผลงานของผู้อ่ืนทางดิจิทัลมาเป็นของตนเอง ท้ังนี้เป็นเพราะทุกสังคมย่อมมีการการลักขโมยสิ่งของหรือการ
ละเมิดสิทธิของผู้อ่ืน ในสังคมดิจิทัลก็เช่นเดียวกันท่ีการละเมิดสิทธิของผู้อ่ืนสามารถทําได้ง่าย อาทิ การแอบอ้าง
ผลงานของผู้อ่ืนมาเป็นของตนเอง หรือแม้แต่การเปิดเผยข้อมูลของผู้อ่ืนโดยไม่ได้รับอนุญาต จนอาจกล่าวได้ว่า
เทคโนโลยีดิจิทัลทําให้เกิดการขโมยความคิดในรูปแบบใหม่ ดังน้ันพลเมืองดิจิทัลจึงควรทําความเข้าใจเรื่องของ
สิทธิและความรับผิดชอบเพื่อให้สามารถใช้เทคโนโลยีได้อย่างมีประสิทธิภาพ เป็นไปตามแนวคิดของ Ribble 
(2011) ท่ีกล่าวว่าเทคโนโลยีดิจิทัลทําให้ข้อมูลที่เราโพสต์สามารถกระจายถึงผู้อ่ืนให้อ่านหรือดูได้ท่ัวทุกมุมโลก
ภายในพริบตา พลเมืองในยุคดิจิทัลท่ีดีจึงต้องเรียนรู้ขอบเขตสิขสิทธ์ิของตนเองในสังคมออนไลน์ (Rights) และ
รับผิดชอบในสิ่งท่ีตนโพสต์ (Responsibilities) เพ่ือท่ีจะไม่ละเมิดสิทธิของผู้อ่ืน อีกท้ังผู้ใช้ควรตระหนักถึงการ
ขโมยทรัพย์สินทางปัญญาของผู้อ่ืน และด้วยการไม่ละเมิดสิทธิเหล่าน้ีนี่เองจะเกิดเป็นความรับผิดชอบตามมา 
สอดคล้องกับ Park (2016) ท่ีกล่าวว่า สิทธิและความรับผิดชอบทางดิจิทัล ว่าเป็นความเข้าใจในสิทธิเฉพาะตัว 
รวมไปถึงการไม่ละเมิดสิทธิความเป็นส่วนตัวของผู้อ่ืน เช่นเดียวกันกับ Shea (2009) และ 
Urapeepathanapong (2013) และ Thailand's Media Literacy (2017) เสนอว่าเป็นการเคารพความเป็น
ส่วนตัวของผู้อ่ืนท่ีอยู่ร่วมกันบนอินเทอร์เน็ต ไม่บุกรุกหรือเข้าถึงข้อมูลส่วนบุคคลโดยไม่ได้รับอนุญาต ไม่เปิดอ่าน
อีเมล์ของคนอ่ืน ไม่ส่งต่อข้อมูล หรือความลับของคนอ่ืน 

8. สุขภาพกายและใจทางดิจิทัล (Digital Health & Wellness) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ 
จัดสรรเวลาในการใช้งานโซเชียลมิเดียและการทํางานผ่านอุปกรณ์ดิจิทัล และรู้จักใช้ชีวิตออนไลน์และออฟไลน์ได้
อย่างสมดุล ท้ังนี้เนื่องมาจากโซเชียลมิเดียได้กลายเป็นส่วนหนึ่งของการดํารงชีวิตของกลุ่มคนในยุคดิจิทัล และ
เป็นอุปกรณ์ท่ีสําคัญท่ีต้องอยู่ข้างกายตลอดเวลา ทําให้ในหลายสถานการณ์มักจะพบเห็นผู้คนก้มหน้าก้มตาจ้อง
แต่สมาร์ทโฟนมากกว่าหันหน้าสนทนาระหว่างกัน หรือท่ีเรียกว่าการเสพติดอินเตอร์เน็ตมากเกินไป อาจ
ก่อให้เกิดความเครียด ความวิตกกังวล ส่งผลกระทบต่อตนเองและคนรอบข้างท้ังทางร่างกายและจิตใจ ด้วยเหตุ
นี้พลเมืองดิจิทัลจึงต้องรู้จักควบคมุตนเอง สามารถบริหารเวลาในการใช้งานในโลกเสมือนจริงและในชีวิตจริงได้
อย่างสมดุล เป็นไปตามแนวคิดของ Ribble (2011) และ Berardi (2015) ท่ีกล่าวว่าบางกลุ่มคนท่ีเสพติด
อินเตอร์เน็ตไม่สามารถถอนตัวหรือยับย้ังชั่งใจในการเล่นอินเตอร์เน็ตได ้คล้ายกับอาการติดสุราก็ว่าได้ ถ้าหากไม่
รู้จักยับย้ังชั่งใจ และแบ่งเวลาในการใช้งานเหมาะสมก็ก่อให้เกิดผลกระทบตามมา สอดคล้องกับ Park (2016) 
กล่าวว่าการใช้สมาร์ทโฟนคือทักษะอย่างหนึ่งในการใช้เครื่องมือและสื่อในยุคดิจิตอลให้เกิดประโยชน์สูงสุด โดย
จะต้องสามารถสร้างสมดุลให้กับชีวิตออนไลน์และออฟไลน์ได้ และสามารถแบ่งเวลาในการใช้งานอุปกรณ์ดจิิทัล
ได้อย่างมีประสิทธิภาพ เช่นเดียวกันกับ Digiteen (2017) ท่ีกล่าวว่าพลเมืองดิจิทัลควรหลีกเลี่ยงอันตรายท่ีจะ
ก่อให้เกิดความเสียหายต่อร่างกายและจิตใจ อีกท้ังความปลอดภัยของดวงตา และปัญหาความเครียดท่ีเกิดจาก
การเสพติดอุปกรณ์ดิจิทัลและอินเตอร์เน็ตมากเกินไป จะทําให้สมดุลชีวิตผิดเพ้ียนไปจากเดิม 

9. การรักษาความปลอดภัยทางดิจิทัล (Digital Security) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ ปกป้อง
ข้อมูลทางดิจิทัลของตนเอง และเข้าถึงข้อมูลทางดิจิทัลด้วยความรอบคอบ ท่ีเป็นเช่นนี้เพราะความสะดวกสบาย
ของเทคโนโลยีดิจิทัลนั้นช่วยเอ้ืออํานวยความสะดวกให้กับผู้ใช้งานจํานวนมาก ไม่ว่าจะเป็นการทําธุรกรรม
ออนไลน์ การบันทึกข้อมูลสําคัญ อาทิ ข้อมูลส่วนตัว รูปภาพ คลิปวิดิโอ และงานหรือเอกสารสําคัญลงในระบบ
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เทคโนโลยีดิจิทัล แต่อย่างไรก็ตามก็มักมีกลุ่มคนท่ีชอบลักขโมยข้อมูลเพ่ือทําให้ผู้อ่ืนเส่ือมเสีย โดยอาจใช้การแฮก
บัญชีผู้ใช้อีเมล์ Facebook หรือการใช้ Email Phishing ซ่ึงก็คืออีเมล์ท่ีมีการปลอมแปลงข้อความเพื่อหลอกให้
ผู้ใช้งานอีเมล์กรอกข้อมูลสําคัญ ดังนั้นพลเมืองดิจิทัลควรเรียนรู้ภัยร้ายท่ีเกิดขึ้นในสังคมรูปแบบใหม่นี้ และรู้จัก
หลีกเลี่ยง รวมถึงป้องกันภัยเหล่านี้ในทุกวิถีทางเพื่อจะได้สามารถป้องกันและไม่ตกเป็นเหย่ือของมิจฉาชีพ 
เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวว่าพลเมืองในยุคดิจิทัลจึงจําเป็นต้องรู้จักวิธีการป้องกันตนเองจาก
ผู้ท่ีคิดร้าย อาทิ การไม่เปิดเผยข้อมูลส่วนตัว และมีการเข้าถึงข้อมูลไม่ว่าจะเป็น เว็บไซต์ หรือ E-mail ด้วยความ
ระมัดระวังและรอบคอบ สอดคล้องกับ Park (2016) ท่ีกล่าวว่าเป็นการตรวจสอบเบื้องต้นว่าตนเองมีภัยคุกคาม
ในโลกไซเบอร์หรือไม่ อาทิ การแฮกบัญชีผู้ใช้อีเมล์ Facebook เครื่องมือสื่อสารติดไวรัสคอมพิวเตอร์มัลแวร์ 
(Malware) หรือการถูกขโมยรหัสผ่าน พลเมืองดิจิทัลจึงควรรู้จักปอ้งกันข้อมูลอันมีค่าของตนเอง เช่นเดียวกันกับ 
Armendaiz (2016) กล่าวถึงการอัพเดทซอฟแวร์ท่ีจําเป็นนั้นจะชว่ยรักษาความปลอดภัยได้มากขึ้น จะช่วย
ปกป้องข้อมูลของตนเองได้มากขึ้นเช่นกัน 

10. อัตลักษณ์ทางดิจิทัล (Digital Identity) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ สร้างข้อมูลส่วนตัวทาง
ดิจิทัลเท่าท่ีจําเป็น และเปิดเผยข้อมูลทางดิจิทัลได้อย่างเหมาะสม ท้ังนี้เป็นเพราะการพัฒนาของเทคโนโลยีดิจิทัล
ได้สร้างอํานาจให้อยู่ในมือของผู้ใช้อินเตอร์เน็ตเพ่ือสร้างอัตลักษณ์ออนไลน์ลงบนโซเชียลเน็ตเวิร์ก อาทิ 
Facebook, Instagram, Line, Twitter ฯลฯ ซ่ึงเป็นการสร้างข้อมูลส่วนตัวและถูกทําให้เห็นเป็นสาธารณะ หรือ
อาจกล่าวว่าเป็นอีกช่องทางหนึ่งของการนําเสนอตนเองได้มากขึ้นในโลกเสมือนจริง แต่อย่างไรก็ตามก็มีบางกลุ่ม
คนทั้งท่ีเต็มใจและรู้เท่าไม่ถึงการณ์ท่ีได้เปิดเผยข้อมูลส่วนตัวซ่ึงเป็นข้อมูลสําคัญโดยไม่ได้คํานึงถึงผลกระทบที่
ตามมา ดังนั้นพลเมืองดิจิทัลจึงต้องรู้ขอบเขตและภัยอันตรายต่างๆ ท่ีแฝงเข้าหากมีการเปิดเผยตัวตนมากเกินไป 
สอดคล้องกับ Attrill & Jalil (2011) กล่าวไว้ว่าผู้คนจํานวนมากในโลกออนไลน์ยินดีท่ีจะเปิดเผยข้อมูลหรือ
เรื่องราวส่วนตัวของตนเอง โดยการสร้างข้อมูลส่วนตัวในโลกออนไลน์ขึ้นมา ซ่ึงอาจเกิดการเปิดเผยข้อมูลส่วนตัว
ท่ีมีความลึกซ้ึงอ่อนไหว รายละเอียดของตนเองในลักษณะต่างๆ ให้เป็นท่ีรับรู้แก่บุคคลอื่น ท้ังคนรู้จักและคน
แปลกหน้า เช่นเดียวกันกับ Park (2016) ได้กล่าวถึงกลุ่มคนท่ีใช้ชีวิตอยู่ในยุคดิจิทัลจะต้องมีทักษะในการสร้าง
และการบริหารอัตลักษณ์ โดยการสร้างข้อมูลส่วนตัวในโลกออนไลน์ขึ้นมาเพ่ือสร้างชื่อเสียงในโลกออนไลน์ของ
ตัวเอง นอกจากนี้ Pisitsothanon (2006) ได้แนะนําว่าการเปิดเผยตัวตนหรือการสร้างข้อมูลท่ีเป็นการระบุ
ตัวตนในโลกออนไลน์นั้น มีข้อควรระมัดระวัง ก็คือ ไม่ควรเปิดเผยข้อมูลส่วนตัว ชื่อ นามสกุล ท่ีอยู่ เบอร์
โทรศัพท์บ้าน เพราะผู้ไม่หวังดีอาจจะใช้ข้อมูลเหล่านี้แอบอ้างและนําไปใช้ในทางท่ีก่อให้เกิดความเสียหายได้  

11. ความปลอดภัยในการใช้ดิจิทัล (Digital Safety) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ จัดการการถูก
กลั่นแกล้งบนโลกไซเบอร์ และหลีกเล่ียงการกลั่นแกล้งผู้อ่ืนบนโลกไซเบอร์ ท้ังนี้เน่ืองมาจากไม่ว่าในสังคมใดๆ   
ก็ตาม มักมีการทําร้ายผู้อ่ืนหรือกลั่นแกล้งผู้อ่ืนเพ่ือก่อให้เกิดความเสียหาย ประกอบกับในยุคนี้เป็นยุคดิจิทัลทํา
ให้บางกลุ่มคนใช้ช่องทางของเทคโนโลยีดิจิทัลเพ่ือกลั่นแกล้งกันผ่านโซเชียลมิเดีย หรือท่ีเรียกว่าการกลั่นแกล้ง
บนโลกไซเบอร์ ท่ีเป็นเช่นนี้เพราะเป็นการกลั่นแกล้งผู้อ่ืนโดยไม่ต้องมีการเผชิญหน้า อาจเป็นการใช้เพียงแค่
ถ้อยคําในการกลั่นแกล้ง หรอืการโพสต์คลิปวิดิโอผ่านโลกโซเชียล อีกท้ังผลกระทบของการกล่ันแกล้งผู้อ่ืน
สามารถขยายวงไปได้กว้างและรวดเร็ว ดังนั้นพลเมืองดิจิทัลจึงควรเรียนรู้วิธีการในการจัดการเมื่อถูกกลั่นแกล้ง
ทางไซเบอร์และท่ีสําคัญไม่ควรกลั่นแกล้งผู้อ่ืนในโลกไซเบอร์ เพราะนั่นอาจส่งผลกระทบต่อผู้อ่ืนถึงชีวิต เป็นไป
ตามแนวคิดของ Park (2016) ท่ีกล่าวถึงความปลอดภัยในการใช้ดิจิทัลว่าเป็นทักษะอย่างหนึ่งท่ีสําคัญในการ
บริหารจัดการความเสี่ยงในโลกออนไลน์ได้แก่ การไม่ไปกลั่นแกล้งผู้อ่ืนบนโลกไซเบอร์ และสามารถจัดการกับ
การถูกกลั่นแกล้งบนโลกไซเบอร์ สอดคล้องกับ Smith, & et al. (2008) และ Musikaphan & Pokpong 

(2010) ท่ีกล่าวว่า กลุ่มคนท่ีใช้ชีวิตอยู่ท่ามกลางโลกไซเบอร์นี้ท่ีนับวันจะยิ่งเจริญก้าวหน้าไปอย่างไร้ขีดจํากัด ควร
เรียนรู้วิธีในการป้องกันเม่ือต้องตกเป็นเหย่ือของการถูกรังแกทางไซเบอร์ เช่นเดียวกันกับ Mishna (2009) และ 
Conway (2009) และ Wisdom Council Thailand (2010) ท่ีพบว่าเพื่อเป็นการป้องกันไม่ให้การรังแกผู้อ่ืน
ผ่านไซเบอร์ขยายตัวไปมากกว่านี้ กลุ่มคนในยุคดิจิทัลนี้ควรคํานึงถึงผลระทบท่ีจะเกิดขึ้นในอนาคต จึงไม่ควร
เลียนแบบและหลีกเลี่ยงการกลั่นแกล้งทางไซเบอร์เพ่ือให้ผู้อ่ืนให้เกิดความเสียหายต่อร่างกายและจิตใจ 
 

ข้อเสนอแนะ 
ข้อเสนอแนะในการนําผลการวิจัยไปใช้  

1. ผู้บริหาร และคณาจารย์ในสถาบันอุดมศึกษา สามารถนําตัวบ่งชีแ้ละพฤติกรรมบ่งชี้ความเป็น
พลเมืองดิจิทัลไปเป็นกรอบในการสร้างหลักสูตรการเรียนการสอน เพ่ือสร้างความตระหนักและเพิ่มทักษะชีวิต
ทางด้านดิจิทัลให้กับนิสิตนักศึกษาให้สามารถดํารงชีวิตอยู่สังคมดิจิทัลได้อย่างประสบผลสําเร็จ 

2. คณาจารย์ และผู้ท่ีมีส่วนเกี่ยวข้องกับการพัฒนานิสิตนักศึกษาในสถาบันอุดมศึกษา สามารถนําตัว
บ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจทัิลท่ีได้จากการวิจัยครั้งนี้ไปเป็นกรอบในการประเมินความเป็น
พลเมืองดิจิทัลและวางแผนในการพัฒนากิจกรรม เพ่ือส่งเสริมความเป็นพลเมืองดิจิทัลให้กับนิสิตนักศึกษา 

ข้อเสนอแนะในการทําวิจัยครั้งต่อไป  
จากผลการวิจัยที่พบว่า ตัวบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา มี

จํานวนท้ังสิ้น 11 ตัวบ่งชี้ 25 พฤติกรรมบ่งชี้ ดังนั้นในการทําวิจัยครั้งต่อไป  
1. ตัวบ่งชี้และพฤติกรรมบ่งชี้ท่ีผ่านการตรวจสอบจากผู้เช่ียวชาญแล้ว ควรนําไปวิเคราะห์องค์ประกบ

เชิงยืนยัน (Confirmatory Factor Analysis) เพ่ือตรวจสอบดูว่าตัวบ่งชี้และพฤติกรรมบ่งชี้มีความเหมาะสมกับ
บริบทของนิสิตนักศึกษาหรือไม่ 

2. ควรนําตัวบ่งชี้และพฤตกิรรมบ่งชี้เหล่านี้ไปพัฒนาเป็นแบบวัดความเป็นพลเมืองดิจิทัลของนิสิต
นักศึกษาในสถาบันอุดมศึกษา อันเป็นการสะท้อนข้อมูลอันจะเป็นประโยชน์ในการวางแผนการเรียนการสอน
เพ่ือพัฒนาความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา    
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เทคโนโลยีดิจิทัล แต่อย่างไรก็ตามก็มักมีกลุ่มคนท่ีชอบลักขโมยข้อมูลเพ่ือทําให้ผู้อ่ืนเสื่อมเสีย โดยอาจใช้การแฮก
บัญชีผู้ใช้อีเมล์ Facebook หรือการใช้ Email Phishing ซ่ึงก็คืออีเมล์ที่มีการปลอมแปลงข้อความเพ่ือหลอกให้
ผู้ใช้งานอีเมล์กรอกข้อมูลสําคัญ ดังน้ันพลเมืองดิจิทัลควรเรียนรู้ภัยร้ายท่ีเกิดขึ้นในสังคมรูปแบบใหม่นี้ และรู้จัก
หลีกเลี่ยง รวมถึงป้องกันภัยเหล่านี้ในทุกวิถีทางเพื่อจะได้สามารถป้องกันและไม่ตกเป็นเหย่ือของมิจฉาชีพ 
เป็นไปตามแนวคิดของ Ribble (2011) ท่ีกล่าวว่าพลเมืองในยุคดิจิทัลจึงจําเป็นต้องรู้จักวิธีการป้องกันตนเองจาก
ผู้ท่ีคิดร้าย อาทิ การไม่เปิดเผยข้อมูลส่วนตัว และมีการเข้าถึงข้อมูลไม่ว่าจะเป็น เว็บไซต์ หรือ E-mail ด้วยความ
ระมัดระวังและรอบคอบ สอดคล้องกับ Park (2016) ท่ีกล่าวว่าเป็นการตรวจสอบเบื้องต้นว่าตนเองมีภัยคุกคาม
ในโลกไซเบอร์หรือไม่ อาทิ การแฮกบัญชีผู้ใช้อีเมล์ Facebook เครื่องมือสื่อสารติดไวรัสคอมพิวเตอร์มัลแวร์ 
(Malware) หรือการถูกขโมยรหัสผ่าน พลเมืองดิจิทัลจึงควรรู้จักปอ้งกันข้อมูลอันมีค่าของตนเอง เช่นเดียวกันกับ 
Armendaiz (2016) กล่าวถึงการอัพเดทซอฟแวร์ท่ีจําเป็นนั้นจะชว่ยรักษาความปลอดภัยได้มากขึ้น จะช่วย
ปกป้องข้อมูลของตนเองได้มากขึ้นเช่นกัน 

10. อัตลักษณ์ทางดิจิทัล (Digital Identity) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ สร้างข้อมูลส่วนตัวทาง
ดิจิทัลเท่าท่ีจําเป็น และเปิดเผยข้อมูลทางดิจิทัลได้อย่างเหมาะสม ท้ังนี้เป็นเพราะการพัฒนาของเทคโนโลยีดิจิทัล
ได้สร้างอํานาจให้อยู่ในมือของผู้ใช้อินเตอร์เน็ตเพ่ือสร้างอัตลักษณ์ออนไลน์ลงบนโซเชียลเน็ตเวิร์ก อาทิ 
Facebook, Instagram, Line, Twitter ฯลฯ ซ่ึงเป็นการสร้างข้อมูลส่วนตัวและถูกทําให้เห็นเป็นสาธารณะ หรือ
อาจกล่าวว่าเป็นอีกช่องทางหนึ่งของการนําเสนอตนเองได้มากขึ้นในโลกเสมือนจริง แต่อย่างไรก็ตามก็มีบางกลุ่ม
คนท้ังท่ีเต็มใจและรู้เท่าไม่ถึงการณ์ท่ีได้เปิดเผยข้อมูลส่วนตัวซ่ึงเป็นข้อมูลสําคัญโดยไม่ได้คํานึงถึงผลกระทบที่
ตามมา ดังน้ันพลเมืองดิจิทัลจึงต้องรู้ขอบเขตและภัยอันตรายต่างๆ ท่ีแฝงเข้าหากมีการเปิดเผยตัวตนมากเกินไป 
สอดคล้องกับ Attrill & Jalil (2011) กล่าวไว้ว่าผู้คนจํานวนมากในโลกออนไลน์ยินดีท่ีจะเปิดเผยข้อมูลหรือ
เรื่องราวส่วนตัวของตนเอง โดยการสร้างข้อมูลส่วนตัวในโลกออนไลน์ขึ้นมา ซ่ึงอาจเกิดการเปิดเผยข้อมูลส่วนตัว
ท่ีมีความลึกซ้ึงอ่อนไหว รายละเอียดของตนเองในลักษณะต่างๆ ให้เป็นท่ีรับรู้แก่บุคคลอื่น ท้ังคนรู้จักและคน
แปลกหน้า เช่นเดียวกันกับ Park (2016) ได้กล่าวถึงกลุ่มคนท่ีใช้ชีวิตอยู่ในยุคดิจิทัลจะต้องมีทักษะในการสร้าง
และการบริหารอัตลักษณ์ โดยการสร้างข้อมูลส่วนตัวในโลกออนไลน์ขึ้นมาเพ่ือสร้างชื่อเสียงในโลกออนไลน์ของ
ตัวเอง นอกจากนี้ Pisitsothanon (2006) ได้แนะนําว่าการเปิดเผยตัวตนหรือการสร้างข้อมูลที่เป็นการระบุ
ตัวตนในโลกออนไลน์นั้น มีข้อควรระมัดระวัง ก็คือ ไม่ควรเปิดเผยข้อมูลส่วนตัว ชื่อ นามสกุล ท่ีอยู่ เบอร์
โทรศัพท์บ้าน เพราะผู้ไม่หวังดีอาจจะใช้ข้อมูลเหล่าน้ีแอบอ้างและนําไปใช้ในทางท่ีก่อให้เกิดความเสียหายได้  

11. ความปลอดภัยในการใช้ดิจิทัล (Digital Safety) ประกอบด้วยพฤติกรรมบ่งชี้ ได้แก่ จัดการการถูก
กลั่นแกล้งบนโลกไซเบอร์ และหลีกเล่ียงการกลั่นแกล้งผู้อ่ืนบนโลกไซเบอร์ ท้ังนี้เนื่องมาจากไม่ว่าในสังคมใดๆ   
ก็ตาม มักมีการทําร้ายผู้อ่ืนหรือกลั่นแกล้งผู้อ่ืนเพ่ือก่อให้เกิดความเสียหาย ประกอบกับในยุคนี้เป็นยุคดิจิทัลทํา
ให้บางกลุ่มคนใช้ช่องทางของเทคโนโลยีดิจิทัลเพ่ือกลั่นแกล้งกันผ่านโซเชียลมิเดีย หรือท่ีเรียกว่าการกลั่นแกล้ง
บนโลกไซเบอร์ ท่ีเป็นเช่นนี้เพราะเป็นการกลั่นแกล้งผู้อ่ืนโดยไม่ต้องมีการเผชิญหน้า อาจเป็นการใช้เพียงแค่
ถ้อยคําในการกลั่นแกล้ง หรอืการโพสต์คลิปวิดิโอผ่านโลกโซเชียล อีกท้ังผลกระทบของการกล่ันแกล้งผู้อ่ืน
สามารถขยายวงไปได้กว้างและรวดเร็ว ดังน้ันพลเมืองดิจิทัลจึงควรเรียนรู้วิธีการในการจัดการเมื่อถูกกลั่นแกล้ง
ทางไซเบอร์และท่ีสําคัญไม่ควรกลั่นแกล้งผู้อ่ืนในโลกไซเบอร์ เพราะนั่นอาจส่งผลกระทบต่อผู้อ่ืนถึงชีวิต เป็นไป
ตามแนวคิดของ Park (2016) ท่ีกล่าวถึงความปลอดภัยในการใช้ดิจิทัลว่าเป็นทักษะอย่างหนึ่งท่ีสําคัญในการ
บริหารจัดการความเสี่ยงในโลกออนไลน์ได้แก่ การไม่ไปกลั่นแกล้งผู้อ่ืนบนโลกไซเบอร์ และสามารถจัดการกับ
การถูกกลั่นแกล้งบนโลกไซเบอร์ สอดคล้องกับ Smith, & et al. (2008) และ Musikaphan & Pokpong 

(2010) ท่ีกล่าวว่า กลุ่มคนท่ีใช้ชีวิตอยู่ท่ามกลางโลกไซเบอร์นี้ท่ีนับวันจะยิ่งเจริญก้าวหน้าไปอย่างไร้ขีดจํากัด ควร
เรียนรู้วิธีในการป้องกันเม่ือต้องตกเป็นเหย่ือของการถูกรังแกทางไซเบอร์ เช่นเดียวกันกับ Mishna (2009) และ 
Conway (2009) และ Wisdom Council Thailand (2010) ท่ีพบว่าเพ่ือเป็นการป้องกันไม่ให้การรังแกผู้อ่ืน
ผ่านไซเบอร์ขยายตัวไปมากกว่านี้ กลุ่มคนในยุคดิจิทัลนี้ควรคํานึงถึงผลระทบท่ีจะเกิดขึ้นในอนาคต จึงไม่ควร
เลียนแบบและหลีกเลี่ยงการกลั่นแกล้งทางไซเบอร์เพ่ือให้ผู้อ่ืนให้เกิดความเสียหายต่อร่างกายและจิตใจ 
 

ข้อเสนอแนะ 
ข้อเสนอแนะในการนําผลการวิจัยไปใช้  

1. ผู้บริหาร และคณาจารย์ในสถาบันอุดมศึกษา สามารถนําตัวบ่งชีแ้ละพฤติกรรมบ่งชี้ความเป็น
พลเมืองดิจิทัลไปเป็นกรอบในการสร้างหลักสูตรการเรียนการสอน เพ่ือสร้างความตระหนักและเพิ่มทักษะชีวิต
ทางด้านดิจิทัลให้กับนิสิตนักศึกษาให้สามารถดํารงชีวิตอยู่สังคมดิจิทัลได้อย่างประสบผลสําเร็จ 

2. คณาจารย์ และผู้ท่ีมีส่วนเกี่ยวข้องกับการพัฒนานิสิตนักศึกษาในสถาบันอุดมศึกษา สามารถนําตัว
บ่งชี้และพฤติกรรมบ่งชี้ความเป็นพลเมืองดิจทัิลท่ีได้จากการวิจัยครั้งนี้ไปเป็นกรอบในการประเมินความเป็น
พลเมืองดิจิทัลและวางแผนในการพัฒนากิจกรรม เพ่ือส่งเสริมความเป็นพลเมืองดิจิทัลให้กับนิสิตนักศึกษา 

ข้อเสนอแนะในการทําวิจัยครั้งต่อไป  
จากผลการวิจัยที่พบว่า ตัวบ่งชี้ความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา มี

จํานวนท้ังสิ้น 11 ตัวบ่งชี้ 25 พฤติกรรมบ่งชี้ ดังนั้นในการทําวิจัยครั้งต่อไป  
1. ตัวบ่งชี้และพฤติกรรมบ่งชี้ท่ีผ่านการตรวจสอบจากผู้เช่ียวชาญแล้ว ควรนําไปวิเคราะห์องค์ประกบ

เชิงยืนยัน (Confirmatory Factor Analysis) เพ่ือตรวจสอบดูว่าตัวบ่งชี้และพฤติกรรมบ่งชี้มีความเหมาะสมกับ
บริบทของนิสิตนักศึกษาหรือไม่ 

2. ควรนําตัวบ่งชี้และพฤตกิรรมบ่งชี้เหล่านี้ไปพัฒนาเป็นแบบวัดความเป็นพลเมืองดิจิทัลของนิสิต
นักศึกษาในสถาบันอุดมศึกษา อันเป็นการสะท้อนข้อมูลอันจะเป็นประโยชน์ในการวางแผนการเรียนการสอน
เพ่ือพัฒนาความเป็นพลเมืองดิจิทัลของนิสิตนักศึกษาในสถาบันอุดมศึกษา    
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บทคัดย่อ 
การวิจัยนี้เป็นการวิจัยเชิงคุณภาพซ่ึงรวบรวมข้อมูลจากเอกสารและผู้ให้ข้อมูลหลัก 20 คน มีวัตถุประสงค ์
เพ่ือศึกษาสภาพปัญหาข้อเท็จจริงและปัญหาข้อกฎหมายเก่ียวกับอํานาจหน้าท่ีของตํารวจชุมชนของประเทศไทย 
และแนวคิด ทฤษฎี มาตรการทางกฎหมาย การวิเคราะห์เชิงเปรียบเทียบเพ่ือแสวงหามาตรการทางกฎหมาย 
ท่ีเก่ียวกับอํานาจหน้าท่ีของตํารวจชุมชนในต่างประเทศท่ีเหมาะสมในการนํามาปรับปรุงกฎหมายไทยให้มี
ประสิทธิภาพทัดเทียมกับต่างประเทศ ผลการวิจัยพบว่า (1) ประเทศไทยได้มีการนําหลักการตํารวจชุมชน  
มาประยุกต์ใช้และแก้ปัญหาอาชญากรรมในลักษณะของตํารวจชุมชนมวลชนสัมพันธ์เป็นหลัก (2) สภาพปัญหา 
เช่น งานตํารวจชมุชนมีการดําเนินการที่ไม่ต่อเนื่อง ขาดการมีส่วนร่วมจากภาคประชาชน ราชการสว่นท้องถ่ิน 
รวมถึงภาคส่วนอื่น ๆ และไม่มีการกําหนดอํานาจหน้าท่ีของตํารวจชุมชนไว้ในกฎหมายโดยตรง (3) เม่ือ
เปรียบเทียบกับต่างประเทศ เช่น ประเทศญี่ปุ่น จะมีการดําเนินงานตํารวจชุมชนท่ีเป็นรูปธรรม โดยมีป้อมตํารวจ
ชุมชนกระจายอยู่เต็มพื้นท่ีของประเทศ (4) มาตรการทางกฎหมายที่ควรนํามาปรับใช้กับกฎหมายไทย คือ การ
กําหนดให้มี “ป้อมตํารวจชุมชน” เป็นหน่วยงานย่อยของสถานีตํารวจ และกําหนดให้มี “งานตํารวจชุมชน” 
แยกออกมาเป็นงานเฉพาะ โดยบัญญัติไว้ในร่างพระราชบัญญัติตํารวจแห่งชาติ พ.ศ. ....    
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